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1 Configuration Requirement

The recommended 64-bit hardware configurations are as follows.

Inter(R) Core(TM) i5 7500 3.0GHz or

above /16GB DDR3
. /Intel HD Graphics 530 2GB, . .
Monitor ! Win 10 64 bit
1 Client-64bit /NVIDIA GeForce GTX 1060 6GB Win 11 64bit As needed

or above (multi-screen : 2GB GDDR5
memory) /500GB SATA/ Gigabit NIC

Requirement for Firewall

In order to ensure the network security, it is necessary for the system to set up a firewall. All monitor ports shall be opened on the
installed servers. The open ports are as follows:

Authentication Server Internal Port 6003
Configuration Server Internal Port 7002
HTTP Server Service Port 8080
Internal Port 6006

Media Transfer Server
Auto Report Port 2009
(windj\t/\j)sr?/i‘:s?:rzv/?;-SAN) Internal Port 6009
Intelligent Server Internal Port 6069
Alarm Server Internal Port 6033
TV Wall Server Internal Port 6036
Application Server Internal Port 6093

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be
modified accordingly in the firewall configuration.

Checking Installation Environment

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

Software Check whether the software meets the standard required. (including the type and version of the
operation system, Speco Blue VMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipment are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.




2 Install and Uninstall the Software

2.1 Install the software

1) Double click “Speco Blue VMS Enterprise Client.exe”. Select the Ul language as needed.

2)  Atip will pop up to suggest you to close the antivirus software. If no prompt window appears, please skip this step.

rtip IE

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3) Click “l accept the terms of the license agreement” and then click [Next].

4)  Click [Browse] to select the installation location and then click [Next].

Speco Blue VMS client - InstallShield Wizard x

a0 wil installfles

Setup will inst. ent in the following folder.

Ta install to this folder, click Next. To install to a different folder, click B
folder

5)  Check “Launch Software” as needed and then click [Finish]”.

Speco Blue VMS client - InstallShield Wizard

InstaliShield Wizard Complete

Instal 2 cpock | Fuish Concel




2.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of SPECO BLUE VMS.
Click “Start” > All Programs—> SPECO BLUE VMS Server->Uninstall to pop up the following wizard. Click “Yes” to confirm.

Select whether to delete the database or intelligent analysis data as needed. Then clicking the “Finish” button ends the uninstallation.

Uninstall Dptions

W i you delete the configura &1 oL L all, pl

— | | ]
Install Siield cpack I Heto [FRT—




3 Login

3.1 Login

Before starting, please make sure network cable, monitor and power are connected. After the server is started, the following window
will appear as shown below.

— X
& Speco Blue VMS Enterprise

User Name
2 -

Password Forget password?
a

( Authentication Server Port
9 - 6003
[J Remember Password [ Auto Login

[ | have read and agree Application
Privacy Statement

@  Enter username and password (the default username is admin; the default password is 1234).
Check “Remember Password” or “Auto Login” as needed. If it is the first time for you to log in, you must check “I have read and agree
Application Privacy Statement”.
@ Enter the IP address and port of the authentication server (the default port is 6003).
Check “Remember Password” or “Auto Login” as needed.
®  Click [Login].

If you forget the password, please click “Forget password”. Then a small window will appear. You can reset the password by answering the

pre-defined questions.

Reset Super Administrator Password X

Create Security Questions / Answers Dynamic Password
Config Server:
Question: -
Answer:
Question: -
Answer:
Question: -
Answer:
OK Cancel

If you don’t set or forget the security questions and answers, you can reset your password by dynamic password. Click “Forget password”
and then click “Dynamic Password” to go to the dynamic password page. Search the CPU ID, MAC address and the current time and then

send the information to the technical staff to get the dynamic password.




3.2 Quick Wizard Settings

After you log in, a wizard will display.

Quick Configuration Wizard

© Create Security Questions / Answers [2 Select a plan

Question: -
Answer:

Question: -
Answer:

Question: -

Answer:

[ No more tips for security questions ‘ Next 1

If this is the first time for you to log in, it is recommended to create security questions and answers.

It is important that you remember the answers for these questions or you will not be to reset your password and be locked out.

Click “Next”. Then you can select the function display module in the home page.

Quick Configuration Wizard

© Create Security Questions / Answers [EZ Select a plan
(] ] =
[ e B
Video Monitor Personnel A... Vistor Face Acce...
om = ] = ]
oo (2
E §
Access Cont... Attendanc... Target Counti... Body Temper...
. = = = =
(] 3
-, a2 L
Face Greeting Parking Lot... Data Dashbo... Industrial ...
Select All/Cancel | Previous l | Skip I

Click “Finish” to complete the wizard setup.

3.3 Main Menu Interface Introduction




Speco Blue VMS Enterprise

Basic Application

Video Preview Record & Playback Search

Video Preview  Alarm Preview  E-Map Monitoring Record Playback | By Time By Event Image Search by Face  Face Comparison Retrieval
By Tag Management Record Backup

License Plate Comparisan Retrieval
Search Picture Record Setting Smart Snapshot Retrieval

E-Map TV Wall

° E-Map Setting

Group Management
TV Wall View | TV Wall Task Settings

R i and Vehicle Management |
TV Wall System Setting

Permission Management

Data Dashboard Body Temperature Measurement Parking Lot Management
Unprocessed: 0 B Device Alarm H Motion Detection B Face Alarm E Other Inteligent Alarm B Sensor Alarm B Combined Alarm B Offline Alarm B Server Alarm B Alarm Task SOP Filter - o
Alarm Time Alarm Source Alarm Type ~|  Record & Playback Device Playback Storage Snapshot Device Capture | Alarm Processing Handling Status Disposition Remark

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar

1 Menu Bar Status Bar
2 Tab Bar 5 Alarm Information Bar
3 Functional Areas

Tab Bar

E “Video preview”

H Including “Switch User”, “Register”, “About”, “Switch Plan”, “Modify Password” and “Clear Cache
Memory”

E Click to lock the operation page. Click “Unlock” and then enter the login password to unlock it.

Functional area

Video preview To view live images and to record, snapshot and talk, etc.
Record
To remotely play the local records or back up records.
&Playback I ¥
search Including image search by face, face comparison retrieval, license plate comparison retrieval, smart
snapshot retrieval and visitor record search.
E-Map To manage and display maps, hot spots, etc.
TV Wall
To set TV wall and decoding videos on TV Walls
Management




Favorites:

You can move the module which has a high using frequency to Favorites.

Place the cursor on the module you want to move to Favorites, and then a pentagram icon (

corner of the module. Click this icon to move. In the Favorites display area, click

gy

to make the module return to its original place.

Video Preview

. Video Preview Alarm Preview E-Map Monitoring

Wizard Settings:

Favorites

Video Preview @
- Video Preview = Alarm Preview E-Map Monitoring

On the bottom right corner of the functional area, click ® to show the following wizard guide.

) will be displayed on the top right




Atendance Guide

I Video Monitor Guide
g TV Wall Guide
Parking Guide

Face Access Guide

©)

Other buttons:

Common buttons:

A I~ NV EEHE S




4 Device Management

4.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task
Add Encoding Device
Encoding Device (Online/Total number: 0/0) g
Quickly Add Manually Add Auto Report Unbound Auto Report Device
Decoder (Online/Total number: 0/0) J 4 F
O Refresh  ® Activate £ Modify IP Device Quantity:7

LED Display Device (Online/Total number: 0/0)

O Device Name IP Address Modify IP Address Port Subnet Mask Protocol Version
Intelligent Analysis Server (Online/Total numbe

O Device Name 10.15.1.241 & 6036 255.255.255.0 Speco 147 00:1
Storage Server (Online/Total number: 0/0)

O IPCamera 10.15.1.66 80 0.0.00 ONVIF
Media Transfer Server (Online/Total number: 1 0 \PCamera 10.15.1.67 80 0.000 ONVIF
Access Server (Online/Total number: 1/1) ] IPC 192.168.226.201 Z 9008 255.255.255.0 Speco 5.1.1.0 00"

R €

Alarm Server (Online/Total number: 1/1) O IPC 192.168.226.201 Z 5008 255.255.255.0 Speco 5.2.2.0.betal 58:f

O Device Name 10.15.1.131 4 6036 255.255.255.0 Speco 133 00:1
TV Wall Server (Online/Total number: 1/1)

Select Transfer Server  Transfer Server e Select Storage Server r
Select Area () default area - Automatically Link Area  (® Create Area
Default P, o1 Cancel

Click “Add” to add devices. You can add multiply devices in this interface, such as face detection IP Camera, face recognition IP

Camera/NVR, face recognition terminal, Digital Deterrent IP Camera, LPR Camera, etc.

4.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices. The default username of the standard device is
“admin and the default password of the standard device is “1234".
Note:

* The default media transfer server and storage server can be selected when adding devices.

* Area must be set up before adding devices. Click [Create Area]to create an area (See Area Setting).

4.1.2 Manually Add




Add Encoding Device X

Quickly Add Manually Add Auto Report Unbound Auto Report Device
IP Address/IP Range/Domain Name/Serial No./URL/IPVE Protocol Port User Name Password Test
IP Address:0.0.0.0 Speco 6036 admin PR
Select Transfer Server  Transfer Server hd Select Storage Server  Storage Server -
Select Area () default area - [} Automatically Link Area (3 Create Area

@  Enter IP address/IP range/domain name, username and password and choose protocol type.
@  Click [Test]to test whether the device is connected successfully or not.

(@  Select transfer server, storage server and area and then click [OK].

Devices can be added in batch by adding IP range.

If “URL” is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click [Test]

to test whether the device is connected successfully or not.

Add Encoding Device X

Quickly Add Manually Add Auto Report Unbound Auto Report Device
IP Address/IP Range/Domain Name/Serial No./URL/IPV6 Protocol Port User Name Password Test
URL \ ® RTSP =
Select Transfer Server  Transfer Server hd Select Storage Server  Storage Server -
Select Area () default area - [} Automatically Link Area ® Create Area

How to get a URL?

Take an IP Camera as an example. Log in to the web client of the IP Camera and then go to “Config”> “Network”-> “RTSP” interface to
configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name: port/profilel”. For example:
rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.

For the URL of a device from other companies, please consult their technical documentation.
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4.1.3 Auto Report

Select the “Auto Report” Tab to see the following interface.

Add Encoding Device X

Quickly Add Manually Add Auto Report Unbound Auto Report Device
Device Number Protocol User Name Password Delete
No. - Speco admin e a
Select Transfer Server  Transfer Server v Select Storage Server  Storage Server -
Select Area (3} default area - [ Automatically Link Area () Create Area
Default Password | Cancel I

(@  Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.
@  If the DVR/NVR is needed to add, please go to Network—>Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP
address and port (default 2009) of the SPECO BLUE VMS and then set the device number of the DVR/NVR.

(3  If the IP camera is needed to add, please go to Network = Ports/Connections of the IP camera. Check the box next to “Enable”,
enter the IP address and port (default 2009) of the SPECO BLUE VMS and then set the device number of the IP camera.

Config Home » Network » Advanced

PmrtI Servel I\‘)r.vﬁ' DDNS SNMP 802.1X RTSP RTMP UPnP Email FTP HTTPPOST HTTPS QoS Cloud Platform

)

Enable
Network L

Server Port | 2009 IP Address of Media Transfer Server
> TCP/IP
Server Address 192.168.56.213 ‘
> Ports/Connections
Security I DI 1234 | -9 Device number
Maintenance m

@  Select the transfer server, storage server, area and then click [OK].

4.1.4 Quickly Add Auto Report Device

For the auto report devices, you can go to the “Unbound Auto Report Device” interface to add them quickly.
Note: please fill out the auto report information in the NVR/IP Camera in advance and then the device information can be searched in the

“Unbound Auto Report Device” interface.

11



4.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task

+| Add [7 Delete P Import/Export = [ Change Area & Upgrade ~  [E) Save Form

[ No. Edit Device Name Type Channel Mumber Alarm In Number Ala

[] 1 Device Name Speco 4 19

Encoding Device (Online/Total number: 1/1)

Decoder (Online/Total number: 0/0)

&
The device channel number, alarm status, online status and record status can be viewed from the above table. Click ~— to modify the

[

device information; Click to delete the added device. Select the desired devices and click [Delete] to delete multiple devices

simultaneously.

4.3 Device Area Selection

Select one or more encoding devices and then click [Change Area] to modify the area of the selected devices.

3] Add [T Delete B Import/Expart ~ | [F Change Area » Upgrade ~ [ Save Form

L] MNo. Edit Device Name Type Channel Number

L] 1 £ Device Name Speco 4

4.4 Batch Import/Export

You can import multiple encoding devices (NVR/IP Camera) in different local networks at a time. The setting steps are as follows:

1. Create an Excel file and then edit the device information as follows. Please copy the text of the first line.

A B C D E
ip port protocol userMame password
OO, 300 X0 30K 6036/9008/80/554 ipv4/sn/fipve/domain/id/onvif/ xxx HAONHHK

Protocol: three protocols can be used here, including “ipc”, “standard device” and “NVR”.

2. Save the file as “.cvs” or “.xIsx”.
3. Click Home—>Resource Management—>Add, Edit or Delete Device. Then click [Import/Export] to show a drop-down list. Click [Import]

to import the file.

& Add [ Delete B Import/Export = [J Change Area

[ No. Import Name

] 1 Batch export Name
Export Template(.xlsx)

Export Template(.csv)

12



Export encoding devices: check the device you want to export and then click [Save Form] to export the device list.

[# Add ] Delete B Import/Expori = [ Change Area » Upgrade ~ | B Save Form

[ No. Edit Device Name Type Channel Number Alarm In Number

(| 1 2 Device Name Speco 4 19

Alarm

4.5 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Upgrade]. Select the upgrade type as

needed.

[*] Add [ Delete B2 Import/Export = [F Change Area {} Upgrade - [ Save Form

D No. Edit Device Name Batch Upgrade for IPC

] 1 & Device Name Batch Upgrade for NVR/DVR

Note: When multiple devices are upgraded simultaneously, the selected devices must be the same series.

4.6 Device Setting

Go to Home—>Device Setting interface as shown below. In this interface, the parameters of the device can be set up.

Add, Edit or Delete Device  Device Setting  Area Setting  Channel Group Setting

Moritoring Point Name 1P Camera01

Q default area

B @ Devico Name B ShowOSDName  Horizontal Position 280 Vertical Position 9250
T Device Name_IP Camera01

@ Device Name_IP Camera0d3 B Show Timestamp  Horizontal Position 7500 Vertical Position 200

' Device Name_IPC

¥ Device Name (PC

Different devices have different menus. Please configure the device according to the corresponding user manual.

4.7 Area Setting

Go to Home—> Area Setting interface as shown below.

13



Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

T Delete Al Empty Area

Area Name Channel Number Edit Delete
() default are 7 2 [
Create Area X
Parent Area hd

* Area Name

oK Cancel

Click [Add]to go to Area adding interface. Enter area name to create parent area. Then click [OK]to save the settings. To create sub area,

click [Add], choose the parent area, enter the area name and click [OK].

4.8 Server Settings

Add Storage Server

Storage server is in charge of the storage of record information, including the information of schedule record, record based on motion
alarm, sensor alarm, smart detection alarm (like object removal detection, line crossing detection, etc.), responding to the search and
playback of all storage data. It also supports self-defined storage path settings and IP-SAN access.

Click Home—>Add, Edit or Delete Device—> Storage Server.

Add, Edit or Delete Device Device Setting  Area Setting Chaninel Group Setting Task

(1 Add [ Delete

Number 1P Address Port Loop Recording Client Connection Status Authentication Server Connection Status Hot Spare Server Associated Hot Spare Server Partition/Disk/Raid Delete

3 10.15.1.240 6009 Yes Online Online No juj

Encoding Device (Online/Total number: 0/1)

Decoder (Online/Total number: 0/0)

LED Display Device (Online/Total number: 0/0)

Intelligent Analysis Server (Online/Total number: 1

Diskname | Disk total space | Whether forma Format disk

Storage Server (Online/Total number: 1/1)
o e diskl 18636 Yes a

Media Transfer Server (Online/Total number: 1/1)

&
There is a default storage server and the device only supports one storage server. If no HDD is installed, you can click = to connect

another storage server. Click *= to set record partition or disk.

4.9 Channel Group Settings

Go to Home—>Resource Management—> Channel Group Setting interface as shown below.
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Add, Edit or Delete Device ~ Device Setting ~ Area Setting  Channel Group Setting ~ Task

Delete
ChanneMs Add Channel Group X

#Channel Group Name

Keyboard Number 1

Dwell Time 5 hd
Parent Channel Group -
Selectable Device 0/4 Selected Device 0/0

[l [ default area
[) Device Name_IP Camera01
[) Device Name_IP Camera03
[ Device Name IPC

['] Device Name_IPC
»

oK Cancel

@ Click [Add].

@ Enter channel group name, channel group and select the dwell time.

® Select the parent channel group.

@ Add channels to the channel group. Check the desired channels and click ?  to add channels; choose the selected channel and
click to remove those channels; Click ** to add all channels; click to remove all selected channels. You can also enter the
key words to search the channels and then select them.

® Click [Ok] to save the settings.

4.10 Task Management

Set the face capture source, schedule and applicable scenario.

Add, Edit or Delete Device  Device Setting ~ Area Setting ~ Channel Group Setting  Task

= & Schedule Template

oring Point i
$= Device task settings oring Poi Monitoring Point Applicable Scenario ~| Face Capture Source Schedule ~

*IPC Face Surveillance,Face Greeting,Face Attendance,Vehicle deployment control\ Face Capture by IPC 7524
& More Settings

E (@ default area
W PC
W IPC

Face Capture by IPC: it is applicable to the face detection camera.

Face Match by IPC: it is applicable to the face recognition camera.

Note: Face recognition NVR, Temperature Reading Panel, Thermal network camera and IP Cameras without face detection function
cannot set task here.

More parameters about face comparison can be set by clicking [More Settings].
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Face Comparison Alarm

[ Block List [ Stranger [ Visitor [ viP [ Allow List
Similarity
Similarity(%) ——C) 75

Intelligent Server Setting

Enable Face Detection of the Face Recognition IPC ()

Send Captured Pictures to FTP

Enable

FTP Server Address

FTP Server Port 21

FTP File Path  /

Anonymous

Apply

Face Comparison Alarm: Select face comparison alarm list. For example, “Allow List” is selected, when a person is detected and is
successfully compared with the allow list, alarms will be triggered.

Similarity: Set the similarity of the face comparison.
Intelligent Server Setting: please check “Enable face detection of the face recognition IPC” as needed.

If checked, the intelligent server will get all face capture pictures of the IP Camera after you configure face comparison parameters and

set the schedule for the IP Camera. All these face snapshots can be searched in the Search interface (Home—> Search).

If unchecked, the intelligent server will only get the matched face snapshots after you configure face comparison parameters and set the
schedule for the IP Camera. Only the face snapshots successfully matched with the face database can be searched in the Search interface

(Home—> Search).

FTP Settings: Send the captured pictures to FTP. Please set the corresponding parameters according to your FTP server.
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5 Group Management

5.1 People Management

You can add group for three libraries—Person List, VIP List and Block List.
Here taking “Add target to person list” for example

5.1.1 Add Group

®  Add the parent group

Go to Home—>Group Management—> People Management—> Person List.

BRI S e Fllars Record
[) Formatting Tools

& Default Group

Add Group

* Name
@ Delete Employee Group

Permission Group ~ Flease select -

Add

Click [Create] to add a group, or right click on the blank of the person list column and then the “Add” button will appear. Click it to add

the group name.

Note: The added parent group name and face information under it will be synchronized to the face database of the NVR, but the sub
group name will not be added to the NVR. The face information under the sub group will automatically be added to its parent group in
the NVR.

If the parent group fails to synchronize to the face database of the NVR, but the face information of sub group is successfully added to the
NVR. Now, the face group name will be named “creation date-intelligent server IP-creation time (s)-list type-parent group name” as
shown below.

MNo. Group
1 2022 4 21.10.214.200.200_32 (3853)
2 2022 4 22 10.214.200.111_1 (1128)
3 2022 4 22 192.168.52.214_47_White_default(0)

Group Name in NVR

For IP Cameras, the added face information under person list and VIP list will be automatically added to the allow/white list of the IP
Camera. The added face information under visitor list and block list will be synchronized to the corresponding list.

®  Add the sub group:

Put the cursor on the parent group name and then you will see the follow buttons. Click “+” to add the sub group name.

(®) Create

B Default Group ZaIL|

17



Click £ to modify the group name and permission group; Click [T to delete the group.

5.1.2 Add Target

You can add targets for three libraries—Person List, VIP List, Block List.

®  Add target one by one
Select the group name and then click [Add] to add the target information

[ Add ] Delete [ Change Group Failure Record [ import ~ [ Export Al [2 Download Template 47 Custom
® Create
Add Target
& Default Group 0 basic
& Delete Employee Group
*Name
Gender © Male O Female E
Upload
Work ID
Telephone
Image size: less than 200KB is recommended
Remark
Detail
ID Type D Card - Birthday  2023-10-16
ID NO Country
Province City
Work Type Email Address

Click [Upload] and select the face image saved in the local PC. Then fill out the corresponding information and click [OK] to save.

Note: the resolution of the face image shall be less than 200KB.

If the target is added to the group of the VIP, register date and VIP level shall be fill in.

If the target you newly add has already existed in the authorized face recognition device, please delete the previous one in the authorized
face recognition device in case that the successful match result cannot be pushed to the platform.

®  Batch Import
In the above interface, click [Download template] to export an Excel template and then fill out the corresponding information in the table
as shown below.

After that, create a file named “Image” and then put the face images under this file.

1. Items marked in red are required

2. The Image should be placed in the Image folder at the same level as the file
3. The value length of each attribute cannot exceed 64 bit

4. If there is no Group column, the selected Group is imported by defauit

5. The date format is 2020-01-01 or 2020/01/01

6. Unlocking Mode(Face Comparison Work ID +Password,Swiping Card Face Compari d Face Comp; iping Card Face Comparison/Swiping Card,Face Comparison/Password/Swiping Card)
Name | Birthday | Gender | IDType | 1D NO [ Country [ Province | City [ Group | WorkType | WorkID | Telephone | Email Address | Card Number | Password |
Tom [ 20251225 |  Male | DCad [ 520000000000000000 [ USA | [ NewYork | T | Engineer | 011711 | 13500000000 [123456@123.conf 10110 | 123456 |

Put the image file and the personal information file into the same directory.

Click [Import]>[ Excel Import]

18



& Add ] Delete [ Change Group Failure Record [ import - [ Export Al [ Download Template /2 Custom

[2] Formatting Tools
(® Create

Batch Import

File Import
& Default Group P

Click [Import] and then select “Batch import” to import face pictures in bulk, but the target information must be modified manually.

Click [Import] and then select “File import”. You can select whether to search the sub folder.

Search Subfolders: choose a folder including multiple subfolders and then all pictures in the folder and its subfolders will be imported.

Not Search Subfolders: the pictures in the folder will be imported, but the pictures in the subfolders will not be imported.

> Convert images to an Excel

Multiple images also can be converted to an Excel. Then click “Excel Import” to add targets. The setting steps are as follows.

1. Name the face images (like David_Male_1989-01-03_Engineer_Groupl), separating each field with “_".

2. Click on “Formatting Tools” to display image conversion Tool box. Click &= to select the desired images.

3. Click E respectively to set the image naming rules and content of the header.

Image Conversion Tool X

Image List (]

Image Naming Rules 2]

Content of The Header ]
*Generate Excel for import OK Cancel

Note:

1. The naming sequence of each image selected must be the same. Please select the image naming rules in accordance with the
sequential order of the name of the image.

2. The content of the header must contain those items of the image name and can be selected in any order.

3. The content of the header must contain name and group (face database), which can be entered in the image name in advance and

also can be edited in the exported Excel.

®  Modify or Delete Target

,_‘?‘-wﬁm._, Name Camera33
?f Work ID /
e
ri, - B Gender Female
L2y Remark /
T 2 M

After the target is added, click Z 1o modify; click [T to delete.

Click == toview the target list as shown below.
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Add [ Delete [ Change Group Failure Record [ Import = [ Export [@ Export Al (&) Download Template =m
£ Custom  [9] Formatting Tools

[} Ec;it Name Birthday Gender ID Type ID NO Country Province City Group Work Type

(] Z xyf 2023-10-16 Female 1D Card Default Gro...

Click “Custom” to customize the target display information.

Click “Change group” to change the group.

5.1 Vehicle Management

5.1.1 Add Vehicles

»  Add vehicle groups for each vehicle list

Click on the right of a vehicle list (Allow List/Block List/Temporary Vehicle) to add a vehicle group under the vehicle list as shown
below.

Note: If you want to add vehicle groups under a vehicle list, you must enable license plate synchronization function by clicking

Configuration—>Server Configuration—>System Setting first.
Add Group X

e | |

Vehicle Registration

W Allow List | cancel |

B Block List

Select the desired vehicle list or vehicle group under a vehicle list and then click [Add] to add the relevant vehicle information.

Vehicle Registration [ Delete @ Import -~ [3 Exporl - [3 Export Al

- ‘ I = A
- :ow List Add New Vehicle 2%
1

W Block List # Number Plate

@ Temporary Vehicle
Owner Input Method @ Input Manually O Select from person list

Name

Phone
Vehicle Type  Small Car -
Vehicle Color  Black v

License Plate Type

Start Time  2023-10-17 00:00:00
End Time  2023-10-17 00:00:00
Description

Add and Continue ‘ Cancel 1
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> Binding devices for each vehicle group

Click £ beside the group name to bind devices for this group. All vehicles under this group can be bound to the selected devices. After
these devices are bound to this group, the vehicles you add later will automatically bind these devices.

Edit the binding X
#“Name  Group 1

Device

Selectable Device 1/1 Selected Device 0/0

[ ® default area

Devi ce Name

»

Vehicle Registration

£l @ Allow List i :
_ Cancel
@ Group 1 @E L J

5.1.2 View, Modify or Delete Vehicles

After you add the vehicle, you can view, modify or delete the vehicle information as needed.

EAdd T Delete & Import ~ 3 Expori ~ [ Export Al ~ 2 Download Template = [ Obtain from Devices (&
Vehicle Type Vehicle Color License Plate Type Start Time End Time Description Operation
Small Car Black 2023-10-17 00:00:00 2023-10-17 00:00:00 2 T

Select multiple vehicles and then click the [Delete] button to delete multiple vehicle information at once.

5.1.3 Import or Export Vehicles

Click [Export Template] > Export Template(.xIsx/.csv) to export a template. Then fill out the relevant vehicle information.

) Add [ Delete & Import - 3 Export - 3 Export Al - [2) Download Template ~ [7 Obtain from Devices &
Vehicle Type Vehicle Color License Plate Type Export Template(.xisx) End Time Description
Small Car Black 2023{ Export Template(.csv) 5-10-17 00:00:00

After that, click [File import] to import the vehicle information. Click [Export] to export the added vehicle information.

You can also get vehicle information from license plate recognition cameras/NVRs. The setting steps are as follows.
1. Click “Obtain from Devices”.

2. Select the device type.
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3. Select vehicle list (Allow List/Block List/Temporary List) of the LPR camera/NVR.

4. Select a vehicle group of the platform.
5. click N to add.

6. Click “OK” to synchronize the vehicle list of the selected device to the corresponding groups of the platform.

Obtain from Devices b Tempiate | [ Obtain from Devices (|

End Time’
|« Device type  NVR 2 - |
00 2023-10-17 00:00:00
Select Vehicle Group
Select a device group Select a platform group
= =]
.

Selected Group

Note: If you want to get license plate information from devices, you must enable license plate synchronization function by clicking
Configuration—>Server Configuration—>System Setting first.

5.2 Permission Management

Click Home—>People &Vehicle Management—>Permission Management to go to the following interface.

You can view the sync records or bind the camera to the group or people.

»  Add Permission Group

In the permission group interface, click [Add] to add a permission group. Enter the name and set the schedule and devices as needed.

People and Vehicle Management  Permission Management

= & Add) [T Delete

[E3 Permission Group

@ Visitor Permission Group

* Name

@ People Sync Recard Query *Schedule Template  Default full time schedule w % Schedule Setting

Selectable Device. 0/0 Selected Device 0/0

Click “Schedule Setting” to set the desired schedule. You can set weekly schedule and holiday schedule as needed.
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Schedule Setting

Weekly Schedule  Holiday Schedule
@ Add & Copy 0 2 4 6 8 10 12 14 16 18 20 22 24
B Defaut full tme schedule P B R o B B B A S B R B B R I
an
wn Default weekdlay schedule Pvon 11T | R | R
B8 Default weekend schedule
*
88 Default empty schedule 220 S o e o e B R A
8 5+24
- 22807 1 Y A A AR A
P25V Y A A R A
250 T Y A A R AR -
P25 SN e Y A A R T

Click [Add] to add a new schedule template name. Double click the schedule name to modify it. Then you can select the schedule and set

it as needed.

®  Weekly Schedule:

Set the scheduled time from Monday to Sunday for a single week. Each day is divided in one hour increments. Green means scheduled.

Blank means unscheduled.

Add: Add the schedule for a special day. Drag the mouse to set the time on the timeline. Or click

®

click to add new time period.

L

to manually set the time period;

Time Allocation X

Period1 06:33:00 =+
[ Select All
[ Tue.
] Thu. [ Fri.
[ Sun.

21:21:00 =

[] wed.

[ sat.

®

-

Cancel

You can copy the above time period to other days by checking the relevant days. After that, click [OK] to save the settings.

Additionally, you can also copy the time period by clicking "0. For example, click & in front of Sunday, Monday and Tuesday, and

then drag the mouse on the timeline of one of them. After that, other days that enable & will automatically copy the set time period.

You can also click & next to “Copy” and then drag the mouse on the timeline of one day, and then the other days of the week will

automatically copy the set time period.
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Erase: Drag the mouse on the scheduled time period to delete the set time.

Delete Schedule: Put the cursor on the schedule name and then a deletion icon will appear. Click it to delete the schedule.

B8 Default empty schedule

BN 5#24 [

®  Holiday Schedule

Set the scheduled time for a special day, such as a holiday.

1. Click the “Holiday Schedule” tab to enter the holiday schedule page.

Holiday Schedule

Holiday Schedule @ Add [ Clear All

Weekly Schedule Holiday Schedule

.
(& Holiday Schedule Setting !
[ 1}
= i

] Selectable Items 0/0 L] Selected Items

NO Start Time Period

2. Click “Holiday Schedule Setting” to set holiday schedule. Click “Add” on the left panel to add a new holiday schedule. Enter the
holiday schedule name as needed.

3. Select the holiday schedule. Click “Add” on the right panel to set date and time period.

L

4. Drag the mouse on the timeline to set the time period or click to manually set the time period. Click “Clear” to clear all

information of the current holiday schedule.

5. Click [OK] to save the settings.

Holiday Schedule

Holiday Schedule @ add| [ Clear Al

® Add b Start Time Perlod
. N 10 12 14 16 18 20 22 24
= 1 oot = 1 b 1T

Note: Holiday schedule takes priority over weekly schedule.

»  Permission Binding

(=
Click ™ to bind the group or person to the selected devices.
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People and Vehicle Management Permission Management

P [ Add 7 Delete

) e @ O Name Schedule Tem...

O 1 Default full ti...
(@ Visitor Permission G...

(@) People Sync Record...

Authorization Biruding

Operation

Selectable 0/7

Selected 0/0

After the binding is complete, you can modify or delete the permission group as needed.

»  People Sync Record Query

Click “People Sync Record Query” to view the permission binding status of each person.

People and Vehicle Management Permission Management
= Device Access Point: 1 Device Name Al
(8 Permission Group W elte I3 Export

[Z] @ Default Group ] 04 Camera33

(@) People Sync Record... & 04

m} Name Device Name
(@ Visitor Permission G...

- Status Al -
Group Status Operation Detail
Employee-Def... Failure (e} Face image size overruni...

After the permission binding is complete, you can click iy to delete the sync record here.

Note:
here and then delete the target.

platform.

»  Vehicle Sync Record Query

1. When the device is offline, the target synchronized to it cannot be deleted. Then you can delete the synchronization records

2. The added group or person must be bound with one or more cameras, or the face comparison result will not be gotten by the

Click “Vehicle Group” or “Device” to view the sync status of all vehicles under each vehicle group or device.

People and Vehicle Management  Permission Management

w O Resynchronize
N Vehicle Group ] el
E2 Permission Group elete
1 Allow List
W Alow Lis [m] Name Device Name Group Delivery status | Operation Detail
@ Visitor Permission Group e
[w] ABC123 Device Name  Group 1 Success m
@ Block List
(@ People Sync Record Query (=] 13597  Device Name Group 1 To be issued cm The vehicle license plate number already exists
@ Temporary Vehicle
& Vehicie SyncRecord Query [m] )5858  DeviceName  Group 1 Success m

Note: If you want to view the vehicle sync records, you must enable
Configuration—>Server Configuration—> System Setting first.

license plate synchronization function by clicking
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6 Search

6.1 Image Search by Face

1. Select a picture and picture source.

2. Set the start time and the end time.

3. Set the maximum count and similarity.

4. Click [Search].

Note: Only face recognition NVRs added to this platform support this function.

Image Search by Face Face Comparison Retrieval License Plate Comparison Retrieval Smart Snapshot Retrieval

gnition NVR [ Clear Al & Playback & Map Track

O No. Time Monitoring Point Similarity

] ® Q) default area

O 1 2023-10-18 10:05:49 Device Name_IP Camera01 100%

Select Image A

Time

2023-10-18 00:00:00 ~ 2023-10-18 2: &
Max. Number

100

Similarity(%)

75

Em o

Picture

Record Playback

®

Temperature

Mask

Click @ to play the record in a small window.

Playback

00:00:12/00:01:00 E [E] [E [il

®  E-Map Track View:

Create an E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.
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17 Clear Al & Playback

£¥ E-Map Setting

Play Track Line: Click this button to play the track line on a map.
Playback by Tracks: Click this button to play the track video.

6.2 Face Comparison Search

1. Go to Search = Face comparison retrieval interface.
2. Select the IP Camera and query method. Then select match type or target as needed.
3. Set the start and end time and then click [Search] to search the face pictures.

Image Search by Face  Face Comparison Retrieval Licen al  Smart Snapshot Retrieval

Monitoring Point 2 Export  [2 Export All

o
M |
] B @ default area y
? ?
- Unmatched Unmatched

e Compariso

Unmatched v Unmatched

2023-10-18 10:23:53 2023-10-18 10:23:47 2023-10-18 10:22:31 2023-10-18 10:22:29 2023-10-18 10:22:27
Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01
/ ' [
3 B ? ? ?
| .
b} Unmatched Unmatched 2N Unmatched | PP\ Unmatched

2023-10-18 102059 2023-10-18 10:18:50 2023-10-18 10:18:46 2023-10-18 10:18:46 2023-10-18 10:18:07
Device Name_P Camera01 Device Name_IP Camera01 Device Name_IP Camera01 Device Name_|P Camera01 Device Name_IP Camera01

i l! n
?
Un:akhed

nmatchy
Query Method - Upgmetched
s = 2023-10-18 10:17:09 2023-10-18 10:17:04 2023-10-18 10:17:00 2023-10-1810:16:32 2023-10-18 10:14:34
el Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01 Device Name_IP Camera01
Time

6.3 License Plate Comparison Search

1. Select the camera.

2. Enter the license plate and select the match type.
3. Set the start time and end time.

4. Click [Search]
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Image Search by Face Face Comparison Retrieval License Plate Comparison Retrieval Smart Snapshot Retrieval
[Z export  [2 Export Al
Search
M Q) default area
AB3597 05858
2023-10-18 10:28:00 2023-10-18 10:27:51
Device Name_IPC Device Name_IPC
4
License Plate
Match Type
All -
Time
2023-10-18 00:00:00 ~ 2023-10-18 23:59:5¢
Total: 2 50 -

6.4 Smart Snapshot Search

The snapshot results from the intelligent server and face recognition devices can be searched. You can search the snapshots of human
face, human body, motor vehicle and non-motor vehicle.

For example: Search faces from intelligent server

Smart Snapshot Retrieval

T W Q) default area 1 E
P [ LA

L4 < s
) wd y S
2023-12-25 173850 2023:12-25 173047 2023-12.25 173045 2023-12-25 173004 2023-12-25 173830 2023-12-25 173027
v
¥ Camera3s Camera33 — Camera3a Camena3 Cameraas
Mateh Type
Human Face -
Soach Source
Inetigen server -
Goncer nge

UnknownMaleFt w  Unknown,<15 years ¢ w

Mask Temperature

UnknownMask ¢ w  Unknown Suspected | w

Halrstyle Beard
UnknownBald he w  UnknownMustachet w
Telephone Skin
Unknown,Didn't: w  UnknownWhite skini w
Headgear Glasses

UnknownNoneH w  UnknownWear Glass:

Time

2023-12-25 00:00:00 ~ 2023-12-25 23:59:59 @

[ I P e

If the snapshot type is human face, put the cursor on the captured picture and then some shortcut buttons will be displayed.

2023-10-18 10:08:18

Device Name_IP Camera01 []
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Click to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
add.

Put the cursor on the captured picture and then click 0 to quickly search images by this picture.
Put the cursor on the captured picture and then click B w quickly download the captured picture.

Search vehicles from intelligent server:

Detail

Original Image Target Picture

Channel Name: Device Name_IPC
Target Type:  Motor Vehicle

Capture Time:  2023-10-18 10:28:00

License Plate : AB7722
Playback: ()
Property: Vehicle Color: Black

Vehicle Type: Unknown

Click to quickly skip to the playback interface and play the record.

Click El to view the snapshot details, including the original image, target picture, snapshot type, snapshot time and so on.

Select the searched pictures as shown below and click [Export] to export the selected pictures.

[Z Export B Select Current Page | 2 item(s)selected Cancel

L

~ -

Lo . ANSas
.é‘ A
el _’l" S
2023-12-25 17:38:50 2023-12-25 17:38:47 2023-12-25 17:38:45 2023-12-25 17:38:44 2023-12-25 17:38:30 2023-12-25 17:38:27
Camera33 ® | | Camera33 Camera33 O camera33 [ Ccamera33 O camera33 O

You can also export all searched pictures in the current page once by checking “Select Current Page” and clicking [Export].

Search vehicles from face recognition NVR:
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[ ® Q default area

2023-10-18 10:27:57 2023-10-18 10:27:48

Device Name_IPC Device Name_IPC

KK

Match Type
Motor Vehicle -
Search Source <
Face Recognition NVR -
Event Type
Al -

License Plate

Vehicle Color Vehicle Type

UnknownRed,Oran w  UnknownSaloon C w

Vehicle brand type
Al -

Time

2023-10-18 00:00:00 ~ 2023-10-18 23:59:59

to play back the record in a small window; click to quickly download the captured picture.
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7 Face Greeting

Face Greeting: After successful face comparison, the words/voice of welcome will be heard by the guests and their photos will be shown
on the screen.
Click “Face Greeting” to go to the face greeting interface. The setting steps are as follows:

@

are similar to adding targets to the person list. See chapter 6 for details.

Create a VIP group and add targets for this group in the VIP list interface. Then set a permission group for them. The setting details

People and Vehicle Management

& Person List

@ VIP L

£, Block List

= Vehicle Registration

Permission Management

VIP List

& Default]

* Name

Gender

VIP Level

Reg.Date

Telephone

Remark

Detail A

D Type

IDNO

Province

O Male O Female

General

2023-12-23

ID Card

] Delete = Change Group

O Basic

ke

Upload

Image size: less than 200KB is recommended

Birthday  2023-12-23

Country

Email Address

[4) Import ~ % Export Al [} Download Template £

[2) For g Tools
@ Create
Add Target X

Add and Continue _Canoe\
Note: The camera for face greeting must support face recognition function, such as face recognition and access control panel, face

recognition camera and so on.
If the person added to the person list adds to the VIP list again, this person may be not recognized as a VIP person. Please delete
this person in the person list first.

®

Select the schedule, face match type in the Task interface (See Task Management for details).

Area Setting

{3 Schedule Template

E @) default area

¢ Camera33

Channel Group Setting Task

Camera33

Monitoring Point

Face Surveillanc

Applicable Scenario

~ | Face Capture Source

a:e Attendance Vehicle deployment control Face Match by IPC 7524

Schedule

®

Real-Time Monitoring. Drag the camera name to the preview window. When there are targets detected, the match result will be

displayed on the right panel.
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Real-time Monitoring

[ Comparison List ] 1 Clear AU

©)

272342023 14:31@

@ default area

[ S
| e

Camera33
141349

23} ] Sub Stream -

@  View the match result of the greeting screen. Click the “Display Setting” tab to set the sub screen (greeting screen).

In this interface, greeting screen background style, screen display mode, VIP box style, face greeting language and so on can be set up.
Select the sub-screen display channel: if the secondary monitor is connected to the device, “+” will display in the Link Camera to
Sub-screen box. Click “+”and choose the desired cameras you want to display in the sub-screen and then click [OK] to save the settings.
Multiple cameras can be selected at a time.

Real-time Monitering VIP Search Display Setting

Face Greeting Sub Screen Settings

VIP Box Style  With borders -
Welcome Broadcast ()
Welcome Voice Play Order ~ Weleome voice + Guest name A
Greeting Language  Welcome |i| Fontsize 12 -
Birthday Greetings ~ Welcome

Max. Number of VIP Box (1-5) 3 -

Frame Holding Time(s) 5
Loop Playback

Single VIP Cycle Time(s) 20

Single VIP Box Size (ranges from 10% to 99%) 60

-

Link Camera to Sub-screen
Screen 1

+

Please select channel.

Note: After the secondary screen is detected, the configuration will be automatically saved every 10s.

Sub-screen display: in the real-time monitoring interface of Face Greeting, right click on the desired channel and select the sub-screen
you want to display by clicking “Project onto”.
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® Close Channel

Project onto

Greeting Screen Background Style: three options: Video, Background Picture and Pure Color Background

Screen Display Mode: 1/4/9/16 screen display mode can be selected.

VIP Box Style: with borders or pure image.

Welcome Broadcast or Not: if enabled, the welcome voice will be broadcasted when the VIP person is successfully recognized.
Welcome Voice Play Order: choose which one to broadcast first between welcome voice and guest name

Greeting Language: please enter the content and select the color as needed.

Max. Number of VIP Box: up to 5 boxes.

Frame Holding time: set the duration time of VIP box appearing after the captured face is matched successfully.

Loop Playback: if enabled, the VIP name will be broadcasted in a loop.

Single VIP Cycle Time: set the time of the single VIP name broadcasted.

Single VIP Box Size: set the percentage of VIP box size occupying the entire screen.

(®  Search the face greeting records. Click “VIP Search” tab as shown below.

Real-time Monitoring ~ VIP Search  Display Setting
Time  2023-12-23 00:00:00 ~ 2023-12-23 23:59:59 -

Picture ender VIP Level Reg.Date Telephone Time Monitoring Point Temperature Mask Status Picture Playback
[l @ Default Group
& Camera33d Male: General 2023-12-23 2023-12-23 14:13:49 Camera33 Undetected | ®
& oo
dom
Male. General 2023-12-23 2023-12-23 13:50:40 Camera33 Undetected = ®
Male General  2023-12-23 2023-12-23 13:49:26 Camera33 Undetected \g ®
Name: oot E L
Gender: Male )
< Male General  2023-12-23 2023-12-23 13:36:44 Camera33 Undetected ®
VIP Levet: @
RegDate: 2023-12-23
Telephone:

You can enter the key word to search the target or manually select the target from the library. Then set the start time and the end time

and click “Search” to search the record. The detailed information of this target will be shown. Click ® to play the record.
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8 Face Attendance

Click ® at the bottom right corner to select “Attendance Guide” to quickly set the attendance.

Atendance Guide X

%

Add Device Add Target Permission Management

e : ) Y ] N
= Q @ Atendance Guide
Attendance Check Point Settings Attendance Period Attendance Shift Personnel Scheduling Attendance Handling

Wk Video Monito§ Guide

= TV Wall Guide

Eh Parking Guide

Attendance Record Statistical Report

Face Access Guide

@

In the attendance guide interface, click the corresponding menus in sequence to quickly set the attendance.

8.1 Add Devices and Targets
»  Add Devices

In the attendance guide interface, click “Add Device” to enter the encoding device interface. Click [Add] to add the face attendance device
( eg. face recognition panel).

»  Add Targets

After the attendance device is added successfully, click at the bottom right corner to expand the attendance guide. Click “Add Target”
to go to the person list interface.

o Guide 4 Qd Device @ Add Target Permission Management Attendance Check Point Settings Attendance Period Attendance Shift >

In the person list interface, add the attendance group and targets as needed. Refer to People Management for details.

Note: The compared person in attendance system shall be added in the person list in advance. One person only can be added in one
group. If this person also be added in other groups (like VIP list), the attendance comparison result will not be obtained.

»  Permission Management

Set the permission for the attendance group or targets. Refer to Permission Management for details.

8.2 Attendance Configuration

8.2.1 Attendance Check Point Settings

Select the attendance device and then click [Set Check Points]. Enter the name and remarks in the pop-up window. Then click [OK] to
save the settings.
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Real-time Monitoring Attendance Configuration Attendance Record Statistics

onitoring Poaint [ Delete

Attendance Check Paint Settings 0 Edit Name Monitoring Point Name

(@

= ) default area
IPC

[E& Basic Configuration
(@ Attendance Period

Add Attendance Point X
] Holiday Settings

#*Name  Front Door
Attendance Shift

. Remari
[] Personnel Scheduling

Attendance Handling

oK Cancel

8.2.2 Attendance Period Settings

If a company has different working time for different employees, you can add different attendance rules.

Click [Add] to set the detailed attendance rule.

: ®Add T Delete Basic Setup
©, Attendance Check Point Settings *Period  %:00-18:00
© Aam &Pm

E2 Basic Configuration © ST © Regular Attendance O Flexible Attendance

Time Setup
@ Attendance Period
Holiday Settings Start-work Time  09:00 = Duration Hours
Attendance Shift End-workTime  18:00 = ®
[R] Personnel Scheduling Effective Period 0730 & - 1930 &

Attendance Handling

(<B

Overtime Setup

Flextime.
© Late arrival and early departure are allowed
Late check-inover 0 3 minisrecorded as late  Early check-outover O % minis recorded as leave early
© Late arrival and late departure are allowed

Cancel

»  Regular Attendance
Set the attendance period name and working time. Then click [Save] to save the settings. Click [Add] again to add next attendance period.

Basic Setup: set the normal working period.

Time Setup:
Start-work time: the normal start-work time
End-work time: the normal end-work time

Must check-in/out: “Must check in” next to the first check-in period and “Must check out” next to the last check-out period are checked
by default. That is to say, in the first check-in period, the employees must check in; in the last check-out period, the employees must
check out. During the period that “Must check in/out” is not checked, the employees don’t check in/out, who will not be regarded as
“Not check in/out” or “Absent”.
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Effective check-infout time: Set the effective check-infout period. If the employees check in/out before/after this period, the
check-in/out will be invalid and will be regarded as “Not check-in/out”.

Work hours: automatically calculate according to the start-work and end-work time.

Overtime Setup

@

Later than End-Work Time for 30 < minutes is
Later than End-Work Time for 30 - minutes is
Later than End-Work Time for 30 S minutes is

[] Deduct dinner time

[[J Check in for overtime working

Overtime setup: there are three overtime levels. Please set as needed.
Note: The end-work time of overtime setup must be within the effective period of basic setup.
You can deduct the dinner time when counting the overtime. You can also enable “Check in for overtime working” as needed.

Deduct dinner time: if checked, the system will automatically deduct the dinner time from the overtime. The overtime level depends on
the time duration after deducting the dinner time.

Flextime:
You can enable/disable “Late arrival and early departure are allowed” or “Late arrival and late departure are allowed”.

Late check in over xx min is recorded as late: set the allowable minutes for late. If the employees check in within the period after the
start-work time, the status will be “Normal”.

Early check-out xx min is recorded as leave early: set the allowable minutes for leave early. If the employees check out within the period
before the end-work time, the status will be “Normal”.

For example: The start-work time is set as 09:00, and the late allowable duration is 20 minutes. If the employee checks in at 9:15, the
attendance status will be “Normal”.

Late arrival and late departure: for example, the limit time is set to 30 minutes and the normal working time is 9:00~18:00. If the
employee checked in at 9:30, he/she should check out at 18:30

»  Flexible Attendance
Statistical methods: “Calculate records in pairs” or “calculate the first and last record”

Calculate records in pairs: Add up the time period between each two check records. The time interval of each two records must be more
than 1 minute.

Calculate the first and last record: Calculate the time period between the first and last check records.

Work Hours: Set it as needed.

&
For the set attendance period, put the cursor on the attendance period name and then = icon will appear. Click it to modify the
attendance period. Select the attendance period and click [Delete] to delete the attendance period.

® Add ] Delete

(9 AM & PM

[%

(9 9:00-18:00
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8.2.3 Attendance Shift Settings
Attendance Shift: The employees shall perform their duties according to the shift schedule.
Click [Add] to set the shift name and shift schedule.

Shift cycle can be set by day, week or month. The schedule will automatically repeat according to the set day(s), week(s) , month(s) or
years.

Day: You can customize the attendance period of each day. The number of days should be between 1 and 31.
Week: The schedule will repeat every 7/14/21/28/35 days based on the week.

Month: You can customize the attendance period of each month.

Year: You can customize the attendance period of each year

Working overtime on days off:

You can set overtime on weekends or holidays.

Work hours: set it as needed. For example: work time is set to 8 hours, the overtime will be calculated as 8 hours even if the actual
working time is more than 8 hours. If the actual working time is less than 8 hours, the overtime will be calculated according to the actual
working time.

8.2.4 Personnel Scheduling
You can set different schedule for different attendance groups or employees.

Select the attendance group or employee and then click [Scheduling] to select the shift and schedule start time and end time. Finally,
click [Ok] to save the settings.

I@ [=] Temporary Scheduling [ Clear Temporary Scheduling  [Z Save Form
E Defau\thk Person Scheduling X

- 04
Shift  two days off -
Start Time ~ 2023-12-23 .
End Time  2024-12-23 v 5

10 11 12

If the schedule for the attendance group or the employee needs to modify, select the group or person, click [Delete the scheduling] to
delete the current schedule.

If there is something wrong with the attendance shift, you can select the person or group on the left and click [Scheduling] to modify.

When the temporary scheduling is needed, select the person or group, click [Temporary Scheduling], select date and period. After that,
click [OK] to save the settings.
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(& Scheduling [&] Temporary Scheduling T Clear Temporary Scheduling  [5 Save Form

Modify temporary scheduling %
=] @@ Default Group
~ Sun
- 04
Rest
Scheduling
7
Rest
14
Rest

Period  Rest hd |

.

If you want to modify the temporary scheduling, you can select the person or group and click [Temporary Scheduling] to modify. Click
[Delete] to delete the temporary scheduling of the day.

Modify temporary scheduling X

Mon

q Jul 2024

ra
5
I

3 5 6
Group Temporary Sch... 7 a a 0 2 3
4 5 6 718 g 20
2 2 23 24 25 22 2
28 29 30 3
Period  Rest v

[] Covering Sub-nodes

Select the group /person and click [Clear Temporary Scheduling] to clear all temporary scheduling of this group/person.

If you want to delete the scheduling, click — at the top right corner. Select the group or person and then click [Delete the Scheduling]
to delete the scheduling.

[R] Scheduling | ] Delete the Seheduling Export Template (4] Import

N

[] Show Child Nodes [] Show Person ::El
Target Object Shift

Type Effective Date /
Default Group  two days off  Group Sche...

2024-07-01 ~ 2025-07-01

[ @ Default Group

& 04

8.2.5 Attendance Handling

If someone needs to apply for leave or correct the check-in/out record, you can enter the attendance handling interface to set up.
Leave/Business-Trip Settings:
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Select the employee who wants to apply for leave or do business trip.
Click [Leave/Business-trip].

Select the date the employee wants to apply for leave or do business trip.
Select the type, sub type, leave time and remark.

Click [OK] to save the settings.

PRCECECRNS

: click it to set the sub type of leave or business trip.

Correct Check infout (3] Leave/Business-trip
Leave Type X
[l @@ Default Group
Dec 2023
& 04 J D
sun Mon Tue Wed Thu Fri sat
1 2

3 4 5 G 7 8 9

10 1 12 13 14 15 16

17 18 19 20 21 22 23

24 25 26 27 28 29 30

3

Type Leave -
Sub Type  Sick Leave -
Leave Time 09:00 - -- 1800 =
Remark

Cancel Leave/Business-Trip:
When the leave or business-trip cancels, you can go to the attendance handling interface to cancel it.

1. Select the person you want to cancel the leave/business-trip and then a timetable will display.

2. Clicking on the Leave/business trip tag will display a Leave/business-trip detail box.

]
3.  Move the slide bar to the right as shown below. Click w to cancel this item.
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Correct Check infout Leave/Business-trip

4 2023 - 12 - »
[l @@ Default Group ) ) )
. Leave/Business-trip Detail X Thu
- 04
1
End Time Leave Type Operator Remark Edit Delete
12-07 18:00:00 Sick Leave admin Z | 1 I
7 8
S
Leave/Business-trip
14 15
21 22
[ Close
L ] 28 29

Correct Check-in/out Time:

You can correct check-in/out time for the exceptional records according to actual needs. If the employee actually starts and ends his/her
work in the normal working time but he or she forgets to check in/out, then “Correct Check in/out” function can be used.

1. Select the person you want to correct the check in/out record.
2. Find the desired date and then click [Correct Check in/out].
3. Correct the check- in/out time as needed.

4. Click “OK” to save the settings.

Correct Check infout Leave/Business-trip

Correct Check-in/out

=] @ Default Group
- 04 4 Dec 2023 »

Sun Mon Tue Wed Thu Fri sat
1 2

3 4 5 6 a 9

10 11 12 13 14 15 16

17 18 19 20 21 22 23

24 25 26 27 28 29 30

31

Correct Check infout  09:00 = @
Remark
On the day that you correct check-in/out time, an icon ( ) will appear. Click this icon to view the details.
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11 12

8.2.6 Holiday Settings

You can set a special day as a holiday. The holiday here takes priority over the attendance shift. That is to say, once a day is set as a
holiday, there is no need for you to check in even if it is scheduled in the working day.

In the holiday settings interface, click [Add] to add the holiday as needed.

T Delete

1 Name Holiday Time Holiday Days

@

Attendance Check Point Settings

Add Holiday

[Es Basic Configuration

* Holiday Name  Holiday

(@ Attendance Period
Holiday Days 1 =
E Holiday Settings
Start Date  2023-12-23 -
Attendance Shift
oK Cancel

£

Personnel Scheduling

Attendance Handling

Qi

8.2.7 Basic Configuration

In this interface, you can set the attendance accuracy.

Attendance accuracy configuration (minimum unit is 1 minute)

© Round up (if the punch-in time is 09:00:01, it will be recorded as 09:01:00)

) Round down (if the punch-in time is 09:00:01, it will be recorded as 09:00:00)

8.3 Search Attendance Record

You can search the desired attendance records to view the employee’s attendance status by filtering the conditions, such as attendance
group, name, etc.

»  Statistics by day/month

Click “Statistics by day”, select the employee, set the time and click [Search] to view the attendance status of the employee on each
day (including late, early leave, absent, overtime, etc.)
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Staff List Time 2023-12-01 ~ 2023-12-23 #  Group [ Default Group v Name 04 Calculate the attendance

% Export

(=] @ Default Group Time Group Work ID Name Attend Status Attendance Rule Time of
® 01 2023-12-22 Default Group 04 Calculating 9:00-18:00 No Check-In,
-

T Delete Employee Group

Click [export] to export an Excel of the attendance result. These exporting items can be customized as needed.

Click “Statistics by month”, select the employee, set the time and click [Search] to view the attendance status of the employee in each
month (including late, early leave, absent, overtime, etc.)

>  Attendance Record

In this interface, you can search the attendance by temperature and mask-wearing status.

»  Export Reports

In the statistical reports interface, you can generate Excel daily/monthly/abnormal attendance report and export them to the local PC.

»  Send Reports Regularly

You can regularly send the statistical report to the designated email address. The setting steps are as follows.

Click “Send reports regularly” and go to its setting interface. Click [Add] to fill out the report type, employee, delivery date, send time,
mail title, text and recipient.

Note: At the sending time point, the authentication server (management server) must be online and connected by a monitor client.
Report type: daily report, monthly report and abnormal attendance report.

Delivery Date: Daily report: next day; Monthly report/abnormal attendance report: the first day or the last day of each month
Recipient: The email address of recipient must be added in the person list (Group management—>Person List) as shown below. In
addition, the email address of the sender has been set in the email settings interface. Please see Email Settings for details.

Add [0 Delete [ Change Group [ FailureRecord () Import = [3 Export All ) Download Template 4 Custom

[® Formatting Tools

© Create Edit Target

© Basic
B Default Group

& Delete Employee Group tName 04
Gender O Male © Female

Work ID

Telephone

Image size: less than 200KB is recommended

Remark

Detail A

IDType ID Card o Birthday 2023-12-23
IDNO Country
Province city
Work Type Email Address
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>  Search

Attendance Log

Real-time Monitoring ~ Attendance Configuration ~ Attendance Record  Statistics
= Time  2023-12-01 ~ 2023-12-23 Object Type ~ Attendance Period Atten w  Operation Type  Add,Delete,Modify - Search
2
Statistics by Day &2 Export
Operator Object Type Target Object Operation Type Time

Statistics by Month . .

admin Correct Check-in/out 04 Add 2023-12-23 16:05:27
B Attendance Record admin Correct Check-in/out 04 Delete 2023-12-23 16:05:14

admin Correct Check-in/out 04 Add 2023-12-23 16:04:42
[h Statistical Report

admin Leave/Business-trip 04 Add 2023-12-23 16:02:53
O Send Attendance Report Regularly Attendance Shift two days off Add 2023-12-21 10:57:16

| B Attendance Log | Attendance Shift One day and two days of... Add 2023-12-21 10:57:16

8.4 Statistics of Attendance Data

In the statistics interface of Face Attendance, you can view the attendance data in the form of chart.
Granularity: Group or human can be selected. If Group is selected, the attendance data of each group (department) can be viewed.
If Human is selected, the attendance data of the employees in the group (department) can be viewed.

You can quickly view the attendance data by week/month/year and also can view the attendance data in a specified period.

Real-time Menitoring  Attendance Configuration  Attendance Record

[ Statistics 1 Group Al -

Q o 0

Al Departments

Statistics

Granularity Group ¥

Late Leave Early

N

S—

Week Mnnml Year |

2023-12-23 ~

Absent

0

20231223 @

— Overtime —
& o X
—

3 Export Picture

Leave

0

[ I

8.5 Real-time Monitoring

8.5.1 Real-time Monitoring

Go to Face Attendance->Real-Time Monitoring interface. Face comparison information can be viewed after the camera is dragged to the

preview window.

Note: The compared person in attendance system shall be added in the person list in advance. One person only can be added in one

group. If this person also be added in other groups (like VIP list), the comparison result will not be obtained.

Real-time Monitoring

[ Attendance Overview ]

UbName [ AN -
Q default area
Auto Refresh Interval 30 mins -
H rc
Actually/Should Arrive
0/0
The arrival status of subordinate departments

No Data

Comparison List

f’ ™ o Allow List
" 4 1PC
" ! ‘JI) ;Zé‘b‘ﬁw

e B v B s B e W 1

B Clear All
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Attendance overview: you can view the number of people who should arrive or actually arrive.

8.5.2 Data Synchronization
When the attendance device/transfer server/intelligent server is offline within a short time, there are attendance data generated during
this time. After the above-mentioned device or server is online, click at the top right corner of the camera deployment interface

and then the synchronizing task will be triggered. Up to 6-hour offline time are supported for the attendance device. So, the system will
synchronize the attendance data within 6-hour time to the platform after the device is online

Note: The attendance device must support synchronization function, or this function cannot be used.
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9 Face Access Control

Click ® at the bottom right corner to select face access control guide.

Face Access Guide X

%
Add Device Permission Management
Es
Event Linkage Atendance Guide
K Video Monitor Guide
Q B2 TV Wall Guide
Record Search \ Parking Guide
Face Access Guide

In the face access control guide interface, click the corresponding menus in sequence to quickly set the face access guide.

9.1 Add Face Recognition & Access Control Device
Go to Resource Management—>Add, Edit or Delete Device>Encoding Device interface. Then click [Add] to add the face recognition &

Access Control device.
After the face recognition & access control device is added, please enter the device setting interface to configure tamper alarm, door
contact configuration, door lock and wiegand configuration (varies by models).

Add, Edit or Delete Device  Device Setting ~ AreaSetting  Channel Group Setting  Task

OSDSetting ~ Image Setting  Stream Setting  Exception Detection  Face Detection  Thermal imaging settings ~ Wear Mask | Tamper Alarm  Door Lock Setting

ARyl el ] Monttoring Point Name ~ IPC

El [ default area

& Camerass B Show OSD Name  Horizontal Position 75 Vertical Position 100

& Ipc
IPC

B Show Timestamp Horizontal Position 6600 Vertical Position 100

9.2 Permission Settings
Go to the permission management interface. Add a new permission group or add the face recognition& access control device to the

added permission group.
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Permission Management

@ add
O
(m]

[ Delete

Name

Schedule Tem... Operation

Default full ti... & o

“

*Name 1
* Schedule Template  Default full time schedule w % Schedule Setting
Selectable Device il Selected Device o/1
= default area [ [ default area
[ Camera33

~—p

«
»

9.3 Event Linkage

In the event linkage interface, you can set alarm linkage items for anti-tampering alarm or door contact alarm

Real-time Monitoring Event Linkage E-Map Access Contro Record Search
QatoN  ©AIOFF O Restore default  Area - £ Schedule Setting
Name Audio h Preset hd Record hd Alarm Preview | Snapshot Alarm Output | Voice Broadcast Vv ™V Wall | Trigger Em... v SOP W Schedule v
Monitaring Point *PC W ON Null Null Null Null Null Null Null Null Null 7i24
i i i i i 4 i i 4
Monitoring Point- Anti-tampering Alarm
Monitoring Point-Door Contact Alarm
9.4 Record Search
1.  PassRecord
In the record search interface, you can search the pass records by time, type and device.
Real-time Monitoring ~ Eventlinkage  E-Map Access Control  Record Search
= Time  2023-12-23 00:00:00 ~ 2023-12-23 23:59:59 Type Al - Device  IPC -
Pass Record CZexport [ Export All
! [m] Passing Time Name Type IDNO Mask Status | Temperature Device Name.
@ Incoming Call Record Target Picture
m] 2023-12-23 1... 04 Allow List Mask OFf 1PC
[m] 2023-12-23 1. 04 Allow List Mask Off 365°C 1PC
[m] 2023-12-23 1.. 04 Allow List Mask Off 1PC
[} 2023-12-23 1. Stranger Mask Off IPC
.
Name: 04

Select the “Stranger” type. Click [Add to library] to add the stranger to the face database.

Click [Export] or [Export All] to export the Excel pass records.

(2) Incoming Call record

In the incoming call record interface, you can search the call record between the monitor client and the device.
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9.5 Two-Way Talk

Before using this function, please make sure that the face recognition and access control device is added successfully.

- ®
When someone presses the call button in the device, the client will receive the two-way talk request. Click . to answer; click
to hang up. During the two-way talk period, you can control the door contact through the buttons at the bottom of the two-way talk

window. These buttons includes “Open door”, “NO”, “NC” and “Recovery to Normal”.

Note: Only one client can answer the call at a time. When another client answer the call, the two-way talk of this client will be hung up.

9.6 Real-Time Monitoring

Go to the real-time monitoring interface and then click “View”. Choose the face recognition &access control panel as shown below.

Real-time Monitoring £ K E-Ma b a
2023/12/23 08:34:39 [ Pass Record 1

I

Verified Target Info(details)

Comparison Results Details

Name 04

Gender Female

Birthday 2023-12-23

Lib Name Default Group

D Card

1D Type

D No.

Work 1D

Remark

Alarm Source IPC

Alarm Time  2023-12-23 16:34:13

.

Click “List” to display the linked access control equipment. Double click the door icon to show the live video. You can do the following
operations, including “Open Door”, “NO”, “NC”, “Recovery to Normal”, “All Normally Open”, “All Normally Closed”, “All Recovery to

Normal” as shown below.

9.7 E-Map Access Control

Go to the E-Map Access Control interface. You can filter the access control alarm type as needed, including “Monitoring point-tamper

alarm” and “Monitoring point-door contact alarm”.

eal-time Monltoring ~ Event Linkage  E-Map Access Control

Map Management Pending Alarm: 0 Switch to Alarm E-Map @D

—]
T Filter Alarm Type = | €2 Clear Al T
& office - @ Cancel @ 0K
Office
We we Select Al
Engineerin clect Al
9! 9 - Mal Elevator
Department * Exit Female ale Monitoring Point-Abnormal Temperature Rise
Corridor Monitaring Point-Temperature alarm
|
— r Moritoring Point-fire detection alarm
|
Cormid Conference | Conference | | m Monitoring Point- Anti-tampering Alarm
orridor Room Room d
onitoring Point-Door Contact Alarm
o | ™ ing Point-Daor C Al
«
\ Monitoring Point-Region Entrance Detectior
Test |
Department | Monitoring Point-Region Exiting Detection
| Menitoring Point-visitor alarm
| 1 T
—————————— — — — — Comidor — — — — —
Corridor |
Test Room
Internetional General
Financial Marketi R
R&D Department D arketing Manager
v Dep Room
Warehouse
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10 Video Preview

10.1 Video Preview

Go to Home—>Video Preview interface as shown below.

Monitoring Point

El @ defaultarea(Online/All: 3/3)
B Camera33
» ipc

» ipc

Channel Group

View

¥ start Record
Instant Playback >
) Snapshot

Jx Audio On

Start Talkback
PTZ Control
Manual Alarm Out
Stream
Channel Info
Image Adjustment

W Full Screen

MEEEELDOEDLREBE EE

FullWin ¥

The descriptions of the video preview buttons are as follows.

L4719 ]116]25](36] A

[

=
[ R T U I B
2 3 4 5 67 8 9

N
i
I3

5D 7)) 1))

Screen display mode; click fa] to view more

1 screen display modes. Please select as 6 Show/hide target tracking box
needed.

2 Full screen 7 Close all previews

3 Enable/disable OSD 8 Save the current view mode

4 Enable/disable broadcast 9 Export snapshots

5 Manual alarm output

4:3/16:9/0riginal Aspect Ratio/Full-Win: window display ratio, please select it as needed.

Toolbar on the display window:
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Close image G5 3D zoom in
Start/stop recording [:ﬂ_. Zoom in
Snapshot = Zoom out

Enable/disable audio

Fit to window

Enable/disable talkback

Manual alarm output

Enable/disable channel talkback

[E = N e

Monitoring point setting (camera setting)

PTZ control

O,
If the DVR/NVR device is set up for two-way audio, click to enable two-way audio between the DVR/NVR and the monitor client;

OF
click to enable two-way audio between the NVR/DVR IP Camera channel and the monitor client.

Right-click button function:

Start
Close . Enable/disable two-way audio between the
Close image Channel ) )
Channel channel and the monitor client
Talkback
Channel Display channel name, IP address and the
Start Record | Start/stop recording e
Info. current stream
Instant
Click it to play back immediatel Stream Choose video stream
Playback e i
Audio ON Enable/disable audio Full Screen | Display image in full screen
Image Set the image’s brightness, saturation,
PTZ Control | Click it to show PTZ control panel ) 8 g '8
Adjustment | contrast and so on
) Manual Click it to select alarm output device and
Snapshot Capture images i
Alarm Out | then trigger alarm out manually
Start Enable/disable two-way audio between the
Talkback device (eg. NVR) and the monitor client

4:3/16:9/0riginal Size/Full Screen: screen display proportion; please select it as needed.

Note: the platform only can enable audio of one window. If the audio is enabled in one window, the audio in previous window will be

disabled.

10.1.1 Monitoring Point View

® Start View

To start video preview, please drag cameras from the list to the right display window or select a window and then double click the

camera.

The image can be dragged to any window at random.
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¥ Device Name_IPC

B Device Name_IPC

@ Device Name_IP Cameral1

B Device Name_IP Camé730

=] @ defauit area(Online/All: 3/4)

Devi

® Stop View

Tor1872023 110080

TR

1 3
|

~

@  Place the cursor on the video preview window to display the menu toolbar and then cIicko stop viewing.

@ Right click on the video preview window and then select “Close Channel” to stop viewing.

® Click on the toolbar of the video preview interface to stop all videos.

10.1.2 Channel Group View

» Channel Group Setting

(@ Go to Home=> Channel Group Setting interface as shown below.

[ Add) T Delete

Channel

Add, Edit or Delete Device

Name

Device Setting ~ Area Setting  Channel Group Setting

Add Channel Group X

Keyboard Number 1

Dwell Time 55

Parent Channel Group.

Task

Selectable Device 1/3

Q Search
Bl [ default area
B Device Name IP Camera03
(] Device Name_IPC

[J Device Name_IPC

>

«
»

Selected Device 071

Q Search

=]

[] default area

[] Device Name IP Camera01

Click [Add].

Select the parent channel group.

@ ® e

Enter channel group name, channel group and dwell time.

Add channels to the channel group. Check the desired channels and click

>

to add channels; choose the selected channel and

click < to remove those channels; Click bog to add all channels; click « to remove all selected channels. You can also enter the

key words to search the channels and then select them.

®  Click [Ok] to save the settings.

> Start Channel Group View
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After the channel group is set successfully (See Channel Group Setting), go to video preview interface as shown below.

Monitoring Point

2023-10~

% Device Name_IP Camera01
@ Device Name_IP Camera03

ShN - BB

W Device Name_IPC

5 -2

You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name to play all channels in the group.

2. In the current screen display mode, select a window and then click © beside the channel group name to play all channels of the
channel group in this window in sequence. (Put the cursor on the channel group name to display © )

If there is only one sub channel group under the parent group, select a window and then click © next to the parent group name to play

all channels in the parent group and the sub channel group in the window in sequence.
Select a window and click @ next to the sub channel group to play all channels of the sub channel group in this window in sequence.

3. If there are several sub channel groups under the parent channel group, click O next to the parent group name and then all sub

channel groups will play in sequence. The screen display mode will automatically adapt to the channels of the sub group.

[l

' Device Name_IP Camera01

© Device Name_IP Camera03

L RRY
¥ Device Name_IPC

W2
W' Device Name_Cameral2
' Device Name_Camera8
' Device Name_IP Cameca01
' Device Name_IP Camera0t
© Device Name_IP Camera03
' Device Name_IP Camera03
' Device Name_IPC
> Device Name IPC
B Device Name_IPC
B Device Name_IPC

D Device Name_IPCamers

EEG

Click ‘E’ to play the previous sub channel group; click EI to play next sub channel group; click E’ to stop auto switch

among the sub channel groups.

» Stop Channel Group View
(M Place the cursor on the auto-switch window and then click to stop viewing.
(@  Right click the auto-switch window and then click “Close Channel” to stop viewing.

3 Click EI on the toolbar of the live view interface to stop all live view.
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¥

I
[ B
iy

| Close Channel Py
J Full Screen
AT

. -.N/ 06/ 1515
I
mcy VA 8N

N —

a
vl

+

15:29:50

10.2 Smart View

In the live view interface, click

~ on the right of the interface. A menu bar will be shown on the interface as shown below. Then you can

switch the preview mode between video preview and smart viewing mode.

Note: c : it is @ smart mode icon but not a functional button. You must click the smart display button under it to show the

corresponding results.

[

W Device Name_IP Camerad1

@ Device Name_IP Camera03

- RBI
W Device Name_IPC

| BB
T Device Name_Camera12
T Device Name_Camerad
U Device Name_IP Camera01
T Device Name_IP Camera01
© Device Name_IP Camera03
T Device Name,_IP Camera03
T Device Name_IPC
W Device Name_IPC
¥ Device Name_IPC
B Device Name_IPC

I Device Name_IPCamera

lﬂf18/2023 lq.éfi\]“ [ Smart Snapshot J @u@@@ @>
| bt 3% ; 3

( = () o (V)
Age Gender Glasses
[©) (o)
Mask Headgear Hair
Device Name_IP Camera01 1018 14:11:59
o«
&
e
@
0
—
K ’o

[
o

The descriptions of the button on the right:

T =
O

Preview only mode

Smart mode icon

e |
(o)
0

Smart Snapshot: real-time display of

snapshots, including face, human body,
motor vehicle, non-motor vehicle and vehicle

plate.

&

b ]

Q

Face Comparison: Real-time display of face

comparison results
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'H Plate Comparison: Real-time display of i

L . . . Full Screen under smart mode
L O license plate comparison results L

10.2.1 Face Comparison
If it is the first use of face comparison function, please configure it in the following order.
Add face comparison device=>Create a group = Add targets to the group > Set task = Real-time View = Search faces

Go to Home—>Resource Management—> Add, Edit or Delete Device interface to add face recognition devices.

Create a group, add targets to the group and bind permission for them. Please refer to Group Management for details.

Set the task for these added face comparison device. Refer to Task Management for details.

P w PR

For the added NVR with face recognition function please set the face comparison parameters by entering Resource

Management-> Device Setting interface. Refer to the following interface.

M OSD Setting Image Setting Stream Setting Motion Detection Motion Alarm Linkage Exception Detection

Face Comparison Face Detection
) M Successful Recognition  Schedule  24x7 -
E @ default area
% 10.15.1.17_9008 Stranger  Schedule  24x7 o
[El (4 Device Name

& Do
% Device Name_IP Camera01 Group Name Similarity%
@® Device Name_IP Camera03
= 1 10
% Device Name_IPC
K Device Name_IPC 2023_7_19_10.15.1... 10

[#] ( Device Name

<]

2023.10_17_10.15.1... 75

Please select “Successful Recognition” or “Stranger” as needed and then set the schedule separately. After that, check the group and set

the similarity. Finally, save the settings by clicking [Apply].

If the face comparison settings cannot be set according to the above-mentioned way, you can log in the web client of the NVR and then

configure face recognition to realize the auto report of the face match result as shown below.

Camera Name Camera01

People/Vehicle Det... Face Recogpnition LPR

Face Database Plate Database |

Enable ¥ Successful Recognition ® Stranger

Parameter Settings Stranger

Face Group More ¥ All(default) 2022 9 27 10.15. 34 White_Default Gro
Schedule Manage
Text Prompt L Voice Prompt

B Enable alarm output pulse(Access Control)

B Trigger General Record | Configure Alarm-out | Configure

¥ Push Camera01

Additionally, please make sure the face detection function is enabled for the Al IP Camera (click Device Setting—> Face Detection).
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E @ default area

[ @ Device Name
E @ 1P Camera01

K IP Camera01

OSD Setting

Image Setting

‘ & start Draw ‘ chear‘

Detection Area

Stream Setting  Privacy Mask Setting ROl Setting  Focusing Setting

B e e 3
TS 1/ 1842023 15:08 'EJ

Face Detection (IPC) @D
Hold Time (s) 20
Save Source Information (@D
Save Face Information (@D

Application scenarios  Custom
Snapshot Interval  30's
Snapshot Number 3
Near priority comparison
Free time comparison (@D

Face ExposUre  smmmm——0)

[ Display Max May ) 50

[J Display Min Min O

3

Motion Detection

Motion Alarm Linkage ~ Exception Detection

50 O

Face Detection

® View the real-time snapshot and comparison result

Face capture results can be pushed by the cameras with face detection function. Human body/motor vehicle/non-motor vehicle capture

results can be pushed by the cameras with human/vehicle classification function. Face Comparison and license plate comparison result

can be pushed after the face/license plate comparison is configured, even if the corresponding cameras are not playing in the live view

interface.

Monitoring Point

£l @ default area(Online/All: 3/3)
D Cameradd

» iPC

= iPC

HEEEE G = )
[ Smart Snapshot 1 @E@@E

N

Age

Mask

Camera33

Headgear Hair

FullWin ¥

o o )y © 2o
Gender  Glasses o N Age Gender  Glasses
== : i
" i 5 e o
= Mask  Headgear  Hair

&)

12-2303:08:44 Camera33 12-2303:08:39

Camerad3

[ Face Comparison 1

Y me

® Allow List

IPC
12-2316:34:13

Camera33
12-2303:08:39

[|E

Camera33
122303:06:15
[c8=)

In the smart snapshot area, click the corresponding icon (face/human body/motor vehicle/non-motor vehicle/plate) to filter the display

of smart snapshots. Disable the selection and then the corresponding smart snapshots will not be displayed. Click

quickly go to the smart snapshot retrieval interface.

[ Smart Snapshot 1

Camera33

EREC

Age

Mask

@ { ‘»*—i \ @, @
Gender Glasses 7 ¥, N Age Gender Glasses
o o ([ = e\ > ‘o o

b 1 e
Headgear  Hair = Mask  Headgear Hair
Sy
12-2303:08:44 12-2303:08:39

Camera33

Camera33

>

button to
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For attribute display settings, please refer to snapshot attribute settings for details.

Note: If you want to view the detailed attribute/feature information of the snapshot images, you should add the Al IP Camera with video

metadata function and this function must be enabled first.

Quickly adding the detected target to the face database:

Put the cursor on the face snapshot and then click +. The following window will pop up. Select the group and then fill out the relevant

information to add.

Click =@ to quickly skip to the image search by image interface.

The captured picture can be exported. Click E and then select the export path and then click [OK] to export

L] Face Comparison Display Settings

Click @ on the right corner of the live interface to display the configuration window as shown below. One or more items can be
selected.

Pop-up prompt: if enabled, the alarm box of the corresponding face comparison result will pop up. If disabled, the alarm box will not pop
up.

Configuration

Face Matching Settings

Pop-up Prompt @ Block List E@ Allow List B Stranger
Frame Holding Time(s) @ Always Show O Automatically Hide(3s) © Automatically Hide(5s) O Automatically Hide(10s)

Statistics Display

[] Pass-by(Today) [J Abnormal Temp  [] Mask Off
[] Face Comparison(Today) [] Block List (People) [] Stranger
(> 1]
Vehicle Matching Settings —
Pop-up Prompt B Block List B Allow List O
[
Frame Holding Time(s) ~ © Always Show O Automatically Hide(3s) O Automatically Hide(5s) © Automatically Hide(105) =)
L
Statistics Display .
(¢
[] Vehicles Passing(Today) [) Plate Comparison(Today) [ Block List (Vehicle) 2o

o=

Frame Holding Time: select the alarm pop-up window holding time as needed.

Statistics display: If selected, the corresponding statistical information will displayed on the top of the preview window.

" Pass-by(Today): 13 Abnormal Temp: 0 Mask Off: 0 I X .
Configuration

Face Matching Settings

Pop-up Prompt B Block List ® Allow List ® Stranger
Frame Holding Time(s) ~ © Always Show O Automatically Hide(3s) O Automatically Hide(5s) O Automatically Hide(10s)

Statistics Display

B Pass-by(Today) ® Abnormal Temp B Mask Off I

[J Face Comparison(Today) [ Block List (People) L Stranger
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L] Face Comparison Records

Click E to view the face comparison details. Click to quickly add the captured face picture to the face database.

Verified Target Info(details)

Device Name_Camera01
10-18 16:06:04

Comparison Results Details

Name

Gender Unknown

Add to Group

© Basic

*Name

@ Default Group

Gender © Male O Female

Work ID

Telephone
Image size: less than 200KB is recommended

Remark

[+
Click to quickly enter the face comparison retrieval interface. Select the camera and click [Search] to search the face comparison

results.

Face Comparison Retrieval License Plate Comparison Retrieval  Smart Snapshot Retrieva

2 Export (2 Export All

—~
\" 1
= 8 Q) default area
? \ : ? ?
| = -
Unmatched Unmatched Unmatched Unmatched Unmatched

2023-10-18 16:06:04 2023-10-18 16:06:03 20231018 16:05:44 2023-10-18 160445 2023-10-18 16:02:28
Device Name_Camera01 Device Name_Camera01 Device Name_Camera01 Device Name_Camera01 Device Name_Camera01

-~
-~
~
~

? ? ? ? ?
<« I Unmatched r Unmatched Unmatched Unmatched
2023-10-18 16:02:22 2023-10-18 16:01:30 2023-10-18 16:01:09 1 2023-10-18 16:00:40
Device Name_Camera0?1 Device Name_Camera01 Device Name_Camera0! Device Name_Camera01
.
H :
! 8
Unmatched Unmatched
Query Method
2023-10-18 16:00:34 2023-10-18 16:00:26
AllTypes hd Device Name_Camera0?1 Device Name_Camera01
Time

2023-10-18 00:00:00 ~ 2023-10-18 23:59:5¢

10.2.2 License Plate Comparison
If this is the first time for you to set the license plate recognition function, please follow the procedures.

Enter Group Management—> People & Vehicle Management—> Vehicle Registration>Add Vehicles >Task Settings>View Real-time

License Plate Comparison Results—>Search License Plate Comparison Result

1. Go to People & Vehicle Management - Vehicle Registration interface. Click [Add] to add the vehicle information to Allow List or
Block List.
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[ Delete [ Impori -~ [ Exporl ~ [ Export Al ~
: - } Phol
_J AT (ED Add New Vehicle X

@ Block List

# Number Plate

Owmer Input Method © Input Manually © Select from person list

Name

Phone
Vehicle Type  Small Car -
Vehicle Color  Black hd
Description

Add and Continue OK Cancel

2. Click the “Task” tab to setting license plate recognition task. Select the license plate recognition camera and then click applicable
scenario. Select “Vehicle deployment control” and click “OK”.

a Setting Channel Group Setting Task

< Schedule Template

onitoring Point Menitoring Point Applicable Scenario ~ | Face Capture Source Schedule
Camera33 Face Surveillance Face Greeting,Face Attendance,Vehicle deployment (Ona(e Match by IPC 7¥4
E () default area Applicable Scenario X
WM Camera33
I 1PC = Al

IPC
L = 4 Vehicle deployment control

B Face Greeting M Face Attendance

oK Cancel

3. Ensure that the license plate recognition IP Camera has already enabled the license plate detection function.

[ ] License Plate Capture and Comparison Settings

Pop-up prompt: if enabled, the alarm box of the corresponding license plate comparison result will pop up. If disabled, the alarm box will
not pop up.

Vehicle Matching Settings

Pop-up Prompt B Block List B Allow List
Frame Holding Time(s) © Always Show O Automatically Hide(3s) O Automatically Hide(5s) O Automatically Hide(10s)
Statistics Display

[[] Vehicles Passing(Today) [ Plate Comparison(Today) [] Block List (Vehicle)

Frame Holding Time: select the alarm pop-up window holding time as needed.

Statistics display: If selected, the corresponding statistical information will displayed on the top of the preview window.
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Pass-by(Today): 13 Abnormal Temp: 0 Mask Off: 0 [ Vehicles Passing(Today): 0 Plate Comparison(Today): 0 Block List (Vehicle): 0 l

Configuration X

Face Matching Settings

Pop-up Prompt B Block List ® Allow List ® Stranger

Frame Holding Time(s) ~ © Always Show O Automatically Hide(3s) O Automatically Hide(Ss) O Automatically Hide(10s)
Statistics Display

® Pass-by(Today) ® Abnormal Temp @ Mask Off

[] Face Comparison(Today) [] Block List (People) [ Stranger
Vehicle Matching Settings

Pop-up Prompt M Block List 4 Allow List

Frame Holding Time(s) ~ © Always Show O Automatically Hide(3s) O A ically Hide(5s) O ically Hide(10s)

Statistics Displa
B Vehicles Passing(Today) ® Plate Comparison(Today) ® Block List (Vehicle)

[} License Plate Capture Records

Click . to view the license plate capture details.

Channel Name :  Device Name_IPC
Target Type: Motor Vehicle
Capture Time :  2023-10-18 17:20:32

License Plate : ..48819S

Playback: (B)

Property: Vehicle Color: Black

License Plate: ~ 788195

Vehicle Type: Unknown

N
Device Name_IPC 10-18 17:09:43 -
~ e

Click @ to quickly go to the record playback interface.

Note: if you don’t set the record schedule or record linkage is not configured for the corresponding events, no record will be searched

after you enter the record playback interface.

° License Plate Comparison Records

Click . to view the license plate comparison details.
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Verified Target Info(details) b3l [ Plate Comparison ] @>

Target Picture

== . — &.c) 8D12345
.% 2.~ Device Name_IPC
= s | 10-1817:4505

4@@

License Plate 1BD12345

Name
Phone
Vehicle Type
Licence Plate Color Blue
Alarm Source 1PC

Alarm Time 2023-10-18 17:45:05

Click E to quickly enter the vehicle plate comparison interface. You can search the captured vehicle plate as needed.

10.3 Plan View

In the video preview interface, select “View” on the left menu bar.

Monitoring Point

Channel Group

View

[] #52 video Previg—*
Create View
Save View
Modify View
Delete View

® Add View Plan:

@ Right click “Video Preview 1” and then select “Create View” or click . to add a new view plan. Clicking “Create View” to prompt
an adding view window. Enter the view name and click [OK] to set view plan.

@ Select screen display mode and then drag monitoring points or channel group to each window.

@ Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan
Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the

view plan.

@ Start/stop auto-switch

If multiple view plans saved, you can play these views in sequence.
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Zﬂ’!lln/lﬂ 73 ﬂi §|
/ &

B 8 Video Preview1*

3 View 2+

Full-Win v

T (5 ) A (©) = @R =

Enter the dwell time (5~3600s) and then click [Start auto-switch] to play these views in sequence. Click E to view the previous view;

click |E| to view next view; click m to pause.

10.4 PTZ Control

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset, trace and

cruise can be controlled through PTZ control panel.

023/10/18 lﬁi‘i

PTZ Control X

'W l_—h Qx ‘G \

o & n
¥  :Preset; ™ :Cruise; : Trace
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10.5 Instant Playback

In the video preview interface, right clik on a playing channel to select “Instant Playback” and then set the playback time to play the

record instantly (the record of the channel in the past five minutes will be searched and played from that time when the record exists).

(® Close Channel
Window Scale
Start Record
Instant Playback 30 s ago
%, Snapshot 1 min ago
Audio On 3 mins ago

Start Talkback 5 mins ago

Start Channel Talkback| ./ Storage Server

PTZ Control Network Device

Manual Alarm Out
Stream

Channel Info
Image Adjustment

W Full Screen
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11 Record & Playback

11.1 Record Configuration
This device supports many recording types, such as manual recording, schedule recording, motion alarm recording, smart alarm

recording, etc.

11.1.1 Schedule Recording

Go to Home—>“Record Setting”.

ByTime  ByEvent  ByTagManagement  Record Backup  Search Picture  Record Setting

% Schedule Setting

Channel Name Stream Type | Record Schedule | Audio | Recording Before Alarm(s) | After Alarm Time(s) | Expire Time(day) | Offline Record
*Device Name_IPC Main Stream 7524 Open 1] 60 Never Expire Open
@ default area *Device Name_IPC Main Stream 7%24 Open 0 60 Never Expire Open
*Device Name_IP Camera01 Main Stream 7524 Open ] 60 Never Expire Open
*Device Name_IP Camera03 Main Stream 7424 Open 0 60 Never Expire Open
*Device Name_Camera01 Main Stream 7524 Open 0 60 Never Expire Open
*Device Name_IPC Main Stream 7424 Open 0 60 Never Expire Open

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] tosave the settings.

Recording Before Alarm: set the time to record before the actual recording begins.
After Alarm Time: set the time to record after the actual recording is finished.
Expire Time: set the expiration time for recorded video. If the set date is overdue, the recorded data will be deleted automatically.

Offline Record: When the IP Camera/NVR is disconnected with the storage server, the IP Camera/NVR starts offline record. After the
network is connected again, the offline record of IP Camera/NVR stored on the SD card or HDDs will automatically transfer to the storage

server.
Note:

1. The time of the IP Camera/NVR must be the same as the storage server.

2. A maximum of 8 channels can simultaneously transfer the offline records to the storage server.

3. Due to the limit of the storage capacity, the previous recordings of the IP Camera may be overwritten if the disconnection time is too

long so that only a part of records can be replenished.

4. Only support the most recent 12-hour record replenishment.

® To set schedule:
@  Click the “Schedule Setting” tab to go to the following interface.
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Schedule Setting

ched Schedule Name

7424

® Add &

Q Search &

S 724

- 2
<

B 524

@ Click [Add].

Schedule Setting

Record Schedule Schedule Name  New Schedule 1

® add FPcopy o 2 4 6 8 10 12 14 16 18 20 22 24
Q Search & Sun.
8= 724 £
on.
82 5024

B2 New Schedule 1 # Tue

& Wed.
& Thu

& i

il

& sat.

(3@ Enter the schedule name.

@  set the schedule. Drag the mouse on the timeline to add or erase the time period. Click to manually set the time period.
Put the cursor on the set schedule name and then a deletion icon will appear. Click it to delete the schedule.

11.1.2 Alarm Linkage Recording

(D Go to Home->Device Setting interface. Select the desired device to enable the alarm event and set schedule.
@ Go to Home—>Alarm Center>Alarm Linkage as shown below. Select alarm type, enable record, set linakage channel and set the

schedule.

(®  Click [Apply]to save the settings.
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Alarm Log Search  Alarm Setting

QaioN O anoFF Area

E2 Alarm Linkage Settings Audio  ~|  Preset ™| Record

El Server OFF Null ull
£ Manual Alarm Out

' Monitoring Point

[E) SOP Setting

3= Alarm Task Settings enabled @D ot
ul

) Email Settings Null

1f SIRA Alarm Setting Selectable Device 176 Selected Device 0/0 Null

B O default area
evice Name_Camerad
[ Device Name_IP Camera0
[ Device Name_IPC
O Device Name_IPC

Device Name_IPC

@ Cancel

11.2 Playback

In the main menu interface, click “Record Playback” to go to record playback interface. Recordings saved on the HDD/ SD card of the
devices and storage server can be played.

There are three types of playback: normal playback, smart playback by face, smart playback by license plate.

11.2.1 Normal Playback

Window Scale
B () default area Close.
Audio On
Snapshot
Zoom In
Zoom Out

Full Sereen

Main Stream

Calendar By Event
Sub Stream
Playback Source 4 )
Network Device -
Calendar S

Sun  Mon Tue Wed Thu Fi  Sat

m@ @ Self-adaptive Stream ¥ Full-Win

Area Description

1 Playback area 3 Record timetable area

2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window
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Button Descriptions of Area 2:

EE IR

Clip and backup:
Click to enter the edition status. On the recorded timescale, select the start and the end time or right click on the timescale and

4+
then select [Change backup time] to set the backup start time and end time. After that, click to enter the record backup

interface to view the backup file list.
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Record Backup Search Picture Record Setting
Backup ~

oo00:00) 10-19

4 0000 02:00 04:00 06:00 08:00 10:00 12:00 14:00 1600 18:00 20:00 22:00 00:00
' [ ' ' [ i v ' i ' i ' ' '

& Record Backup {8 Backup on Dev

[Estartan  [EPause Al [# Stop AN H Clear All Finished Tasks
No. Channel Start Time End Time Duration Progress Operation Backup Path
1 Device Name_Cameral1 2023-10-18 16:33:43 2023-10-18 17:02:29 00:28:46 3% = W CAbackup\Device_Name_Ca...

Right-click button menu

Close Close viewing Zoom out Zoom out the current image
Audio . .
Audio on/off Full Screen | Click to enter full screen mode
On/Off
Snapshot Snapshot Sub stream | Switch to sub stream playing
Zoom In Zoom in the current image

Other buttons

' 1|
Add tag (Y | Event list

L 7 |
E Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search]to search the record files and then click [Play] to play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, target counting
recording and behavior analysis and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar

stands for schedule recording data; red bar stands for sensor record data, etc.

Q

The time scale can be zoomed in by clicking @ and the time scale can be zoomed out by clicking The time scale can be restored

to 24 hours by clicking @ . When the time scale is zoomed in, drag the timeline to see the time spots.

Synchronous Playback: in a certain time, all channels playback its record at the same time together; if one channel has no record data at

this time, this channel will wait.

_.j
Click on the toolbar in the playback interface to go to the synchronous playback interface.

In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback
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windows are closed.
Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each

channel’s playback time is different.

|
Click to go to the asynchronous playback interface. Please play the record according to the ways introduced as the above. The record
bar in asynchronous mode is as below.

11.2.2 Smart Playback by Face

For the added face recognition NVR, you can play back by searching face.

& Normal & Vehicle
B ) defavit area
Select Image a
.m ‘
Time
: BEEEDEEE] s+ mwn -
2023-10-18 000000 ~ 2023-10-18 23:59:5¢ @
10-18 1019
Max, Number 4 B 02:00 0400 06:00 08:00 10:00 1200 1400 1600 18:00 20:00 2200 ne
1 . 1 f i ' ! . 1 . 1 . i ' 1 B 1 [ 1 1
500 Window3
Similarity(%) Windowd
—) 0 Windews
Windows
TN o Fp— . -

Clicking on enters the above interface. Select the face recognition NVR and then click [Upload] to add a face picture. You can

add the face picture form local PC, target picture or group. After that set the start and end time, max. number and similarity, and then
click [Face Search] to search the records.

Add a face picture from the local PC: Click [Upload] to select the desired face picture in the local PC and then click [OK] to save the
settings.

Add a face picture from the target picture: Select cameras, search resource, query method and time to search targets. Then select the
target and click [OK].

Add a face from the face database:

1.  Click the “Group” tab.

2. Select the face picture from the person list.
3. Click [OK] to save the settings.

The picture must be added to the corresponding list in advance, or no picture can be searched. Refer to Chapter 6 Group Management
for details.
Note: The record source is from the HDD of the face recognition NVR. The comparison record of this person must exist in the HDD, or no

record can be played.
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> T -

< B Q) default area

Select Image. A

Time A
| X 3
(@[] ) FEE
2023-10-18 00:00:00 ~ 2023-10-18 23:59:5¢ W
10-18 1019
Max. Number < 00:00 0200 0400 06:00 08:00 10:00 1200 1400 1600 1800 2000 2200 00:00 4
OO sy e W T 3 P e e B
= Viosen |—
Window2
Similarity(%)
Window3
E——— Lo g
Windowd ]
T e 8 . = PS— . .

11.2.3 Smart Playback by License Plate

The vehicle records can be searched from the NVR. The setting steps are as follows:
1.  Select the NVR.

2. Enter the license plate number to select the plate from vehicle database of NVR.

B Q) defauit area
B A Device Name
B @ Device Name

License Plate

s DEEEEE)E s v - AEEm ) EEEE:
q 102 1021 )

Playback Source 0000 0200 0400 0600 0800 1000 1200 1400 1600 1800 2000 2200 $

i ' i ' ] ' ] ' ) ' i . 1 ‘ ] ' i ' ] ) i ' ) i
- Window1
Time Wedci
2231020000000 ~ 2023-10.20 235955 @ "
Windows

T 8 Vs @scoe @ B [ . -

Network device: select the record source from the NVR.

11.2.4 Playback by Time

@ Go to Home=>By Time interface.

®

Select channel (or monitoring point), set the start time and the end time, select the playback source and then click [Search].
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_ Sty DATTUST LSRN

5] @ @ default area

2023-10-18 15:51:36 a

Playback Source
Network Device -
Time

2023-10-18 00:00:00 ~ 2023-10-18 23:59:5¢ 1

]
3  Click to play the record.

Playback o x
‘! . ‘7"!‘\‘7 2023/10/18 15:3I808

L

00:00:01/00:05:00 E @ m @

Click E button on the top right corner to play in full screen mode.

Double click the image to switch to slice search mode by hour.

Double click an image to switch to slice search mode by 5 minutes. Click “Slice Per Day”or search it again to return to slice search mode
by day.

Record Backup: The selected time slice will be quickly backed up by clicking the “Record backup” tab next to “Slice Per Day”.

To Storage Playback: The selected time slice will be quickly played back in the storage playback interface by clicking this button.

11.2.5 Playback by Event

(@  Go to Home—>By Event interface.

@  Select the desired monitoring point, set the record source, the start time and the end time and then check events.
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ByTime  ByEvent  ByTag Management  Record Backup  Search Picture  Record Setting
Before the event 0 s @ ToStorage Playback
No. Name Start Time End Time Duration Type Playback Record Back... | Backup Stre... | Backup on Dev
E B Q) defauk area o 1 Device Name_Camera01 2023-10-18 19:33:38 2023-10-18 19:34:06 00:00:28 Face Event o] o] B Maln Str. @
o 2 Device Name_Camera01 2023-10-18 19:33:38 2023-10-18 19:34:16 00:00:38 Face Event o] o] B Maln Str.
o 3 Device Name_Camera01 2023-10-18 19:33:30 2023-10-18 19:35:07 00:01:37 =1 o] B Main Str. @
o a Device Name_Camera01 2023-10-18 19:32118 2023.10-18 19:32:37 00:00:19 ace Event =1 el B Main Str...
o S Device Name_Camera01 2023-10-18 19:32:18 2023-10-18 19:32:54 00:00:36 Face Event ® el B Main Str...
o 6 Device Name _Camera01 2023-10-18 19:31:45 2023-10-18 19:32:42 00:00:57 ®= @ B Main Str..
o 7 Device Name_Camera01 2023-10-18 193125 2023-10-18 19:31:43 00:00:18 o] B Main Str..
Playback Source
Network Device =1 0O 8 Device Name_Camera01 2023-10-18 19:30:56 2023-10-18 19:31:14 00:00:18 ®= ] B Main Str...
Time a o Device Name_Camera01 2023-10-18 19:30:31 2023-10-18 19:30:50 00:00:19 Face Event o) @ B Main Str... @
-10-1 00 ~ 2023-10-18 23:59:56 B
202310.18 00:00:00 1018 225955 8. o 10 Device Name_Camera01 2023-10-18 19:30:04 2023-10-18 19:30:23 00:00:19 Face Event o] o] B Maln Str. @
Event Type
o Device Name_Camera01 2023-10-18 19:30:03 2023-10-18 19:31:10 00:01:07 ace Event o] o] B Maln Str.
Reverse A
0 12 Device Name_Camera01 2023-10-18 19:28:37 2023-10-18 19:30:50 00:02:13 o] @ B Main Str. @
© Manual @ Schedule
9 Video Detection Motion Detection o 13 Device Name_Camera01 2023-10-18 19:27:59 2023-10-18 19:28:42 00:00:43 ace Event = el & Main Str...
Sensor Face Event
o 14 Device Name_Camera01 2023-10-18 19:27:59 2023-10-18 19:28:24 00:00:25 Face Event ® el B Main Str...
Target Counting Behavior Analysis
o 15 Device Name _Camera01 2023-10-18 19:27:17 2023-10-18 19:27:53 00:00:36 ®= @ B Main Str..
mn LIS Niaviea Mama Camarsn1 222 1N 1R 1QITAT 222 1N 1R 1QITEE nnnN-2R Faca Funnt m m M Afain Cre m
T o o - R e

®

Click [Search]. The searched record data will be listed. Click [To Storage Playback] to play the record in the storage playback

interface; click L] to play the record in a small playback window; click |—|I| to back up the record data.

11.2.6 Playback by Tag
Note: Record tag cannot be added to the record from the device.

®

Go to Home—>Record Playback interface.

*
Select a channel and put the cursor on the right center. Then a tag icon ( I ) will appear. Click this icon to add tag.

Go to Home—>By Tag interface. Select the start time and click [Refresh] to search the added tags.

(@)
®
@ Click (=]

in the playback column to play the record.

ByTime  ByEvent  ByTagManagement  RecordBackup  SearchPicture  Record Setting
Time 2023-10-18 00:00:00 ~ 2023-10-18 23:59:59 1 [ To Storage Playback
No. | Channel Name Time | Tag Description | Edit Delete Playback Record Backup
u] 1 Device Name_Camera01 ~ 2023-10-18 18:52:14 @ @
o 2 Device Name_IPC 2023-10-18 19:16:33 O] @

00:00:02/00:03:00

EﬂZillU!lﬂ

[« ] [u] [w]

11.3 Record Backup

In the main menu interface, click “Record Backup” to go to the backup interface. The setting steps are as follows:
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By Time By Eve: B a Record Backup Search Picture Record Setting
Monitoring Point Eacp i~
4 00/00 , 02;03 , I)-l‘ﬁ() , ﬁéioﬂ , 06‘30 , loioa , VE‘:QO , WiOO . \S‘DO , NSiOC , )D-‘DO , ZEiQD , (‘)g‘l;: 14
Channelt NINETET I N O Y ORI
] ® () default area Chanoeiz
Channel3
Channel4
Channel5.
Channels
[ Main streams are preferred {8 Record Backup & Backup on Dew
[=) Start All (& Pause All [®] Stop All ® Clear Al Finished Tasks
Calendar By Event
No. Channel Start Time End Time Duration Progress Operation Backup Path
Playback Source |
1 Device Name_Camera01 2023-10-18 16:33:43 2023-10-18 17:02:29 00:28:46 3% D) Cibackup\Device_Name_Ca...
Network Device M\
Calendar A
4 Oct 2023 »
Sun Men Tue Wed Th Fri Sat
2 s s s 6 7
8 9 10 n 12 13 14
2 B ow o m o oz ow
29 30 n
@  Select the desired monitoring point.
@  Get records from device or storage server.
(3®  Select date and event type.
®  Drag the mouse on the recorded time period to set the start time and the end time of backup. Then click [Record Backup].
. . . . [u] . 0 .
(®  The backup progress will be seen during backing up the record. Click to pause; click = 1o stop backing up the record;

Additionally, you can start/pause/stop all backup tasks or clear all finished tasks in this interface.

“Backup on device”: This function is applied to the added NVR devices. Search the record from the HDD of the NVR in this interface and
then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the

USB storage device remotely.

11.4 Search Picture

In this interface, pictures stored on the SD card/HDD or storage server can be searched and viewed.

These snapshots saved on the storage server or SD card /HDD must be triggered by alarm events so that they can be searched.
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ByTime  ByEvent  ByTagManagement  RecordBackup  SearchPicture  Record Setting

[ Select All | Oitem(s)selected £ Export

B @ default area

% Device Name_Camera01
T Device Name_IP Camera01
@ Device Name_IP Camera03

¥ Devic 1P
* Neme JPC 2023-10-18 15:53:30 2023-10-18 15:53:21 2023-10-18 15:53:10
B Device Name_IPC

I Device Name_IPC

2023-10-18 15:52:47 2023-10-18 15:52:05 2023-10-18 15:51:55 2023-10-18 15:51:38

Playback Source
Network Device -
Time

2023-10-18 00:00:00 ~ 2023-10-18 23:59:5¢ &

T o o - IR

1. Select the device and playback source.

2. Set the start time and the end time.

3. Click [Search]

Click the searched picture to zoom in. Click it again to return to its original size. Check the selected picture and click “Export” to export
the selected pictures.
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12 Alarm Management

12.1 Alarm Server Configuration

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to

the relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.

Go to Home—>Add, Edit or Delete Device > Alarm Server interface to view the online status of the alarm server. If it is not online, please

check its network connection.

12.2 Alarm Configuration

(@ Go to Home->Device Setting interface.

Setting Image Setting Stream Setting Motion Detection

5023410/ 18 20:09;

BN

E @ default area
% Device Name
= @ Device Name
T Device Name_Camera01
K Device Name_IPC

B Device Name_IPC1

Motion Alarm Linkage

Exception Detection Face Comparison

Alarm Holding Time(s) 3 y 4

[Z] Trigger Buzzer

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).

@ Go to Home=>Alarm Center->Alarm Linkage interface.

Alarm Log Search  Alarm Setting
= O anon AIOFF ' Restore default  Area
[E2 Alarm Linkage Settings Name: Audio V| Preset ™| Record
2
Server *Device Name_Camera01 ~v ON Null Camera01
&% Manual Alarm Out 4
[l Monitoring Point
Device Name_IP Camera01 v OFF Null Null
SOP Setting Monitoring Point-Motion Detection -
Monitoring Point Video Lass Device Name_IP Camera03 V' OFF Null Null

v Alarm Preview

- #¥ Schedule Setting

~| Snapshot Alarm Output

Null Null Null
4 ¥ 4
Null Null Null
Null Null Null

Select area, alarm type and then enable alarm linkages.
All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).

All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).

Select ™ beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

Name Audio A Preset A Record A Alarm Preview
*Device Name_Camera01 v ON Null Camera01 Null
& 4
Device Name_IP Camy  ON OFF Null Null Null
v ‘
Device Name_IP Cam{ OFF OFF Null Null Null
- d

| Spapshot Alarm Output

Null Null

Null Null
v v

Null Null
v v

Select

"  beside the title (like record) to enable record linkage of all devices (schedule excluded). Select “Link to itself (On)” to quickly
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select the camera itself as the record camera.

Record ~

Link to itself (On)

| Link to itself (OFf)

§  Free Choice

The alarm linkage settings of preset, record, alarm preview, snapshot, alarm output and TV Wall are the same with each other. Here take

record linkage for example to introduce the setting steps.

[*Device Name Camera01] Record Linkage Setting

enabled @D
Selectable Device 1/6 Selected Device 01
E [ default area [ default area
evice Name_|P Camera0 ] Device Name_Camera01

[) Device Name_IP Camerai @

[ Device Name_IPC

[ Device Name_IPC >

[ Device Name_IPC

] Device Name_IPC1 «
»

@ Cancel

Check the selectable channel and click > to select the channel; check the selected channel and click < to remove this channel;

&«

click ”» to select all channels; click to remove all selected channel.

After the channels are selected, check “On” and then click “OK” to save the settings.

Note: For TV wall alarm linkage settings, multiply TV wall pop-up windows can be linked to one channel.

Before checking voice broadcast, please upload the voice first (See Audio Uploading Settingsfor details).

Before checking Email, please set the sender’s email address and the recipient address first (See Email Settings for details).
Before checking SOP, please set the SOP first (See SOP Settings for details)

(3@ Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—>To set schedule for details).

Note:

1. For the alarm linkage items related to face recognition, you can set them separately, including face comparison alarm linkage, stranger
alarm linkage, block list alarm linkage.

2. For the combined alarm of DVR/NVR, you can configure the alarm linkage items in the platform. If the combined alarm is set after the
NVR/DVR is added to the platform, the platform cannot automatically receive the combined alarm data. Please reboot or reconnect your
NVR/DVR and then the platform will display this device under the alarm type of “Encoding device-combined alarm”.

12.3 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
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Click “+” to add a SOP name.

Click “Create” to create a SOP action.

In the alarm linkage settings interface, select the alarm event and enable SOP of the relevant device.

Click to extend the alarm list.

Eal S

,4:_.
5. Click to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter

remark as needed.

The disposition includes: False alarm, true alarm, customer test, technical event, service test.

Handle Alarm SOP X

Alarm Time 2023-10-18 19:26:08
Alarm Source Device Name_Camera01

Alarm Type Monitoring Point-Motion Detection

Index Operation Action Handling Status Handling Time
1 1 O

Save process

] Open the Same Alarm Operation
Disposition  False Alarm -

Remark nput less than or equal to 100 characters

After the alarm is processed, the alarm handling status and disposition will be shown as below.

Unprocessed: 939 ® Device Alarm B Motion Detection B Face Alarm B Other Intelligent Alarm B4 Sensor Alarm B Combined Alarm B Offline Alarm B Server Alarm  ® Alarm Task SOP Filter - o

Alarm Time Alarm Source Alarm Type ~ | Record & Playback Device Playback Storage Snapshot Device Capture | Alarm Processing Handiing Status Disposition Remark

Processed False Alarm

Device Name_Camera0'1 Monitoring Point

2023-10-18 19:26:13 n

[

2023-10-18 19:26:08 Device Name_Camera01 Monitoring Point-Motion Detection ® ® 2]

2023-10-18 19:26:03 Device Name_Camera01 Vionitoring Point-Motiol

If “SOP Filter” is enabled, the alarm events of the channel set the SOP will be listed.

12.4 Alarm Task Settings

In this interface, you can set the leaving alarm task.

Leaving alarm: When someone leaves the predefined area and doesn’t come back within the set time duration, the system will perform
alarm linkages.

To set a leaving alarm task:

1. Enter the Alarm Task Setting interface.

2. Click [Add] to add the alarm task.

3. Set the task name, interval time, schedule and choose the camera.

4

Multiple cameras can be added to an alarm task.
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Alarm Log Search  Alarm Setting

= 1] Delete

E2 Alarm Linkage Settings [m] Task Name Channel Number Channel Schedule Interval Time(min)
Es

Add Alarm Task

4% Manual Alarm Out
SOP Setting Task Name  New_Plan_Task!

$= Alarm Task Settings Interval Time(min) 10

Schedule  7%24 w ¥ Schedule Setting
& Email Settings
Alarm Type  Alarm task-Leaving Alarm -
i SIRA Alarm Setting
Selectable Device 147 Selected Device: 0/0
>
El [ default area
B Device Name_Camera01
[J Device Name_IP Camera0
[J Device Name_IP Camera0 N
(] Device Name IPC

oK Cancel

5. Set the alarm linkage items. In the alarm linkage settings interface, select the alarm type as “Alarm task-Leaving Alarm”. Then enable

the desired alarm linkage (like “Alarm preview”) and set the schedule.

Alarm Type OAION  ©AIOFF ' Restore default  Area ¥ & Schedule Setting
Name Audio ™| Preset ™| Record v Alarm Preview ~| Snapshot Alarm Output ~|  Voice Broadcast
Server *New_Plan_Task! v ON Null Null Null Null Null Null
é é 4 4 4

Maonitoring Point
E Alarm Task
Alarm task-Leaving Alarm
Alarm task-Threshold exceeded
Encoding Device

Sensor

6. Go to the Device Setting interface to enable Intrusion and set the detected area.

Note:

1.  The selected camera must support and enable intrusion function, or leaving alarm will not take effect. If the camera supports
vehicle/people classification, please check “Human” as the detection target.

2. After the leaving alarm task is set and intrusion is enabled for the camera, when someone enters the predefined area and stays
there, this person will be judged as “On Duty” so that leaving alarm will not be triggered and the intrusion alarm will not be displayed on
the alarm list; but when this person leaves and doesn’t return within the set time duration (interval time) or no one appears in the set

time duration, leaving alarm will be triggered.

12.5 Email Setting

Alarm information can be received by the specified Email address if the Email parameters have been set in advance.

Click Home—>Alarm Center—>Email Setting to go to the following interface. Add the sender and recipient’s email information here.
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Sender's Name | cooc Sender's Email Address

[E3 Alarm Linkage Settings SMTP Server SMTP Port | Default I
£5 Manual Alarm Out Security No -

- Username hd Password
[E] SOP Setting

=3

= Alarm Task Settings

o00
[

[ Add

= Email Settings - . . .
Recipient Email Address Edit Delete Test Email

i1 SIRA Alarm Setting

In the sender’s Email information area, fill out the corresponding information and then click “Apply” to save the settings.
Clicking on the [Add] button adds the recipient information.

After that, in the alarm linkage setting interface, you can trigger Email.

GaloNn @ Al OFF Area - ¥ Schedule Setting
shot ™ Alarm Output ~ Voice Broadcast v TVWall ™ |TriggerEm.. ™|  SOP | Schedule
Server Null Null Null 724
4 4 Pl )
=] Monitoring Point
Null Null Null Null Null OFF

Monitoring Point-Motion Detection

12.6 Alarm View

Havingset the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.

Oamei Qe fres 7 ¥ Schedue setting

Audio ~ Preset ~ Record hd Alarm Preview | Snapshot Alarm

Server ON Null Camera01 Camera01 ull Null
e r &

= Maonitoring Point

= - - . Null
Monitoring Point-Motion Detection [Device Name CameraO1] Alarm Preview Linkage Setting X

Null
Monitoring Point-Video Loss "
enabled (@D
Manitoring Point-Abandoned/Missing ... Null
Monitoring Point-Exception Detection Null
u
Monitoring Point-Line Crossing Detecti...
Selectable Device 1/6 Selected Device 0/1 Null
Manitoring Point-Region Intrusion Det...
Monitoring Point-People Counting Null
Monitoring Point-Face Detection
El [ default area Bl O default area

Manitoring Point-Crowd density detect...

@)eu‘c,e Name IP Camera0 [] Device Name_Camera01
Monitoring Point-People intrusion dete... @

[7) Device Name_IP Camera0.
Monitoring Point-Abnormal window m...
[[] Device Name_IPC
Manitoring Point-Offline
[*) Device Name_IPC
Monitoring Point-Target Counting by ...
[7) Device Name_IPC
Monitoring Point-Face Comparison &«
[[] Device Name_IPC1
Maonitoring Point-Region Entrance Det... »
Monitoring Point-Region Exiting Detec...

Maonitoring Point-allow list alarm

Monitoring Point-Suspected over temp
Monitoring Point-Suspected Low Temp... ﬁ ‘ Cancel I

Manitoring Point-Mask Off

In the alarm preview interface, you can select multi-screen display mode by right clicking on the preview window as shown below.
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17n 4210/18 20

® Close Channel

Window Scale

¥ Start Record
Instant Playback

) Snapshot

¢ Audio On

Start Talkback
Start Channel Talkback
PTZ Control
Manual Alarm Out
Stream
Channel Info
Image Adjustment

W Full Screen

Click Eon the bottom right corner to expand the alarm list as shown above. Hover the cursor on the top of the alarm list and then a

bidirectional arrow will appear. Drag the alarm list up or down to extend or shrink the alarm list.

e
D]

Click

or 1o play the record or captured images.

Right clicking on an alarm item displays a menu. Click “Alarm Preview” to jump to the alarm preview interface.

[ Unprocessed: 999 | ® Device Alarm B Motion Detection

Alarm Time Alarm Source
2023-10-18 19:26:13 Device Name_Camera01
2023-10-18 19:26:08 Device Name_CameraQ1
2023-10-18 19:26:03 Device Name_Camera01

® Face Alarm B Other Intelligent Alarm B Sensor Alarm B Combined Alarm B Offiine Alarm B Server Alarm B Alarm Task

Alarm Type ~|  Record & Playback
Monitoring Point-Face Detection ®

Maonitoring Peint-Motion Detection ®

Monitoring Point-Motion Detection ®

Device Playback Storage Snapshot Device Capture
® =] =]
® =]
® &

SOFP Filter

Alarm Processing

¢

(S

Handling Status

Dispositior

False Alarm

n Remark

12.7 Alarm Log

Alarm logs can be searched and exported by going to Home->Alarm Center->Alarm Log interface.

Alarm Log Search  Alarm Setting

indow

®

Click to play the record; click

Time.

2023-10-18 00:00:00 ~ 2023-10-18 23:59:59 -

[4 Export

No.

1

Total: 1969

50

B4

Alarm Time. Alarm Source
2023-10-18 20:28:33 Device Name_Camera01
2023-10-18 20:28:28 Device Name_Camera01
2023-10-18 20:28:24 Device Name_Camera01
2023-10-18 20:28:24 Device Name_IPC
2023-10-18 20:28:13 Device Name_Camera01
2023-10-18 20:27:59 Device Name_Camera01
2023-10-18 20:27:36 Device Name_Camera01
2023-10-18 20:27:28 Device Name_Camera01
2023-10-18 20:27:23 Device Name_Camera01
2023-10-18 20:27:22 Device Name_Camera01
2023-10-18 20:27:22 Device Name_Camera01
2023-10-18 20:27:17 Device Name_Camera01
2023-10-18 20:27:03 Device Name_Camera01
2023-10-18 20:26:58 Device Name_IPC
2023-10-18 20:26:51 Device Name_Camera01
2023-10-18 20:26:37 Device Name_Camera01
2023-10-18 20:26:31 Device Name_Camera01

-

Alarm Type | Details
Monitoring ...
Monitoring ...
Manitering P...
Monitoring ...
Monitoring ...
Monitering ...
Monitoring P...
Monitoring ...
Monitering ...
Monitoring ...
Monitoring P...
Monitoring ...
Monitoring ...
Manitering P...
Monitoring ...
Monitoring ...

Monitoring P...

Authenticatior

Record & Playback
®
®

@

@

[CHROREC]

127.00.1 Port:

to open the snapshot search window as shown below.

Device Playback

®

@ @ @ @@ @ @ @ @ @ @ @ 0@ 0@ @ @

)

6003

Storage Snapshot

cPu: 0 0%

Device Capture

2]

HEDBDEEEEE B E EE B B @

1

ory:

Alarm Processi

2

R RIRMREDREBRERBRRERERDSR

[\

1 /40Page

@ 55%
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12.8 Manual Alarm Out

Click “Manual Alarm Out” tab to go to the following interface.

Alarm OQutput
Alarm Holding Time(s) 5 -

| [l () default area |

Select the camera, set the alarm holding time and then click [Trigger] to manually trigger the alarm out of the camera; click [Clear] to

manually turn off the alarm out of the camera.
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13 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

13.1 E-Map Settings

13.1.1 Create E-Map

Go to Home—>E-Map Setting interface. Click [Create Map] to create a map.

E-Map Setting

Monitoring Point

Create Map X
Parent Map -

Map Type © Google Map O Picture Map

Search Q

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.
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13.1.2 Add Hotspot

The hotspots include monitoring points and sensors. Drag a hotspot to the corresponding area on the map as shown below.

E 6 default area

¥ Device Name_Camera01

Device Name_IP Camera01
Device Name_IP Camera03
Device Name_IPC

Device Name_IPC

M Device Name_IPC

MK Device Name_IPC1

[ Clear Map Hot Spots

Office
wc
Engineering _}R we Eonterenne "k’ I Elevator
Department “ Female Male oom by
Exit Exit Front |
. ) Door ™)
- — = — - — — Comdor— — — — — — — — — — — Corridor— — — — | — — — — —
I | Reception
I ‘ . Desk
Coridor | Conference | Conferencg aor:esvllc |
I Room Room  Tservice | | arketing |
Commercp
| Department pep, it Department  gprigay
[ |
Test | | Lobby
Department P '
! Department !
| | I
[ | |
7777777777 — — — — Coridor — — — — —
Corridor |.
Test Room
Device Name_C. 01
e Name_amera _ Internetional R General
Department E'"a"“al Marketing Dovartment Manager
epartment Department P: Room
Warehouse

Put the cursor on the map name and then some icons will appear. Click

and change its parent map.

Click

to delete the added map.

® Create

o

+
[%
=

to add its sub map. Click Za to modify the map name

Click E at the bottom of the interface and then right click on hotspot alarm item. Select “E-Map” to quickly skip to E-map monitoring

interface.

Unprocessed: 1000+ |
Alarm Time
2023-10-18 19:39:00

2023-10-18 19:38:48

2023-10-18 19:38:09

B Device Alarm B Motion Detection
Alarm Source
Device Name_Camera01
Device Name_Camera01

Device Name_Camera01

B Face Alarm E Other Inteligent Alarm B Sensor Alarm B Combined Alarm B Offline Alarm B Server Alarm i Alarm Task

Alarm Type

~

Monitering Point-Motion Detection

Monitoring Point-Motion Detection

Monitoring Point-Motion Detection

Record & Playback

Device Playback

Storage Snapshot

Device Capture

Alarm Preview

SOP Filter

Alarm Processing

%
5

5
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13.1.3 E-Map Monitoring

Go to Home—>E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time

image.

Pending Alarm: 10 Device Type  IPC,Smart IPC,Sensor v suitchtoAlarm E-Map @D Auto Alarm View @D

Map Management

&1

® Close All Stream Y Filter Alarm Type ¥ £ Clear All = Overlap

Office

Engineering s 1 wont l e
Elevator
Department ‘ Jk B Fomale Wale | :Hoces | ‘ ‘ ‘ ‘ ‘ ‘ l | ‘ 2
ok | | N Exit Front | E
O

Door
ol e Comldor— -~ = = = oo o === = Comdor— — = — |= = = = —
| R
| ' ) | Desk I
o I Conference | Conferen Domestic !
orridor R e Marketin
| Room oom e, 9
Service | Commerce Department 3
| Department Corridpr
«
|
Test | Lobby
Department | P
Department
|
|
—————————— - = = = Conmdort — — — — —
Corridor |,
Test Room
Device Name_Camera01 % Internetional HR General
@) Department Elnanclal Marketing e Manager
P Dep. Room
Warehouse

Switch to Alarm E-Map: if “Yes” is selected, the system will automatically switch to the E-map on which the alarm occurs.

Auto Alarm View: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.

Put the cursor on the preview window (right panel) and then a toolbar will display. Clicking on closes the preview. Click “Close All

Stream” to stop all previews. The preview window will be overlaid on the map by clicking “Overlap”.
In addition, click [Filter Alarm Type] to filter the alarm type.
If multiple cameras need to play, you can drag the window on the right panel to the right. Then an independent monitoring interface will

display. You can choose the screen display mode as needed.

E-Map Monitoring

(4108} Sub Stream v B
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14 TV Wall

Click @ at the bottom right corner and then select “TV Wall Guide” to quickly set the TV Wall as shown below.

TV Wall Guide X

>4

Add Device

e e

Add TV Wall TV Wall System Setting TV Wall Task Settings

E

TV Wall View

Please follow the guide in sequence to quickly set the TV Wall.

14.1 Add Device

14.1.1 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The
decoder is necessary for decoding videos on the TV wall.

Go to Home—>Add, Edit or Delete Device—> Decoder interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task

[ Delete

Encoding Device (Online/Total number: 3/4) [} Edit Device Name Qutput Number IP Address Port Online Status Open in the Browser Delete

Add Decoder

Decoder (Online/Total number: 0/0)

Quickly Add Manually Add
LED Display Device (Online/Total number: 0/0)
) Refresh Device Quantity:0
Intelligent Analysis Server (Online/Total number: ...
] Device Name IP Address Port Subnet Mask Version Device ID
Storage Server (Online/Total number: 0/0)

The steps for adding decoders are the same as the setup for adding encoding devices (see Add Encoding Device for details).

14.1.2 Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.
Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission

is master and its running mode is platform. Then apply the settings and restart the decoder.
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Device Information Basic Settings

fasic User Permission Master v

System Maintenance Device Name Decoderl

Time

The decoder will not be online until it is bound to a TV wall. Please create a TV wall first and then bind the decoder to the TV wall.

14.2 TV Wall Management

€ Create TV Wall
Go to Home—>TV Wall = TV Wall View. Select a TV wall server and then click +to create a TV wall.

| TV Wall View TV Wall Task Settings TV Wall System Setting

d TV Wall Server

Create TV Wall

@ Basic Layout Config © Bind Decoder

TV Wall Server -
“Name
Create TV Wall 1
Matrix BB Draw
4 s x4 =
TV Wall Number

1

=

Select the TV wall server and then set the TV wall name, display matrix and TV wall number.
Note: The TV wall number cannot used repeatedly.

Click [Draw] to draw the TV wall layout manually.

After that, click [Next] to bind decoders.
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Create TV Wall

O Basic Layout Config @ Bind Decoder

Decoder Output

® Add Decoder

= Decoder1 &g
B HDMIO @
& HDMIN (@]

ey

On the left list, click Gg to bind the decoder. If there are no decoder to bind, you can click & fd Bzzeta to quickly jump to the

decoder adding interface and then add the decoder as needed. After you clicking 69 , it needs several seconds to connect the decoder.
After the decoder is connected, the output will be listed under the decoder name.

If you want to unbind the decoder, click B behind the decoder name to unbind it.

Drag the output to the window to bind the output and the window. After that, click [Finish] to save the setting.

, select Z to modify. Click [ to delete the TV wall.

To change the output binding, select the TV wall and click

14.3 TV Wall System Settings

14.3.1 Channel Number Settings

Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard

controller. Users can export these channel number in this interface.

TV Wall View TV Wall Task Settings. TV Wall System Setting
= Channel Name - Conflicts Between Channels' Number
& Channel Number Setting (2 Export Channel Number Minimum Conflict-Free Channel Number:

No. | Name | Channel Number
&2 Decoder Configuration

default area-->Device Name_IPC
TV Wall Backup default area-->Device Name_IPC

) default area-->Device Name_IP Camera01
i+ Alarm Setting on TV Wall
default area-- >Device Name_IP Camera03
default area-->Device Name_Camera01

default area-->Device Name_IPC

~ o ln s e n =
[N P G O NN

default area-- >Device Name_IPC1




14.3.2 Decoder Setting

TV Wall View TV Wall Task Settings TV Wall System Setting

= Decoder

(& Channel Number Setting Display Red Box

™ Decoderl :
2 Decoder Configuration Display 1D

TV Wall Backup

i Alarm Setting on TV Wall

Display red box: when the decoding channel triggers alarm, a red box will show on the TV Wall.

Display ID: the channel ID will be shown on the channel decoded by the decoder

14.3.3 TV Wall Alarm Linkage Settings

Click “Alarm setting on TV Wall” and then the alarm closing time can be set. If “Automatically closing alarm on Wall” is selected, you can
set the time that TV wall alarm automatically turns off. The alarm preview window will automatically turn off the alarm linkage video

according to the set time until next alarm is triggered. If not selected, you need to close the alarm preview window manually.

14.4 Video Preview

€ Createaplan

Click E

beside the TV wall name or click [Create Plan] to create a new plan for the created TV wall.

TV Wall View TV Wall Task Settings TV Wall System Setting

Monitoring Point

® Add TV Wall
[ Create TV Wall 2 (2) C_‘J i
~ (2 default area
B TV Wall 1 (1) B0

Create Plan x

Plan Name  2_Plan_1

Plan No.

[ Edit ID

oK Cancel \
N

Double click the plan name to show the plan.

Drag the monitoring points to the corresponding window respectively to decode image. Then click to save the plan.

€ Configure Plan

Double click the set plan to display on the left window as shown below. Drag the monitoring point to the window to play.
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= Record <1 pant B

El @ default area
T Device Name_Camera01
= Device Name_IP Camera01
@ Device Name_IP Camera03
T Device Name_IPC
B Device Name_IPC
B Device Name_IPC

DX Device Name_IPC1

DEEEEE E R EE

Auto-Switch Group ¥

€ Toolbar Menu

(1] [4] [9] f16] 5] fse]

I
1

1. Screen mode: 1\4\9\16\25\36 screen mode is optional.

2. Open Window: Click this icon and then drag on a window to open a window on it. The window can be dragged to anywhere on the
big window. Click the opened widow and then drag the blue side of the window to zoom in/out it.

Click this icon again to stop opening other windows.

3. Show/hide ID: show or hide all ID number (including all channel numbers of the multi-screen display window).
4.  Show/hide window ID: show or hide the ID number of all windows (Note that the channel numbers of the multi-screen display

window are not displayed).
5.  Click [Save] to save the current plan.

Select a window assigned a monitoring point and then press the right mouse and drag to another window to copy monitoring point to it.

€ Right-click Menu
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Screen Display Mode

Preview

Set as Playback Window
PTZ Contral

Stop Decoding

Set as Alarm Window

Play Audio

1.  Screen display mode:1\4\9\16\25\36 screen mode is optional.

2. Preview: click it to view the video.

ice Name_Camera01

3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in this

window. Go to Home—> Alarm Center->Alarm Setting interface. Select TV wall linkage item to set alarm linkage.
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| Grmen S hrea M S

shot Alarm Output v Voice Broadcast ~| TVWal  ¥|TriggerEm.. ™|  SOP | Schedule

Server Null Nul o Nul 1 7i24

B ™M P -
fonitoring Point [Device Name Camera01] TV Wall linkage Setting Nul OFF

Monitoring Point-Motion Detection

Nul Nul OFF
Monitoring Point-Video Loss enabled @D . "

Monitoring Point-Abandoned/Missing ... \ Nul Nul OFF
Monitoring Point-Exception Detection Null Null oFF
Monitoring Point-Line Crossing Detecti... Selectable Defice 177 Selected Device 0/0
Monitoring Point-Region Intrusion Det... Nt Nt e
Monitoring Point-People Counting Null Nul OFF
Monitoring Point-Face Detection Selectable Device
Monitoring Point-Crowd density detect... E [ default area
Monitaring Paint-People intrusion dete.. @Devi:e Name ¢ @
Monitoring Point-Abnormal window m... [ Device Name_|...
Monitoring Point-Offline [J Device Name_I... >
\g Point-Target Counting by ... [) Device Name_IPC
Monitoring Point-Face Comparison [J Device Name_IPC
Alarm Center Monitoring Point-Region Entrance Det.. [) Device Name_IPC >»

Monitoring Point-Region Exiting Detec...

Al N
‘r' Alarm Log Search | Alarm Setting Monitoring Point-allow list alarm

_. Monitoring Point-Suspected over temp @ p—
ncel

Maoitoring Point-Suspected Low Temp..

4.  Set as Playback Window: when decoding images, click this menu to play the records of the current channel (the record source is the
current record source).

5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and focusing,
Iris control, speed, preset, track and cruise calling can be operated through this control panel.

6.  Stop Decoding: click it to stop decoding the current image.

7. Play audio: click it to play live audio. Click “Stop audio” to stop playing.

€ Auto-Switch Group

1.  Create Auto-Switch Group

@  Click Auto-Switch Group under the screen and then click m to create auto-switch group.

Auto-Switch Group 4

®
Auto-Switch Group |'" Create Auto-...

@ Select “Auto-Switch Window” to select the window group.
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Create Auto-Switch Group

O Auto-Switch Window 2] Meonitoring Point

Auto-Switch Name  New_Group_Dwell

Auto-Switch Interval 10 s -

Auto-Switch Window

=3

(3  Click [Next] to select the auto-switch channel group.

Create Auto-Switch Group o X
O Auto-Switch Window Monitoring Point
Auto-Switch Name  New_Group_Dwell
Auto-Switch Interval 10 s hd
Maonitoring Point
Selectable Device Selected Device »
Q Search Device Name_CameraQ1

E (@ default area
'S Device Name_Camera01
= Device Name_IP Camera01
& Device Name_IP Camera03
= Device Name_|PC
I Device Name_IPC

I Device Name IPC

(e [cocs | [N

®  Enter auto-switch name and dwell time.

2. Execute auto-switch
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Auto-Switch Group 4

New Group... : ®

Create Auto-...

Click @ to execute auto-switch. The specified channel images will be played in the specified windows in sequence.

Click to stop playing the current auto-switch group.

3. Modify or delete auto-switch

Right click on the auto-switch group name and select Modify or Delete to modify or delete the auto-switch.

Orclick * and then select the corresponding icon to modify or delete the auto-switch.

Auto-Switch Group 4

Auto-Switch Group <

New_Group...

®

®

Create Auto-...

Delete

€ Auto-switch plan

1.  Create auto-switch plan

Click ° behind the TV wall plan name and then click % to set the auto-switch. Click “Join in” to select the plan. Then set dwell time

and click [OK].

Auto-Switch Setting x

No. Plan Name Move Up Operation
1 1_Plan_1 (1) 1+ (] Join in
2 1_Plan_2 (2) +* ] Join in

TV Wall Plan

® add TV Wall

El pg TV wall 1 (1) ® 5

Z© 1_Plan_1(1) o

II"‘I Auto-Switch Interval 105+ | Cancel }

2. Start/stop auto-switch

91



Ol B8 TV Wall 1 (1) E@:
X® 1_Plan_1(1) Z W

X® 1_Plan_2(2) 2 Il

r Ly
Click =+ behind the TV wall name to start auto-switch plan. Click = to stop the auto-switch.

3. Modify auto-switch plan

Click o again to modify the auto-switch plan.

Note: If the current auto-switch plan needs to modify, please stop it first.

14.4.1 Decoder Input

Go to Home—>TV Wall Management—->Decoding on TV Wall->Decoder Input. Drag an input to a window to execute decoding.

14.4.2 Playback
4 Playback on TV Wall

Click “Record”, select playback source and time, check the alarm events and then drag the cameras (or channels) to a window to search
and play the records.

@ Preview

#1 pan2 B

Q Search

£ () default area
T Device Name_Camera01
= Device Name_IP Camera01
&) Device Name_IP Camera03
= Device Name_IPC

I Device Name_IPC

3N Device Name IPC

Playback Source

Network Device -

Time

2023-10-19 00:00:00 ~ 2023-10-19 23:59:5¢

Feent Type o) B 6 s EE R (e (E (] [w]
Reverse EN
{ 10-19 10-20 ’
Manual Schedule 00:00 02;00 O4IOO 06;00 OBIDO IO;OO 12;00 14;00 16;00 18;00 20;00 22;00 OO;OO
9 Video Detection Motion Detection Windowt _IIIIIIIHII-III\I-IIIII
Sensor Face Event a a a a a a

Target Counting Behavior Analysis
Auto-Switch Group ¥

¢  Playing control

[ir] [w]

During playback, the record can be controlled by the above buttons.
Note: The frame rate per second will be the same as the set frame rate of the device (Home—>Device Setting—>Stream Setting—>Frame
Rate).
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4 Right-click menu

Screen Display Mode

PlayBack Again

Set as Preview Window
Playback Stream Type
Stop Decoding

Set as Alarm Window

1. Screen Display Mode:1\4\9\16\25\36 screen mode is optional

2. Save as an alarm window: click it to set the current window as an alarm window. The alarm linkage image will play in this window.
Please go to Alarm Center—>Alarm Setting interface. Select the alarm type, link the TV wall and set the schedule first.

3. Save as preview window: the current camera or the historical camera is optional. If the current camera is selected, the window will
display the live video of the current camera in the record page. If the historical camera is selected, the window will display the live video
of the camera decoded in this window last time.

4. Playback stream type: main stream or sub stream is selectable.

5. Stop decoding

The following picture is an example of TV Wall.

14.5 TV Wall Task Setting

Go to Home—>TV Wall Management—>Task Setting. Select the TV wall you want to set tasks. Then click “Create Task”.

Select plan name, enter task name, set run time and enable plan task.
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TV Wall View TV Wall Task Settings TV Wall System Setting

BH] Create TV Wall 2 (2)

() Create Task

FE TV Wall 1 (1) Create Task X

Plan Name

Task Name

Time

Task Plan © Daily O Weekly

[} Run Plan Task
1_Plan_1 -
New_Plan_Task 1

00:00:00 -

‘Canoell

Click “Start Task” to start the task. Click “Stop Task” to stop this task.

(®) Create Task (") Start Task
MNew Plan_Task 1
M Auto Run
Plan 1 _Plan_1

Start Time 00:00:00

Task Plan  Daily
O O w

Modify or delete task
Mew_Plan_Task 1
M Auto Run
Plan 1_Plan_1

Task Plan Daily

Start Time 00:00:00

O o

W
Click D or Er to modify or delete the task.

Check the task under the TV wall and then click [Delete] to delete the task as shown below.
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(*) Create Task (') Start Task

New Plan_Task 1

B Auto Run
Plan 1_Plan_1
Start Time 00:00:00

Task Plan  Daily

14.6 TV Wall Backup

When importing the former system configuration files to the new version, the TV wall configuration file will not be imported together. So
you need to import the TV wall configuration file separately.
Click [Backup TV Wall] in the last version to back up the TV wall configuration files. Then click [Restore TV wall] in the new version to

restore it.

TV Wall View TV Wall Task Settings TV Wall System Setting
—
@ Channel Number Setting

E4 Decoder Configuration C'

TV Wall Backup Backup TV Wall Restore TV Wall

It Alarm Setting on TV Wall

Note: The successful restart of the TV wall server marks the success of the TV wall restoration. Please do not close the TV wall
server during the process of restoration.
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15 Target Counting

15.1 Task Management

1.  Enable “Target Counting” function of the IP Camera.

Note: the added camera must enable target counting function.

IP Camera with Target Counting function

Encoding Device

OSDSetting ~ Image Setting ~ Stream Setting  Privacy Mask Setting ROl Setting ~ Focusing Setting ~ Motion Detection  Motion Alarm Linkage  Line Crossing Detection Intrusion Abamlj

Enable Line Crossing [ @)

Alarm Holding Time(s) 20 -

B Q default area
[E  Device Name
[E # Device Name
Save Panoramic Picture
' Device Name_Camera01
I Device Name_IPC Save Target Cutout

K Device Name_IPC1 Detection Target Human

Sensitivity — e——mC 50
E & et

W PCt B Motor Vehicle Sensitivity ———C) 50

B Non-motor Vehicle  Sensitivity — e——) 50

& Start Draw & Clear

Alert Line 1 » Direction A->B ¥

2.  Go to Home—>Target Counting interface. Clicking on 'ﬁ' enters the following interface. Double click the camera with the target

counting function and then select “ON”. After that, click [Apply] to save the settings.

®

Task Management x e

Monitoring Point No. IP Channel Name One-key Reset Enabled | Event Type

1 IPC1 ]

= (2) default area

= Device Name_CameraQ1
Device Name_|P Camera01
Device Name_|P Camera03
Device Name_|IPC
Device Name_IPC I il
M Device Name_IPC
[ Device Name_IPC1

B IPC1

Voice prompt  Please wait

15.2 Real-time Statistics

Go to Home—>Target Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live image.

The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the system
will automatically analyze the traffic flow trends.
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Before view the statistics, please go to Home—>Resource Management—>Device Setting—=>Target Counting interface to set the alert line,

entrance/exit, detection target, etc.

Real-time Statistics. Heat Map Historical Statistics Flow Control #

[ Flow Statistics 1 Statistical type  Compared to the same period Yesterday ¥  Passenger flow type  Human ¥  autorefresh 1minute ¥ C Refresh [ Export Picture

Q search Date: 2023-10-19
Statistical Type: Human

(=) B Q defautt area Monitoring Point IPC1;

= W PCt
(& Total NO.(IN)/Human 7 Compared to the same period Yesterday 3] Total Exiting/Human 7 Compared to the same period Yesterday 31 Inside
Statistics of Total Traffic Flow = @
|| B o = oo <
o
S 1 1
S | |

| 0000 0100 0200 000 0400 0SON  0AND 0700  0AO0 0300 1000 1100 1200 100 1400 1500 1&00 1700 1AO0 1800 5000 2100 2200 2300 2400

k C Refresh

Please select the type as needed to view the flow trend. Clic to refresh the current statistics.

Set the auto refresh interval: The system will automatically refresh the statistics at regular intervals.
In the above interface, you can view the statistics of people/vehicles entering or exiting. Scroll down to view the traffic flow statistics via

pie charts and tables.

Proportion of Human&Vehicle Entry in Each Channel Proportion of Human&Vehicle Exiting in Each Channel
® ipC1
<
Target Counting Table(Human) (2
Location Name Type 00:00~01:00 01:00~02:00 02:00~03:00 03:00~04:00 04:00~05:00 05:00~06:00 06:00~07:00 07:00~08 Subtotal Average
Enter 5 0
IPC1
Out 4 0
Enter 5 0
Total
Out 4 0
Enter 5 -
Average

15.3 Heat Map

Go to Home—>Target Counting—> Heat Map interface.
Please create a map first.
Drag the camera with the target counting function to the specified area.

Put the cursor on the camera icon and then you will see the detailed flow statistics.
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[ Flow Summary Statistics ] Statistical type  Total No.IN) ¥ Passenger flow type  Human v autorefresh 1minute ¥ CRefresh

[ Total No.(IN) 3] Total No.(OUT) ~? Max. Daily Number (Inside) A7 Current Number (Inside)

5 4 1 1

Hotspot map Device Type  Smart IPC - Traffic Ranking of Each Monitoring Point

Ranking Monitoring Point Name | Traffic Flow Previe

1 1pCt 5 ®
Office
2 Device Name_Camera01 0 ®
Engineering we WC | Conference T
Department « Femal Male | Room - Elevator
eparmen Exit e Exit | Front
Door

R - — — Comidor— — — — — — — — — — — Comidor— — — — | — — — — — * <
] | Reoeption
] ! Desk
Corrid | Conference | Conferen Domestic |
orridor Marketin
I Room oom  fservice 9 |
ommerce
| Department o iab.
|
Test ) | IPC1 Lobby
Department i Prchasing |
] | |
| | |
———————— — — — —  Comidor — — — — —
Corridor |. —
TestRoom
Device Name_Camera01
) ntemetional | o General
Department Financial Marketing Department Manager
Department | pepartment epartment Room
Warehouse

The deeper the red color is, the more targets (human/vehicle) gather there.

15.4 Historical Statistics

Go to Home—>Target Counting—> Historical Statistics. In this interface, the statistic results in a long period of time can be searched which

can be shown in the table or curve chart. Additionally, the statistics of different targets can be viewed here.

Real-time Statistics Heat Map Historical Statistics Flow Control ¢

[ Traffic Flow Statistics ] B Fitter Channel (7 Export Picture

Date: 2023-10-19
Statistic Type: Human

B Q) default area

Report Type: Daily Report
Monitoring Points: IPC1;

5 5 4 4 1

Statistics of Total Traffic Flow L [T
<
5
P (S
Statistical type
0
Human -
Report Type
Daily Report -
Time |
3
O S

15.5 Flow Control

Flow Control: Control the people/vehicles entering or exiting in a specified area to avoid overcrowding. When the people/vehicles stay in
the specified area exceeds the threshold, the alarm will be triggered and no entry icon will display.

Click Home—>Target Counting—>Flow Control to enter the following interface.

Click + to add a task. Multiple tasks can be added as needed.
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Real-time Statistics Heat Map Historical Statistics Flow Control
. Add Task X
[ Task list ]

* Task Name  Task 01
* Maximum Threshold

+ / i) Human h

Jdd Task Schedule  7%24 -

Selectable Device on Selected Device 0/0

2 Search

[E [ default area

[mR e

»
(=]
Then the available number and inside number can be viewed as below.
Task 01 2 = ®0:
Available
Inside

Click =2 to view the quantities of the people/vehicles entry and exiting.

Click @ to enter the flow control preview interface.
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TRV T TN

f !-r! human

TR

In the above interface, you can switch the camera and view the image. When the people/vehicles inside exceed the threshold, the icon

will turn red.

—
Click on exits the current page.
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16 Visitor Management

The system provides an entire process for visitor management. You can manage visitors through access control devices and this system.

16.1 Add Access Control Devices

You can add a face recognition & access control terminal to manage visitors.

Click Home—>Resource Management—>Add, Edit or Delete Device>Encoding Device to add face recognition & access control devices.
Note: Access control devices includes face recognition & access control terminal, face recognition IP Camera, face recognition NVR, but
the face recognition IP Camera and NVR only can record the access records of the visitors. Please contact our technical supports to get
the detailed models.

16.2 Apply for a Visit

There are two ways to apply for a visit.
1. Go to Visitor List=> Visitor Registration interface. Click “Visitor Registration” to add a visitor.

Fill out the information of the visitor and then select the visitee as needed.

Visitor Registration Record Search

[i] Delete [ import [ Export [2 Export Al ) Export Template Failure Record
® Create Add Ta rget &3

() Basic (2) Access Control
& Default Group
Visitor information
No.
* Name E‘

Upload
Gender © Male O Female v

Telephone
Image size: less than 200KB is recomn
Address
-
Remark
Certificate

ID Type 1D Card -
*ID NO

Birth Date  2023-12-25

Next OK Cancel

Select the access point.
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Add Target
(@ Basic (Z) Access Control

Select Visitor
Information of Visitee

*Visitee  Select v | N, © 33
\ ame: amera
Effective Time  2023-12-25 15:07:51 ~ 2023-12-25 W?:D?\El @ Default Group [
Telephone:
Access Permissions & Camera33
- r -
>, y Work ID:
* Access Point Al v  $¥sq o '
-
?/ . Group: Default Group

‘Canoell

| Plevious} ‘ Cancel ‘

Visitor Permission Group Settings:

Click “Set the visitor permission group” to skip to the permission management interface. Click “Visitor Permission Group” to set the
permission of visitors as shown below.

People and Vehicle Management Permission Management

Add ) T Delete

[Ea Permission Group

(@ Visitor Permission Group

* Name
[@ People Sync Record Query
= Vehicle Sync Record Query Selectable Device 1/2 Selected Device 0/0
El [ default area

[] Camera33

\@

»

A

@ Cancel

Click [Add] to add a visitor permission group. Set the permission group name and add the access point as needed. You can also modify
the permission for the added visitor permission group here.

2. Add a visitor via the shortcut key

(1) Add a visitor from the alarm pop-up window of face comparison
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@ Default Group

Comparison Results

Verified Target Info(details)

Add to Group

Details

Block List (Vehicle): 0

Visitor information

No.

*Name

Telephone

Address

Remark

Certificate

*|D NO

Gender © Male O Female

ID Type ID Card

Birth Date  2023-12-25

ccess Control

Image size: less than 200KB is recommended

|Next||Canoe\}

(2) Add a visitor from the snapshot from smart snapshot retrieval interface

Image Search by Face  Face Comparison Retrieval  License Plate Comparison Retrieval

Match Typ{
Human F.
Search Soi
Intelligen
Gender
Unknow;
Mask
Unknows

Hairstyle

Unknow

Telephone

Unknow

Headgear

Unknow

Time

2023-12

q

B (D) default area

(3 Export

Smart Snapshot Retrieval

Add to Group

VIP List v o )
Visitor information
Visitor List ~ No.

*Name
@ Default Group Gender

Telephone

Address

Remark

Certificate
ID Type
*ID NO

Birth Date

Camera33

O Male O Female

ID Card

2023-12-25

(2) Access Control

Image size: less than 200KB is recommended
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(3) Add a visitor from the real-time smart snapshot interface

Pass-by(Today): 2451 Abnormal Temp: 0 Mask Off: 30 Vehicles Passing(Today): 9 Plate Comparison(Today): 9 Block List (Vehicle): 0

[ T=g iBv55 42023007 - 2358
S N S e o

Add to Group

[ Smart Snapshot 1
N

®

() @ @

L=z S 2o Condey b
@ @ @
Mask Headgear Hair
*Name  Camera33 !
[ Default Group ) Camera33 12:2515:20:56 |
Gender © Male O Female s
Work ID
Telephone W
Image size: less than 200KB is recommended
Remark
Detail A~
IDType ID Card - Birthday  2023-12-25
IDNO Country
Province City
Work Type Email Address

VIP List v

= =]

Note: if the operator has no permission of visitor adding, they cannot add visitors.

16.3 Search and Export Visitor Record

Set the start and end time and then click [Search] to search the visitor record.

You can also enter the key words and click Q to search the visitor record.
Click [Export] to export the visitor record to an Excel file. Note that only the super administrator supports visitor record export.

Visitor Registration  Record Search
| — Timeout 0 Time 2023-12-25 00:00:00 ~ 2023-12-25 23:59:59 =] O
»
@ visitor Record 2 Bport
- o Number Operation Name ‘Whether Access is Allowed | Visit Status ' Access Control Device Visitee ID Photo
arget Picture
1 & 2 0 Allow Access Visiting Binding Failed Camera33 Eay |

After the access control device is linked to the visitor, the access control device will report the matched information to the platform when
the visitor comes.

Visitor Registration Record Search

[ Visitor Registration [ Delete [ Import (2 Export [ Export All Export Template Failure Record

@ Create

Name 04

Telephone /
Remark
& Default Group / No. Name Time Monitoring Point Picture

= L v

B =B Z m 1 04 2023-12-25 15:29:38 IPC
—
L)
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16.4 Exception Handling

16.4.1 Extending Visit Time or Modify Access Point

There are two ways to handle the exception.

1.

[ Visitor Registration [ Delete (&) Import
Details
® Create o 5
Name 04 Access time will expired at 2023-12-25 17:45:42
Number Operation
Telephone /
Remark /
Name 04
e © s 2m \ Gender Male
ID Card No.  00¢
2 Z
Visitor's Phone
Respondents Camera33
Visitee's Phone
«
Expired Time
Expired Time after Extension B Timeout Reminder  No Extension -
Access Point  All -
Totak2 50 - B
[ Visitor Registration [ Delete () Import  [3 Export (2 Export Al Export Template Failure Record
Target Picture m} Name 1D Type IDNO Remark Qperation
[m] 04 ID Card 000 & 2Mm
Number Operation Name Whether Access is Allowed Visit Status Access Control Dey
1 04 Allow Access No Visit Binding Failed
Name: 04 2 2 04 Allow Access Visit End Invalid
Gender: Male
Telephone: /
2. Go to Visitor Management—> Record Search
Visitor Registration  Record Search
= Time  2023-12-25 00:0000 ~ 2023-12-25 23:59:59 Q
Q@ Visitor Record
Target Picture e G Visit Eni
1 &2
Name 04
2 I \
\ Gender Male v
No image ID Card No.  s0x
Visitor's Phone )
Name: -- Respondents  Camera33
Gender: --
Visitee's Phone
Telephone: --
Visitor Card No: -- BT
1D Photo
Expired Time after Extension
Access Paint -
Remarks
No image

Go to Visitor Management—> Visitor Registration interface as shown below.

Visitor Registration
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For valid record, you can edit the visit time period and access point.

Please set the expired time or extend the visit time period as needed.

Access Control Permission Group: if the access point or visitor permission group is unbound, the access permission of the corresponding
visitors under this access point or visitor permission group will be ineffective.

16.4.2 Not Visiting/Leaving Beyond the Given Time

When someone’s visiting is about to exceed the given time or the pre-registered visitor doesn’t come within the given time, a prompt
window will appear to remind the operator to extend the visit time or take other actions.

If this prompt window is not handled, the visitor will be marked as “Timeout”.

Clicking on the [Timeout] button appears the relevant records

For the timeout record, you can modify the access permission and manually give the permission and extend the expired time.

Click “Finish” to end this record process immediately.
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17 Parking Lot Management

Click . at the right bottom corner of the home page. Select “Parking Guide” to quickly view the setting steps of the parking lot
management.

Parking Guide

)
4 G
Add Device Parking Lot Configuration
@ Atendance Guide

Vehicle Group Management

B Video Monitor Guide

TN TV Wall Guide

™~
Q Eh Parking Guide

Integrated Search Report Statistics
Face Access Guide\

In the parking guide interface, click the corresponding menus in sequence to quickly set the parking lot.

17.1 Add Devices

[ ] Add LPR Camera

Before using parking lot system, please add LPR cameras first. The LPR camera is use to capture the license plate of the vehicles entering

or exiting the parking lot.
There are two ways to add LPR camera.

1. Click Home—>Resource Management—>Add, Edit or Delete Device>Encoding Device to enter the encoding device adding interface.
Click [Add] to add your LPR camera.
2. Add the LPR camera to your NVR with license plate recognition function and then add this NVR to the platform.

®  Add LED Display Screen
Before using parking lot system, please add the LED Display Screen which is used to display the information of the vehicles entering or
exiting the parking lot.

Click Home—>Resource Management—>Add, Edit or Delete Device—>LED Display Device to go to the LED display device adding interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task

Encoding Device (Online/Total number: 3/4) Add LED DISp\ay Device

Decoder (Online/Total number: 0/0)

Device Name Type IP Address Port Delete

LED Display Device (Online/Total number: 0/0)

LED Display D... IP Screen 0.0.0.0 5000

Intelligent Analysis Server (Online/Total number: ...

Port: the default port is 5000.
Type: please select IP screen.

IP address: enter the IP address of the IP screen.

107



17.2 System Settings

17.2.1 Parking Lot Settings

Go to Parking Lot Management—>System Settings—> Parking Lot Configuration as shown below.

Vehicle Monitoring ~ Integrated Search  Report Statistics  System Settings ¢'
= + W Basic Configuration A
@ Parking Lot Configuration *Parking Lot Parking lot ] Allow temporary vehicle access even if the parking space is full

&2 Parking lot
& Vehicle Group Management # Total Parking Space # Number of the current vehicles 4
Block List Management
Remaining Parking Space Number of overflow vehicles
* Barrier Gate Opening Duration(s) 15 * Repeated license plate waiting time 5
Temporary vehicle timeout configuration ~
Enable overtime parking of temporary vehicles * Temporary vehicle timeout threshold (hours) Daily alarm time
license plate configuration A~
Special license plate (Automatic release, Multiple types are separated by ")
Entrance/ Exit Setting ~
*Entrance Name  Gate & Lane Management 1]
Lane Name LaneType  Temporary car opening method Fixed Car Opening Method Linked ANPR Camera Linked LED Screen
Entrance Lane Entrance Release Automatic Release
Exit Lane Exit Release Automatic Release

®  Add or Delete Parking Lot
Click + to add a parking lot as shown below.

Basic Configuration

New parking lot

ﬁ‘? Parking lot

* Parking Lot

OK Cancel

Select the parking lot and click to delete it. Note that there must be no entrance or exit or vehicle group under the parking lot, or it
cannot be deleted.

®  Basic Configuration

Select the parking lot and then set the relevant parameters for it. You can modify the parking lot name, set whether to allow temporary
vehicle access even if the parking space is full, total parking space, number of the current vehicles (in order to ensure the accuracy
counting of remaining parking space, please make sure that no vehicle entering or exiting), remaining parking space, number of overflow
vehicles, barrier gate opening duration and repeated license plate waiting time. After that, click [Apply] to save the settings.

Total Parking Space: the set total parking space
Number of the current vehicles: the number of vehicles staying in the parking lot

Remaining parking space: Total parking space minus the number of the current vehicles (if the number of the current vehicles is more
than or equal to the total parking space, the reaming parking space will be “0”).

Number of overflow vehicles: the number of the current vehicles minus total parking space (if the number of the current vehicles is less
than the total parking space, the remaining parking space will be “0”).

Repeated license plate waiting time: the same license plate will be identified once within the set waiting time

108



®  Temporary Vehicle Timeout Settings

Overtime Parking of Temporary Vehicles: if enabled, timeout threshold and daily alarm email sending time should be set. Once the
temporary vehicles that stay in the parking lot exceed the set timeout threshold, an email will be sent according to the set time.

[ ] Entrance and Exit Settings
Click [Add] next to “Entrance/Exit Setting” to create an entrance/exit. You can directly modify the entrance name and click [Apply] to save
the setting.

For the added entrance/exit, click ® to delete it. Before deletion, please ensure that there is no lane information under it, or it cannot
be deleted.

® License Plate Configuration

You can enter the special characters. When detecting the license plate including the set special characters, the system will automatically
release.

[ ] Lane Management

Click [Lane Management] next to the entrance name. This will bring a lane setting window. Click to add a new lane. Set the lane
name, lane type and temporary car release way (manual/auto release). After that, click [Apply] to save the settings.

®  Binding LPR Camera

In the lane management window, click [Setup] of the linked LPR camera line to bind the LPR camera as shown below. Multiple cameras
can be bound to one lane.

noIMme race ALLENUAICE  AIGIT CENLET  Face ACC

Bind License Plate Capture Machine

Report Statistics  System Settings ANPR Camera Linked ANPR Camera
arking Lo +0
Special license plate Selectable Device 171 Selected Device 0/0
Lane Management >
Lane List “Lane Name  Entrance Lane

o [ ® default area /@
Add
“Llane Type  Entrance v B Irc

@ Entrance Lane o
Temporary car opening method ~ Release -
@ Exit Lane @
Fixed Car Opening Method ~ Automatic Release e 3

Linked ANPR Camera B

[JJ Enable 485 Screen

Linked LED Screen - \ Q

More W _
\ oK Cancel
™~ | & Lane Management

rary car opening method Fixed Car Opening Method Linked ANPR Camera Linked

®  Binding LED Screen

In the lane management window, click [Setup] of the linked LED screen line to bind the LED screen as shown below. One screen can be
bound to one lane only.

109



ne Management X

Lane List *Lane Name  Entrance Lane
@ Add
#Lane Type  Entrance h
@ Entrance Lane .
Temporary car opening method ~ Release v
@ Exit Lane
Fixed Car Opening Method  Automatic Release -
Linked ANPR Camera hd

[T Enable 485 Screen

Linked LED Screen E

More W

L4 Binding RS485 Screen

In the lane management interface, you can also bind RS485 screen. Enable RS485 screen, select the screen type and then click [Apply].
Before binding RS485 screen, please ensure that the license plate capture camera has been connected to the screen via RS485 interface.

Lane Management X

Lane List *Lane Name  Entrance Lane
® Add
* Lane Type  Entrance v
@ Entrance Lane
Temporary car opening method  Release -
@ Exit Lane
Fixed Car Opening Method  Automatic Release hd
Linked ANPR Camera -

Enable 485 Screen

Type  Car easy to pay LED screen ¥

Test  Welcome

More W

Cance!

®  Binding Vehicle Group

In the lane management window, click “More” to bind vehicle group. Select the vehicle group as needed. Then click [Apply] to save the
setting.  All vehicles in the vehicle group bound to the lane will be allowed to enter/exit in the parking lot.

ne Management x

Lane List * Lane Name  Entrance Lane
® Add
*Lane Type  Entrance -
@ Entrance Lane
Temporary car opening method  Release -
R Exit Lane
Fixed Car Opening Method  Automatic Release -
Linked ANPR Camera -
(] Enable 485 Screen
Linked LED Screen -
More &

Bind Vehicle Group  p - |

Cancel

Note: A parking lot can add multiple entrances and exits; an entrance/exit can add multiple lanes; a lane can bind multiple license plate
capture camera; but one license plate capture camera only can be bound to one lane of the entrance/exit in the parking lot. The name of
the parking lot cannot be repeated; the names of entrances/exits in the same parking lot cannot be the same; the names of the lanes in
the same entrances/exits cannot be the same.
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»  Other Settings

In the system settings interface, click ﬁ' at the top right corner to set the LED display and alarm linkage switch.

Report Statistics System Settings . . @
Configuration x /

Parking Lot + W s s r
e Special license plate (Automatic release, Multiply XCP-LED Display Setting

Title  WELCOME
Entrance/Exit Setting ~

&2 Parking lot
Fixed Vehicle Tips <-WELCOME

# Entrance Name ~ Gate & Lane Management Temporary Vehicle Tips  RECEPTION-> [
Lane Name laneType  Temporary car openingmethod  Fixed Car Ope Block List Vehicle Tips  REFUSE->
Entrance Lane Entrance Release automatic| Alarm Linkage Switch
Exit Lane Exit Release automatic|  Block List @) Allow List Temporary car (@D

oK Cancel

Alarm linkage: please enable “Block List”, “Allow List”, “Temporary Car” as needed. If these alarm linkages are enabled, click at the
bottom right corner to view the corresponding alarm information.

Block List Vehicle Tips REFUSE- >
Alarm Linkage Switch Manad
Block List () Allow List Temporary Car ()
| Unprocessed: 115 | B Device Alarm Motion Detection E Face Alarm B Other Intelligent Al 1 er Alar
oK Cancel
Alarm Time Alarm Source Alarm Type RECOTO o FId K DEVICE FIayDatk ToTage S napsh

2023-12-25 10:26:24 Camera33 Manitoring Point-Motion Detection
2023-12-25 10:26:22 PC--52668 Parking-Parking, Temporary vehicle

2023-12-25 10:26:14 Camera33 Manitoring Point-Motion Detection

Additionally, only when the above-mentioned alarm linkages are enabled, can the corresponding alarm linkage be set successfully in the
alarm center. Go to Home—>Alarm Center>Alarm Setting interface, set the alarm type (Parking-Parking, Blacklisted vehicles;
Parking-Parking Allow list vehicle; Parking-Parking, Temporary vehicle), select the bound license plate recognition camera (or the bound
LPR camera), enable the desired linkage items and set the schedule.

After that, when detecting the corresponding vehicles, the system will trigger alarms accordingly.

Alarm Log Search Alarm Setting

= Alarm Type Ganon Al OFF Area

[E2 Alarm Linkage Settings Name Audio hd Preset hd Record
o
Monitoring Point-Door Contact Alarm Camera33 ~ OFF Null Null
£2 Manual Alarm Out
Monitoring Point-Region Entrance Det...
IPC v OFF Null Null
SOP Setting Monitoring Point-Region Exiting Detec...
. . IPC v OFF Null Null
Monitoring Point-visitor alarm
8= Alarm Task Settings
Monitoring Point-VIP alarm IPC ~ OFF Null Null
[ Email Settings Monitoring Point-allow list alarm 15c ~ OFF Null Null

Monitoring Point-Suspected over temp
L SIRA Alarm Setting Monitoring Point-Suspected Low Temp...
Monitoring Point-Mask Off
Monitoring Point-stranger alarm
Monitoring Point-block list alarm

Monitoring Point-Vehicle control,block...

Meonitoring Point-StorageServer reque...

Parking-Parking, Blocklisted Vehicle
Parking-Parking, Allowlisted Vehicle

Parking-Parking,Temporary vehicle

Monitoring Point-Abandoned object
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17.2.2 Vehicle Group Management

Go to Parking Lot Management—>System Settings—> Vehicle Group Management interface as shown below.

Vehicle Monitoring ntegrated Search  Report Statistics ~ System Settings

= Parking Lot Admission Schedule: 7%24

Passable Area: Parking lot
@ Parking Lot Configuration

© Vehice G v " El & Parking lot [ Add [ Delete &2 Unbind € Bulcbinding & Modify Validity Period [ File import ~ [ Download Template - [3 Export ~
ehicle Group Managemen

B Fixed Vehicle Group

[} Number Plate Name Work ID Phone Vehicle Type |  Vehicle Color Start effective time End effective time
Block List Management B Temp Vehicle Group

[

Remaini

®  Add, Modify or Delete Vehicle Group
Add Vehicle Group:

Move the cursor onto the parking lot name and then “+"will be shown. Click this icon to add a vehicle group. Enter the vehicle group
name and then click “More” to set more parameters.

Vehicle Monitoring ntegrated Search Report Statistics System Settings

Parking Lot

= | 69 Parking lat (-I-j
B Fixed Vehicle Group

@y Parking Lot Configuration

(2 Vehicle Group Management

Block List Management B Temp Vehicle Group

Click ﬁ to set the passable area of the vehicle group and admission schedule.

Set passable area x
Add car group X

[ ® g Parking lot

*Vehicle group name

= &} Entrance1

More &
/ ® §A Entrance Lane
* Passable Area
®/ B §A Exit Lane
* Admission Schedule  7%24 v [l ® &) Gate
[} Separate allocation of parking spaces ® §a Entrance Lane

Reminder: Only valid for admission

oK Cancel

OK Cancel

Check “Separate allocation of parking spaces” to separately set total parking spaces and the number of the current vehicles of the vehicle
group”.
Modify or Delete Vehicle Group:

Move the cursor onto the vehicle group name and then 0] will be shown. Click this icon to delete. If there are vehicles added in the
vehicle group, it cannot be deleted. You must delete all vehicle information first and then this vehicle group can be deleted.

Move the cursor onto the vehicle group and then A will be shown. Click it to modify the vehicle group name, passable area and
admission schedule. After that, click “OK” to save the settings.

Parking Lot Admission Schedule: 7524 [

Passable Area: Parking lot

[l 62 Parking lot @ Add

[ Delete & Unbind & Bulk binding & Modify Validity Period 3 File import ~ Download Template = [4 Export ~
[= Bl
O Number Plate Name Work ID Phone Vehicle Type Vehicle Color Start effective time End effective time Remaini
B Fixed Vehicle Group
[m] AB3597 e Small Car Black 2023-12-25 2028-12-25

B Temp Vehicle Group
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Vehicle Information Settings

Add Vehicle Information: Select the vehicle group, click [Add] to add a new vebhicle. Fill in the relevant vehicle information. The number
plate must be entered.

Parking Lot Admission Schedule: 7524

Passable Area: Parking lot

) g2 Parking lot @ [ Delete &3 Unbind & Bulk binding 2 Modify Valid

& Add New Vehicle x
B Fixed Vehicle Group

B Temp Vehicle Group * Number Plate
Owner Input Method © Input Manually O Select from person list

Name
Phone
Vehicle Type  Small Car -

Vehicle Color  Black -

Description

[ Permanent validity period

Time  2023-12-25 ~ 2028-12-25 =]

Delete Vehicle Information:
Select the vehicle information and then click [Delete] to delete the vehicle information.

Note: If the vehicle information you want to delete is bound to other vehicle groups, it will be deleted too in other vehicle groups.

Bulk Binding: in the vehicle group management interface, select the vehicle group and click [Bulk Binding] to bind other vehicles to this
vehicle group.

Note: one license plate only can be bound to a vehicle group of other parking lots. It cannot be bound to other vehicle groups of the
same parking lot.

File Import: ClickilDownload Template] to export a. cvs or .xlsx file. Then open the template, edit all vehicle information and then save it.
Click [File Import] and then select the edited file to import all vehicle information.

.cvs template file includes three attributes, including plate number, owner’s name, and owner’s phone.

A B C D
1 | (B1)Numbe¢ (B2) Ownei (B3) Owner s Phone
2 A123456 Simon 11111111111
3
4

Xlsx file includes many attributes, including plate number (compulsory), owner, owner, phone, vehicle color, vehicle type and so on.

A B c D E F G H
1
2 Number plate | Owner's Name | Owner's Phone Description Vehicle Type Vehicle Color Start Time End Time
3 A123456 Simon & 11111111111 Discription Small Car Blue 2022/01/13 2022/01/13
4
=

Unbind Vehicle: Select the vehicle you want to unbind and then click [Unbind selected]. In the pop-up window, click [OK]. This vehicle will
be removed from the current vehicle group. The vehicle information will not be deleted and the binding relationship between the vehicle
and other vehicle groups will not change. This vehicle also can be bound to the other vehicle group of this parking lot. You can also click

& Unbind o unbind.
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Modify Vehicle Information: in the vehicle group management interface, select a vehicle and then click Z to change this vehicle
information.

Vehicle Search: in the search bar, enter the key words to search the vehicle information.

17.2.3 Block List Management

Go to Parking Lot Management - System Settings—> Block List Management interface as shown below.

Vehicle Monitoring ntegrated Search Report Statistics System Settings

Black List Management [i] Delete [ File import ~ Download Template -]

N " . Block List i
@ Parking Lot Configuration ock Lis Add New Vehicle X

=) Vehicle Group Management

* Number Plate

Block List Management Owner Input Method @ Input Manually O Select from person list
Name
Phone
Vehicle Type ~ Small Car -
Vehicle Color  Black hd
Description

Block list is created by default. Click [Add] to add the vehicle information. The plate number must be entered. The vehicles added to the
block list cannot be added to any other vehicle groups.

Select the vehicles and then click [Delete] to delete the vehicles from the block list. Import the vehicles to the block list is the same as
vehicle import to other vehicle groups.

Click & to modify the vehicle information in the block list. Click [OK] to save the settings.

17.3 Vehicle Monitoring

Click Parking Lot Management—>Vehicle Monitoring. Then you can view the real-time lane monitoring video, vehicle passing information,
remaining parking space and so on.

17.3.1 Real-time Vehicle Preview

Drag the camera on the left panel to the preview window to view the real time video. 1/2/4/9/16 screen display mode and stream can be

selected. Click m to close all previews.
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o

Vehicle Monitoring

W22711/22 17:04:41
7 Current Parking Lot @ Parking lot 2
XRemaining Parking S..  @Total Parking S... [Z
@ Parking lot 100 100

&1 Entrance!
#A Entrance Lane

- °C

[ Vehicle Pass Information

#A Exit Lane

a1 Gate

License Plate
Picture:

License Plate: WaB3597

Owner's Name:
Parking Type: Temporary Car

Vehicle Type: Small Car -

Pass Time: 2023-12-25 10:44:32

EEE] LA h Lane: Parking lot Entrancel_Entra

Pass Record> (] Only display the current preview window records B Auto Release B Release 8 Not Released Lane Type: Entrance

" T . Term of Validity: Null
Pass Time License Plate Owner's Name Pass Type Parking Type |  Vehicle Type Parking Lot Entrance Lane Lane Typ

2023-12-25 10:44:32 #83597 Not Released  Temporary Car Small Car Parkinglot  Entrancel  Entrancela..  Entrance
2023-12-25 10:26:22 52668 Not Released  Temporary Car Small Car Parkinglot  Entrancel  Entrancela..  Entrance
2023-12-25 10:26:13 3597 Not Released  Temporary Car Small Car Parkinglot  Entrancel  Entrance La. Entrance

@ Temporary car, please release manualy

pere—

17.3.2 Pass Records

Under the preview window, you can view the real-time vehicle passing records. If “Only display the current preview window records” is
checked, the system will only display the vehicle information identified by the camera that is playing in the preview window. If disabled,
the vehicle information identified by all cameras under all parking lots will be displayed. You can also filter the passing record by selecting

“Auto Release”, “Manual Release” or “Not Released”.

When the scrollbar on the right of the passing record area is in the top or bottom, the passing record may not refresh; when the scrollbar

in the middle, it will stop refreshing and the current passing record page will not change.

17.3.3 Pass Information

On the right panel of the vehicle monitoring interface, it shows vehicle passing information. In the current area, you can view the vehicle
image, license plate, lane type, vehicle type, term of validity, enter information and the vehicle status. You can also modify the
information of vehicles unreleased (or manually released), including license plate, vehicle type and so on.

Select a preview window and then the passing record area will refresh the vehicle information identified by the camera; Select a passing
record, vehicle pass information area will display the selected vehicle information and the passing record will not refresh. Re-select the
preview window to continue refreshing.

7

On the top right of the vehicle monitoring, it is total parking space and remaining parking space display area. Click to edit the total

parking space and remaining parking space. Please make sure there is no vehicle entering or exiting before modification in order to

guarantee the accuracy counting of the remaining parking space.

17.4 Integrated Search

17.4.1 Search Pass Information

In this interface, the information of the vehicles entering and exiting the parking lot can be searched.

Set the filtering condition, such as the start and end time, license plate, vehicle type and lane. Click [Search] to search the records.
Click a passing record and then the corresponding license plate image will be displayed on the right. You can zoom in and download it.

At present, up to 3,000,000 passing records can be stored and 120,000 vehicle passing images can be matched to these passing records.

To modify passing record: select a passing record, click [Modify], select the vehicle type and click [OK].

To export the parsing record, search the desired passing record and then click [export] to export the records to the specified file named
after “Integrated Search + data” (eg. Integrated Search_20220112_11233555). The export file is .xls file.
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Venicle Monitoring  Inlegrated Search  Report Statistics  System Setting &

= StartTime  2023-12-2500:00:00 < EndTime 2023-12-25235959 <  License Plate

] Pass Picture

@ Passinfo Vehicle Type Al *  Typeof Parking All ¥  PassType Al - ™~

Parking Area  Parking ot -
D Overtime Parking arking Area  Parking lo m

[3 Bxport  [4 Modify
& Search Vehicles in the Parking Lot

No. Pass Time Ucense Plate | OwnersName | Passing Parkinglot | Entrance Lane Direction | Vehicle Type

1 2023-12-25 1044:32 AB3597 Parking lot Entrancel  Entiance la..  Entrance Small Car

2 2023-12-25 1026:22 52668 Parking lot Entrance!  Entrancela..  Entrance Small Car ““
3 2023-12-25 10:26:13 83597 Parking lot Entrancel Entrance La. Entrance Small Car

17.4.2 Search Overdue Parking

In this interface, you can check the information of the vehicles which stay in the parking lot longer than the predefined parking duration.

Before searching, please make sure you have enabled overtime parking of temporary vehicles in the parking lot configuration interface.
(Click Home—> Parking Lot Management—>System Settings— Parking Lot Configuration)

17.4.3 Search Vehicles in the Parking Lot

Set the filtering condition (start time, end time, plate number, vehicle type, parking type or parking area), click [Search] to search vehicles
in the parking lot. Click [Export] to export the searched vehicle information in the parking lot.

Vehicle Monitoring  Integrated Search ~ Report Statistics  System Settings
= Start Time 2023-12-2500:00:00 & EndTime 2023-12-2523:5959 = License Plate: Vehicle Type  All v Typeof Parking Al -
Pass Info PassType Al w  Parking Area  Parking lot -
. . [ Export
O Overtime Parking
No. Pass Time License Plate Owner's Name Passing Parking Lot Entrance Lane Direction Vehicle Type |  Type of Parking Pass Type Set to Leave
& Search Vehicles in the Parking Lot 1 2023-12-25 10:51:53 AB3597 Parking lot Entrancel  Entrancela..  Entrance Small Car Temporary Car Release @

If the searched vehicle has actually been driven away, you can click & to correct. Then the vehicle will not be searched in this
interface.

17.5 Report Statistics

Go to Parking Lot Management—>Report Statistics interface. In this interface, vehicle flow statistics of all parking lots can be searched and
viewed via line chart, bar graph and pie chart.

[ Traffic Flow Statistics ]

2 Export Excel  [3 Export Picture
Report Type: Daily Report

Time: 2023-12-25

B &8 Parking lot

Entrance: Entrance; Gate;

3] Total Number of Vehicles Entering 3] Total Number of Vehicles Exiting

1 0

Traffic Flow Statistics ® Entance @ Bit I W

Granularity 06 / \
Entrance - \

|
- I | \
X [

@ 02 K \

On the left panel, select the parking lot and entrances/exits you want to view the statistical information. Then select the report type and
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3

data. Click
information.

to select the desired date; click to select the date range. After that, click [search] to display the statistical

The default granularity is “Entrance”. You also can select “Parking Lot” and click [Search] to refresh the vehicle flow data. The report
type, time and granularity will be shown on the top of statistical information. The total number of vehicles entering or leaving can be
viewed too.

Click 2 to view the data statistics in the line chart; click Ml to view the statistics in the bar graph. You can view the entrance or exit
information as needed. Put the cursor on the statistic chart/graph to view the detailed information.

0000 ©01:00 0200 03:00 04:00 0500 0600 0700 0800 09:00 10:00 11:00 12:00 13:00 1400 1500 1600 17:00 1800 1900 20:00 21:00 2200 2300 24:00

[ Parking lot_EntrancelEntrance [l Parking lot_EntrancelExit [l Parking lot_GateEntrance Parking lot_GateExit

Proportion of Vehicles Entering Proportion of Vehicles Leaving

® Parking lo..

Parking lot_Gate ® Parking lo..

Parking lot_Entrance..

Export: You can choose to export Excel or image as needed. Click [Export Excel], select the path and then click “Save” to export the
files(.xls). The file name format is “Report Statistics_ Date”.

Click [Export Picture] to export pictures (.png format).
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18 Body Temperature Measurement

18.1

Add Temperature Reading Devices

This platform supports thermal network camera and temperature measurement panel access.

1. Click Home—>Resource Management->Add, Edit or Delete Device>Encoding Device to go to the encoding device interface. Click

[Add] to add the temperature reading devices.

2. Click Home—>Resource Management->Device Setting to go to the device setting interface. Select the temperature reading device and

then click the “Thermal imaging settings” tab to enable temperature measurement function.

3. Set the temperature unit, high temperature threshold and low temperature threshold (different devices may have different settings).

4. Click [Apply] to save the settings.

Add, Edit or Delete Device

[ (A default area
IPC

& Camera33

IPC

IPC

= & ec
IPC

& IPC

Device Setting

Encoding Device

Area Setting Channel Group Setting

OSD Setting Image Setting

Enable

Temperature mode

Temperature Unit

High temperature abnormal alarm

High temperature abnormal threshold

Low temperature abnormal alarm

Low temperature abnormal threshold

Task

Stream Setting

o
Speed
«c

&

37.2

&

35.5

Exception Detection

/

- The temperature setting range is(0~99)°C

- The temperature setting range is(0~99)°C

Face Detection Thermal imaging settings

18.2 Temperature Screening

18.2.1 Configuration

1. Click Home—>Temperature Measurement->Live Preview%u

2. Set the temperature measurement parameters as needed.

to go to the following interface.

Live Preview Search

() default area

Eg] E;] Eﬂ Self-adaptive Stream ¥

[ Pass Record ]

Abnormal Temperature Threshold  37.3

—

:  (3sc-420)

[ Record Validity day

Low Temperature Detection

Pop up Automaticaty @D

Data Reset Settings:

Automatically pop up the abnormal temperature alarm processing box
Pop up nan-mask alarm bax

Data Display (] Hide Normal Data

Reset Type:  Close M
StartTime  2023-12-21 10:57:16 =

Reset

Data Sources of Temperature Reading Tablet

Voice Prompts

Temperature Abnormality Reminder

Non-Mask Voice Prompt

© Comparison Data O Detection Data

Suspected fever

Mask Off

®

—

al Record >

Abnormal temperature threshold: please set the value according to the actual condition. When the temperature detected is over than

the set value, alarms will be triggered.
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Record validity: Set how long the platform will keep the temperature records. If it is enabled, the temperature records will be cleared

beyond the set days.

Pop-up automatically: if enabled, the abnormal temperature alarm processing box will pop up automatically. Additionally, you can

enable “Pop up non-mask alarm box” as needed.

Data Display: you can choose “Hide normal data”. That is to say, if the temperature of the person scanned is normal and the mask is

detected, these data will not be displayed on the client.
Data Reset Settings:

a. Reset time and type: please reset time of the temperature data as needed. These data can be reset every day, every week or every
month.

b. You can reset the statistics by clicking [Reset].

Data sources of Temperature Reading Tablet: including comparison data and detection data. If comparison data is selected, the platform
will receive the temperature reading result and face comparison result; if detection data is selected, the platform will receive the
temperature reading result and face detection result, but it is not sure whether the person is matched with that of the face database

Voice Prompt: Please set the over temp voice prompt and non-mask voice prompt as needed. When no mask or elevated temperature is
detected, the set voice prompt will be heard.

18.2.2 Live Preview

Drag the thermal cameras/temperature measurement and face recognition terminals to the preview window. In this interface, you can
view various statistical information, such as total pass-by(today/total), Over-temperature(today/total), mask off (today/total), etc.

Live Preview  Search  Statisti &
2 P 0 [ é 0
[ Abnormal Record ] Abnormal Record >
= @ default area
B °c
= o)
- 1PC
Ay 12-2511:1530
& P —
[ PassRecord ] More > [ snapshot Statistics in Recent 7 Days ]
/\ /
2 ) / \\ /
/
& 1 /
=l / /
| \/

Putting the cursor on the snapshot picture appears a “+” icon. Click this icon to add this picture to the group of the face database.

The thermal image and visible light image will be displayed simultaneously if the thermal camera is dragged to the preview area. Right
click on the thermal camera window and then select the fourth stream to view the thermal image.

»  Alarm Handling

Click the captured image to pop up an alarm handling box as shown below. You can edit the personal information, including name, phone
number, ID number, address, whether to go to the infected area, etc.

Click “+” on the top right corner of the snapshot image to add it to the group of the face database.

119



Alarm Handling X

Snapshot Camera IPC Snapshot Time  2023-12-25 11:15:30
Temperature  36.7°C Suspected fever No
Mask Status  Mask Off Infected Area .
Status b Name 04
Phone Number ID Number
Address
Remark

Pop up Automatically Next Save

Pop up automatically: if enabled, the alarm handling box will automatically pop up on detecting an abnormal event (over temp/mask
off).

»  Full Screen Display

In the temperature measurement interface, click on the top right corner to enter temperature warning system interface.

Click E to exit the full screen mode.

18.2.3 Record Search

Select the camera and then set the filter condition (like the start and end time, temperature range, keywords, etc.) to search the records.

Search  Statistics ﬁ'

No. Suspected fever | Snapshot Camera Time Target Picture |  Original Picture | Temperature | Mask Status Status Alarm Handling | Record Playback | Processing Status

B Q) default area J S i)
1 No IPC 2023-12-25 11:15:30 367C Mask Off Unprocessed -4 ®
1!

Time
2023-12-25 00:00:00 ~ 2023-12-25 23:59 B

Range

Al AR~ ]
Mask Status

Al -
Status

Al Status -
Infected Area

Al -

Recognition Success
Al -

Keywords

In the above interface, you can view the target picture and the original picture, body temperature, mask status, alarm handling status,
etc.

18.2.4 Statistics

In the statistics interface, you can view the total pass-through counts, abnormal temperature counts and mask off counts.
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Statistics

[ Statistics ]

Pass-by (Total) Abnormal Temp Mask Off
B Q) default area 2 0
Traffic Statistics (2 =
15
«
1
05
Report Type:
Dally Report -
Date: 00:00 ' 1 2: 3: 04:00 0500 6o 0C 16:0: 1700 18:00 1900 ' 20:00 ' 21:00 ! 22:00 ' 23:00 ! 2400
] @
Statistics by Camera [

3

: Click it to switch between date and date range.

Choose the camera and then set the start time and end time. Click “Search” to view the statistics.

You can view the statistics via a line chart or bar graph. The statistical data can be exported by clicking “Export”.
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19 Industrial Temperature Measurement

19.1 Thermal Network Camera Settings

Click Home—>Resource Management—>Add, Edit or Delete Device>Encoding Device to go to the encoding device interface. Click [Add] to
add the security thermal network cameras.

19.1.1 Temperature Measurement Settings

After adding the security thermal network camera, click Resource Management—>Device Setting=>Temperature Measurement
Configuration to go to set the temperature measurement parameters.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task

Encoding Device Line Crossing Detection Intrusion Fire Detection Temp Configuration Temp Alarm

—_—

2 Searct

Color type Rainbow coding ¥ |

E @ default area
Camera33

=

& IPC
& IPC
& IPC
IPC
& IpC
-]

= _optical

E3]

0B #

| nermal <

Color Type: White/Black/Rainbow coding/Red

Restore: Click it to restore the set image to the previous image.

19.1.2 Temperature Alarm Settings

In the device setting interface, select the security thermal network camera and then click the temperature alarm tab as shown below.

Line Crossing Detection Intrusion Fire Detection Te M Confi i

Enable Temperature Alarm ‘)

Enable Name |  Type | Emissivity Distance(m) Reflective(°’C) | Edit
E Area 1 Area 0.8 10 10.11 2.
(| Area 2 Area 0.96 5 25 2
= Area 3 Area 0.96 5 25 4
(] Area 4 Area 09 5 25 2.
= Area 5 Area 0.96 5 25 2
[E] Area 6 Area 0.93 3 23 2
/] Point Point 09 5 25 2
] Line 1 Line 0.96 5 25 v
= Area 7 Area 0.96 5 25 2
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Enable temperature alarm.

Set the rules. Up to 10 rules can be set.

Double click rule name, type, emissivity, distance and reflective temperature of each rule to modify them.
The rule type includes point, line and area.

Edit: set the alarm rule.

Alarm Rule X

Alarm Rule Above(Maximum Temperature) *

1)
—

Alarm Temperature [ 100.00°C

Alarm Output E Output1

KN

After the above alarm rules is set and temperature alarm is enabled, set the alarm linkage items of monitoring point-temperature alarm

in the alarm linkage interface. When the detected temperature exceeds the set threshold, the related alarms will be triggered.
Start Draw: select the type and then draw on the image.

Clear: clear the drawn point/line/area.

Schedule: Set the schedule of temperature alarm.

Alarm Setting: Set the alarm of the IP Camera.

19.1.3 Fire Detection Settings

In the device setting interface, select the security thermal network camera and then click the fire detection tab as shown below.

Line Crossing Detection Intrusion Fire Detection Temperature Measurement Configuration Temperature Alarm
: Enable Q

Alarm Setting
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Schedule: set the schedule of fire detection, 7*24 by default.
Alarm Setting: set the alarm of IP Camera.
Apply: Click it to save the settings.

Enable: Check it to enable the fire detection function.

19.1.4 Alarm Linkage Settings
Click Alarm Center—>Alarm Linkage Settings—>Monitoring Point-Fire detection alarm
Enable the alarm linkage items, like record, snapshot, alarm output, etc.

When the detected temperature exceeds the set threshold, alarms will be triggered.

Alarm Log Search  Alarm Setting

E2 Alarm Linkage Settings Fire Name Audio | Presst | Record v Alarm Preview ~| Smapshat ™ Alarm Output -

) Monitoring Point thermal ™ OFF Null Nul Null Null Null N

£ Manual Alarm Out
Monitoring Point-Fire detection alarm

[S) SOP Setting

19.2 Temperature Measurement

19.2.1 Video Preview

Go to the video preview interface and then drag the thermal camera to the window to play. You can switch the stream under the preview
window. The temperature measurement rule and the current temperature will be displayed in the image. When the temperature alarm is

triggered, they will turn red.

Video Preview ~ Data Analysis  Search ﬁ

2023417242580 8142 40!

E @ default area
aptical

thermal

oHi ghest :28. 55° C

eAverage:27. 75° C
- 27. 98 & ———

elLowest :26. 65° C
) Average:28. 56° C ..
sbowest:27. 55° CeAyppmEsi28s263Ueghes":28.85
' Lowest:28. 05> ©

E Eﬂ E E Self-adaptive Stream ¥
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19.2.2 Data Analysis

Select the data analysis tab to enter the following interface. Select the temperature measurement rule (multiple rules can be selected)

and click [Apply] to view the real-time temperature reading results and image.

Video Preview ~ Data Analysis  Search 0
Real-time Temperature Plot Maximum Temperature ¥ Show Dots (2 Export Picture
E ® Q default area Units(°C)
B~
C & m _thermal
® Area7
M Areas D oo
® Line 1
® Point 0 .

17:04 1705 17:07
[ point [ Line 1 N Area 7 Area8

Temperature measurement settings: Click ﬁ to open the temperature measurement setting window. You can choose whether to

display detection rules and real-time temperature, set sensitivity and temperature rise alarm.

Temperature Measurement Settings X

Display Detection Rules D
Display Real-time Temperature D

Sensitivity 0.50°C

1

Temperature Rise Alarm

()

You can set the alarm linkage items of temperature rise alarm. When the rise of the temperature exceeds the set value, the relevant
alarms will be triggered. Go to Alarm Center—>Alarm Linkage Settings interface and select “Monitoring Point—Abnormal temperature rise”

to set the alarm linkage items.

Note: At present, the system will detect the temperature every 10s. If the temperature goes up 0.1°C every one second, the temperature
will rise up 0.5°C after 5 seconds, but alarms will not be triggered immediately. Alarms will be triggered when the temperature rises up 1°C

or higher after 10 seconds.
Different colors stands for different temperature measurement rules. You can view the temperature reading results.
Statistical type: Maximum/average/Minimum temperature.

Show dots: if enabled, the statistical temperature plot will show the dots as shown below. Put the cursor on the dot and then the detailed

data will be displayed.
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Real-time Temperature Plot Minimum Temperature ¥  Show Dots () (7 Export Picture

Units(°C)
B0

2 -

B == - -

17:04 17:05 1707 17:.08 17:09 1712 1713

B Point M Line 1 M Area7 O Area s

: Click it to export the temperature measurement data to the specified file.
Refresh Rules: Click it to refresh the monitoring points and then select the desired rules

Apply: After you select rules, click it to view the line chart.
Real-time Preview: click I on the right to extend the video preview window. Select a rule on the left monitoring point panel, this rule

will be highlighted. Click any point in the preview window to view the real-time temperature.

2023/8172 42580 81=fd 2= 45

oHi ghest :28. 55° C
eAverage:27. 75° C
ISCE AT L

eLowest :26. 65§° C

Average:28. 56° © -
slowest :27. 55° CoAupragsi28o2§3Uéghe=t:28.85

Lowest:28. 05> ©

Ej E3:| Eﬂ Eg] Self-adaptive Stream ¥

19.2.3 Record Search

Click Industrial Temperature Measurement—>Search to go to the following interface. Select one or more rules, set the start and end time
and click [Search] to view the temperature data.
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Data Analysi: Search

C &xport

No.

B () default area

2023-12-25 17:14:27

3-12-25 1741427

Monitoring Point Name
thermal
_thermal
_thermal
thermal
hermal
hermal
_thermal
_thermal
T_thermal
T_thermal

T_thermal

T_thermal

thermal
thermal

_thermal

Minimum Temperature

Average Temperature

Maximum Temperature

26.85°C

2735°C

27.25°C

2815°C

29.05°C

2875°C

28.85°C

2315°C

Time _thermal 28.75°C 29, Line
2023-12-25 00:00:00 ~ 2023-12-25 23:59:5¢ 9 _th 2835°C 29.05°C Area 7
Start/End Time: The end time shouldn’t be earlier than the start time.

Export: Click [Export] to export the temperature data to the Excel file as shown below.

A B C D E F G
7 6 2022-01-13 14:41:59 Industrial tem | 21.25°C | 21.25°C | 21.25°C 7
g | 7 2022-01-13 14:41:59 Industrial tem | 20.85°C | 22.45°C | 24.35°C 10
s 8 2022-01-13 14:41:48 Industrial tem | 33.25°C | 34.55°C | 35.35°C 10
w[ 9 2022-01-13 14:40:28 Industrial tem | 21.75°C | 21.75°C | 21.75°C 7
1 10 2022-01-13 14:39:07 Industrial tem | 21.25°C | 21.25°C | 21.25°C 7
2] 1 2022-01-13 14:38:57 Industrial tem | 23.35°C | 23.35°C | 23.35°C 5
13 12 2022-01-13 14:38:16 Industrial tem | 21.45°C | 21.45°C | 21.45°C 9
13 13 2022-01-13 14:37:36 Industrial tem | 21.95°C | 21.95°C | 21.95°C 9
157 14 2022-01-13 14:37:26 Industrial tem | 21.75°C | 21.75°C | 21.75°C 7
16 15 2022-01-13 14:36:05 Industrial tem | 23.85°C | 23.85°C | 23.85°C 5
17 16 2022-01-13 14:34:14 Industrial tem | 21.85°C | 21.85°C | 21.85°C 6
1w 17 2022-01-13 14:33:24 Industrial tem | 20.95°C | 22.55°C | 24.45°C 10
1w 18 2022-01-13 14:33:14 Industrial tem | 20.95°C | 22.75°C | 27.75°C 10
0 19 2022-01-13 14:32:34 Industrial tem | 21.35°C | 21.35°C | 21.35°C 6
220 2022-01-13 14:32:04 Industrial tem | 21.25°C | 21.25°C | 21.25°C 7
2 21 2022-01-13 14:32:04 Industrial tem | 23.35°C | 23.35°C | 23.35°C 5
=l 22 2022-01-13 14:28:31 Industrial tem | 21.45°C | 21.45°C | 21.45°C 9
e 2022-01-13 14:28:11 Industrial tem | 21.15°C | 22.15°C | 23.75°C 2
= 24 2022-01-13 14:27:30 Industrial tem | 21.95°C | 21.95°C | 21.95°C 4
26 25 2022-01-13 14:27:09 Industrial tem | 20.85°C | 22.65°C | 24.55°C 10

Delete: if the rule is deleted, all historical temperature measurement records under this rule will be deleted too.

127




20 User Management

Go to Home—>User/Role as shown below.

User/Role Online User Management
User/Role list
@ Role Role name
Menu permission Select Al
& Super Administrator
Resource Management Server Management Record Setting Alarm Management
E-Map TV Wall Parking Lot Management Configuration
Target Counting Search Face Greeting Face Attendance
Body Temperature Measurement Group Management Data Dashboard Face Access Control
Visitor List Industrial Temperature Measurement
Operation Permission Select All
Backup and Restore Database Check and Export Log E-Map Operation TV Wall Operation
Add/Modify/Delete Group Add Channel Group Delete Channel Group Parking Lot Configuration
Configure the access control right group Attendance rule configuration Attendance exception handling

There is a default super administrator by default. The username is admin; the default password is 1234. The super administrator cannot

be deleted.

Modify the password of the super administrator:

User/Role Online User Management

User/Role list

(# Role Enable -

* User Name

=l M Super Administrator

& admin *Password | Modify Password Modify Password X

Rtz User Name

Schedule * Qriginal password

# Password strength O Weak O Middle © Strong
Bind MAC Address 00 : 00 : 00 00 B-16 characters; numbers, special
characters, upper case letters and lower
case letters must be included.

Remark * Password

* Confirm Password

Create Security Questions / Answers Edit Security Question

el

OK Cancel

If it is the first time for you to log in, please select the super admin user and then click [Edit Security Questions/Answers] to set the
questions and answers. It is very important to reset the password if you forget your password.
Select the super administrator and then click [Edit Security Questions/Answers] to modify the questions and answers as needed after

verifying the username and password.

Click “Role” to pop up the following interface.
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User/Role  Online User Management
Role name  Create a role 1
Menu permission [] Select Al
& Super Administrator
[J Resource Management [ Server Management [J Record Setting [ Alarm Management
[ e-Map 0 v wall [J Parking Lot Management  [] Configuration
[J Target Counting [] Search [J Face Greeting [] Face Attendance
[J Body Temperature Measurement (] Group Management [J Data Dashboard [] Face Access Control
[ Visitor List [ Industrial Temperature Measurement
Operation Permission [ Select All
[J Backup and Restore Database L] Check and Export Log [J E-Map Operation [J TV Wall Operation
[ Add/Modify/Delete Group [] Add Channel Group [J Delete Channel Group [] Parking Lot Configuration
[J Configure the access control right group  [J Attendance rule configuration [ Attendance exception handling
Area Permission [ Select All
Area PTZ Control Video Preview Playback Record Backup Record Monitoring Point Setting Device Talkback Device Setting Devic
] default area [m] ] (] m) ] (] [m] (] [
Came... [} [} [} ] [} [} - -
IPC [m] ] (] m) ] (] - -
IPC [m] [ O [m) [ O - -

Enter the role name and then check the permission as needed.

o4
Put the cursor on the added role. Two icons will appear. Click = to add a user.

Enable ()

*User Name  Create a user 1

* Password strength O Weak O Middle © Strong

8-16 characters; numbers, special
characters, upper case letters and lower
case letters must be included.

* Password

* Confirm Password

Role Role 1 hd

User/Role list

Schedule 7%24 -
(® Role
Bind MAC Address 00 : 00O : 00 : 00 : 00 : 00 []

£l & Super Administrator

Remark

3 admin

2 Role 1 | Cancel |

After the user is added under the role, put the cursor on the user name. Then a deletion icon will appear. Click it to delete the added user.
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21 Operation and Maintenance Management

21.1 Check and Export Log

Go to Home—>Operation and Maintenance Management.

Click the “Check and Export Log” tab as shown below. All types of logs can be searched and exported here.

Check Log Backup and Restare Configuration Real-time Status Status Log

Time  EPE]-10-18 00:00:00 ~ 2023-10-18 23:59:59 Log Type  All Types hd

[ Export

No Main Type Record Time Node Name Sub Type ~ User Name User Address Details

1 Operation Log 2023-10-18 20:28:37 Client System Maintenance admin Log Search
2 Operation Log 2023-10-18 20:28:21 Device Name_Camera01 Preview video admin admin 10.15.1.155 CO... Preview video: Device Name...
3 Operation Log 2023-10-18 20:24:49 Device Name_Camera01 Preview video admin admin 10.15.1.155 C0... Preview video: Device Name...
4 Operation Log 2023-10-18 20:20:03 Device Name_Camera01 Preview video admin admin 10.15.1.155 C0... Preview video: Device Name...
5 QOperation Log 2023-10-18 20:19:55 Device Name_Camera01 Preview video admin admin 10.15.1.155 C0... Preview video: Device Name...
6 Operation Log 2023-10-18 20:19:39 Device Name_Camera01 Preview video admin admin 10.15.1.155 CO... Preview video: Device Name...
7 Operation Log 2023-10-18 20:19:25 Device Name_Camera01 Preview video admin admin 10.15.1.155 C0... Preview video: Device Name...
8 Log Configuration 2023-10-18 20:19:21 Client Channel Parameter admin

Select the log type, set the start time and the end time and then click [Search] to search logs. After the logs are searched, click [Export] to

export these logs.

21.2 Backup and Restore Configuration

Go to Home—>Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check Log Backup and Restore Configuration Real-time Status Status Log
Backup System Configuration Restore System Configuration

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The authentication server will restart
automatically after restoration.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to backup
the system configuration files. Additionally, TV wall configuration also can be backed up as needed. Then click [Restore System
Configuration] in the new version to restore the system configuration.

For TV Wall configuration restoration, you need to go to Home—>TV Wall Management>TV Wall System Setting>TV Wall Backup
interface and then restore TV Wall configuration by clicking [Restore TV Wall].
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21.3 Viewing Online Status

Go to Home—>Operation and Maintenance Management—>Online Status interface.

You can view the online status of encoding device, decoders and storage servers and the record status of the storage server and encoding

devices.
Check Log Backup and Restore Configuration Real-time Status. Status Log
f f
Encoding Device Onling Channel Online Status Decoder Online Status Server Online Status Racoyd Steus of the. Racu(d Stusof Encoding
Status Storage Server Devices
75% 75% 0.00% 100% 0% 0.00%
M Online: 3 M Online: 3 M Online: 0 M Online: 5 M Video recording: 0 M Video recording: 0
] ] il 5] n u)
No DeviceName |  Type | ChannelNumber | AlarminNumber | Alarm OutNumber | 1P Address/IPRange/DomainName/SerialNo. Pot | OnlinesStatus
1 IPC Speco 1 1 1 10.15.1.201 9008 Online
@ default area
3 Camera33 Speco 1 1 1 192.168.250.105 9008 Online
4 IPC Speco 1 2 2 10.15.1.98 9008 Online

21.4 Viewing Status Log

Go to Home—>Operation and Maintenance Management-> Status Log interface.

Check Log Backup and Restore Configuration Real-time Status Status Log
Time —10—18 00:00:00 ~ 2023-10-18 23:59:59
[ Export
No. Type hs Record Time Node Name Details
1 MNo recording 2023-10-18 22:27:26 Device Name_Camera(01
2 Recording 2023-10-18 22:27:05 Device Name_Camera01
3 Recording 2023-10-18 22:25:57 Device Name_Camera01
4 Recording 2023-10-18 22:25:46 Device Name_Camera(01
5 Recording 2023-10-18 22:24:40 Device Name_Camera01
6 Recording 2023-10-18 22:22:50 Device Name_Camera01
7 MNo recording 2023-10-18 22:04:26 Device Name_Camera01

In this interface, record status, online or offline status of servers and monitor client can be viewed.
Set the start time and the end time and then click [Search] to search status logs.

The searched logs can be exported by clicking [Export].
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22 Configuration

22.1 Local Configuration

22.1.1 Basic Settings

Go to Home—> Configuration=>Local Configuration

Auto Startup
Auto Login
Trigger audio when the node is offline
Show tips when the node is offline
Substream display of new view
Indicates whether the decading resource exceeds the limit
Show device name on E-Map ()
Verify the password before exiting the program
Storage server exception linkage &
Sound Loop
Decoding Mode O Soft Decoding © Hardware Decoding

Video Configuration Rules (O Specification First © Clarity First

Select Language  English(United States) b
Temperature Unit  °C hd
Time Display Format  yyyy-MM-dd hh:mm:ss b

Apply

Auto Login: if enabled the system will automatically log in when running this software next time.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Substream display of new view: if enabled, the new view will be displayed at substream.

Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.
Server exception Linkage: if enabled, the system will skip to real-time status interface when the server error occurs.

Sound Loop: If enabled, the alarm sound will be repeated continuously.
Temperature Unit: °C or °F can be selected
In this interface, you can also set video configuration rules, language, time display format, and so on.
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22.1.2 Resource Tree Settings

Full name display for DVR/NVR's channels ()
Resource tree automatically expands
Show alarm state for the monitoring point

Resource Tree Sorting Rules © Sort by Name O Sort by Time

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the DVR/NVR

name and the channel name. If disabled, only the channel name is shown.
Resource tree automatically expands: please enable as needed.

Show alarm state for the monitoring point: if enabled, the alarm state will be displayed in the monitoring point list as shown below.

=] {2y default area(Online/All: 4/8)
"% Device Name Camera(
= Device Name_IP Camera01

Device Mame IP Camerall3

In addition, you can also select the resource tree sorting rules as needed.

22.1.3 Record and Snapshot Settings

Go to Home—> Configuration.

Playback Source  Network Device v

Backup File Format AVl -

Max File Size for Manual Recording and Record Backup @ 512MB  © 1GB O 2GB

Apply

In this interface, the playback source, backup file format and max file size for manual recording and record backup can be set up here.

22.1.4 Alarm Sound Settings

Go to Home—> Configuration—>Local Configuration = Alarm Sound Setting

Alarm Sound |:]x
MNode Dropping Sound |:]x
Sensor Alarm Sound [:]x
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In the alarm audio setting interface, click to upload the local alarm sound, node dropped sound and sensor alarm sound. After

x

these sounds are uploaded, click to listen.

22.1.5 Alarm View Settings

Go to Home—> Configuration>Alarm View Setting.

Automatic Pop-up Alarm Page ()
[[] Full screen display when popping up DISPLAY1 v
Close Alarm Page © Auto Shutdown O Manual Shutdown

Time 30s -

Number of Screens 4 hd

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when popping up”, set “automatically

/manually close alarm page” and select the number of screens (1/4/6/19 optional).

22.1.6 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new live view
and playback operation and the overload tip will prompt. Go to Home—> Configuration—>Overload Setting. Select the overload upper limit

and then click [Apply] to save the settings.

Overload Upper Limit CPU:85% W Memory:85% *

22.1.7 OSD Position Configuration

Click Home—> Configuration—>0SD Position Config to go to the following interface.

Drag Slider
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Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

22.1.8 Snapshot Attribute Display Settings
Go to Home—> Configuration—>Local Configuration=>Snapshot Attribute Display Setting interface as shown below.
The snapshot attribute display and target box display can be set here.

Snapshot attribute display setting: you can set the attributes of face, human and vehicle. Please select the corresponding
attributes/features as needed. The attributes of smart snapshot picture will be shown accordingly.

Snapshot Attribute Display Setting

Face Age:Gender:Glasses:MaskHeadgr *
Human Age;Gender;Glasses;Mask,Headg: ¥

Vehicle Color,Type; v

Target Box Setting
Show target tracking box ()

Face Age;Gender;Glasses;Mask,Headgr ¥
Human Age;Gender;Glasses;MaskHeadgr +
Vehicle Color;Type; v

Apply
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Face attributes/features:

Including gender, age, mask status, temperature, hat, hairstyle, beard, glasses, telephone, skin, a maximum of 6 features can be shown in
the smart snapshot area.

Human attributes/features:

Including gender, age, hat, glasses, mask status, glasses, backpack, shoulder bag, upper clothing color, lower clothing color, upper clothing
type, lower clothing type, dress/skirt, a maximum of 6 features can be shown in the smart snapshot area.

Vehicle attributes/features:

Including color, type, one or two attributes can be displayed in the smart snapshot area.

Target tracking box:

If enabled, the target tracking box will be shown on the preview/playback window which is playing the video of the IP Camera enabled
the video metadata function.

22.2 Server Configuration
22.2.1 System Settings

Click Home—> Configuration—>Server Configuration—=>System Setting to go to the following interface.

System MName

Device Time Correction Ed Device Time Correction 3 B Synchronize Time Zone Synchronize Platform Time
Service Fault Determination Time 1 hd mins

Log Retention Time: 365 Day

Enable License Plate Synchronization

If it is turned off, the system will not support the function of license plate synchronization

System Name: Set the platform display name.

Choose “Device Time Correction” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device
times with the time of the platform.

Service fault determination time: set the failure duration time. When the server failure exceeds this period of time, it will be determined
as “Offline”. The spare server will take over.

Log Retention Time: set the log storage time.

Enable License Plate Synchronization: if enabled, you can use the relevant license plate synchronization functions. See the tips shown in
the interface for details.

22.2.2 Alarm Settings

Click Home—> Configuration—> Server Configuration—>Alarm Setting to go to the following interface.

Alarm Preview Using Third Stream
Hide Alarms Beyond the Alarm Linkage Schedule
Report interval for the same alarm

Standard NVR alarm receiving options(version 1.4.7 or above) O None O Alarm message  © Alarm message and snapshot (face capture/comparison snapshot)
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In this interface, you can enable “Alarm preview using third stream”.
Hide alarms beyond the alarm linkage schedule: Alarms will not be viewed beyond the alarm linkage schedule.
Enable and set the same alarm reporting interval and its linked alarm type. After that, the alarm type will automatically report according

to the set interval.
Standard NVR alarm receiving options: please select to receive alarm information or snapshot and alarm information of NVR as needed.

22.2.3 Parking Lot Settings

Set the license language. Default or Arabic can be selected.

22.2.4 Audio Uploading Settings

Go to Home—> Configuration—>Server Configuration=>Audio Uploading Setting.
Click [Add] to bring the following box.

) Add [T Delete

] Audio Mame Delete

Audio Uploading Setting X

Audio Name

Choose voice file I:]J)

Audio sampling rate of 16000Hz, 16 bits per
sampling, mono, size not more than 2M wav file.

0].4 Cancel

Click to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded successfully,
you can listen to it.
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23 Data Dashboard

Before opening the data dashboard, please makes sure the intelligent server is online.

Go to Home—>Resource Management—>Intelligent Analysis Server interface. There is a default intelligent server and make sure it is

online.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting Task

Encoding Device (Online/Total number: 2/3) Edit Server Name IP Address Port Client Connection Status Authentication Server Connection Status

&z Intelligent Analysis Server 10.15.1.155 6069 Online Online
Decoder (Online/Total number: 1/1)

Intelligent Analysis Server (Online/Total number: ...

23.1 Create Intelligent Dashboard

Go to Home—>Intelligent Dashboard.

The current board has no content

Immediat

Click [Immediately Create] to create the layout of the data dashboard. Drag the module you want to display to the right preview window

as needed. After that, click [OK] to save the settings.

Basic Module Preview
Video Windows Device Status

Statistical Chart

Calend ; . )
alendar Of Attendanc... There is no content in the board, you can drag
the <left component= to create board.

Face Comparison

Face Comparison Face Comparisan
Statistics Record
Property Setting

Body Temperature Measurement
Body
Temperatur...

Ne Configuration

E-Map

OK Cancel
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Hover the cursor onto the module in the preview window and then you will see a deletion button (

from the preview window.

After the data dashboard is created, click m to display it in full screen mode. Click

). Click it to remove the module

Basic Module Preview

Device Status

O

Statistical Chart

Calendar Of Attendanc...

Video Windows

Face Comparison

Face Comparison
Statistics

Face Comparisan
Record
Property Setting(Video Windows)

Body Temperature Measurement
Body
Temperatur...

No Configuration

E-Map

OK Cancel

o

=
e

or ESC to

H to set the layout of the dashboard.

23.2 Basic Module

exit the full screen mode. Click

Video window supports 4-screen display mode. Click H to extend the monitoring points. Drag the camera to the preview window or

double click the camera to play the video. You can drag the playing window to other windows.
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Other modules can set its attributes that you want to display as needed.

ayou

Basic Module Preview

Statistical Chart
Calendar

Of Attendanc...
Face Comparison
Face Comparison Face Comparisan
Statistics Record

Property Setting(Device Status)
Eodvllempelatiicliieasiitament B Encoding Device Online Status B Decoder Online Status B

Body
Temperatur...

E-Map

OK Cancel

Online

Encoding
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23.3 Face Comparison Display

Face Comparison display includes face comparison statistics and face comparison record display. In the layout interface, drag these two

modaules to the preview window. Then you can set the attributes as needed.

Basic Module Preview

Statistical Chart

Calendar Of Attendanc...

Face Comparison

Face Comparison
Record
Property Setting{Face Comparison Statistics)

EcdviiempetatialiEstanent B Passed today B Abnormal body temperature B Without ¢

Body B Block List E Stranger

Temperatur...

E-Map

Smart Snapshot module: You can set the snapshot channel and attributes.

In the face comparison records, you can view the comparison similarity. Click to quickly skip to face comparison retrieval interface.

Click to pop up the detail box. In this box, you can modify the personnel information; click to add this person to the face

database.
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23.4 Body Temperature Measurement Display

In the layout interface, select the body temperature module and then set the attributes you want to display as shown below.

Basic Module Preview

Statistical Chart

Calendar Of Attendanc...

Face Comparison

Property Setting(Body Temperature Measurement)

Eodvilempetat ilienstiament M Passed today B Suspected fever B Without a mask

E-Map

The body temperature measurement of the intelligent dashboard is shown as below.

y Temperature surement

11 11

23.5 E-map Display

E-Map includes E-map monitoring and heat map analysis. The layout settings are as follows.
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Layout X

Preview

E-Map
Heat Map
Smart Snapshot

Smart Snapshot

Traffic Flow Statistics Property Setting(E-Map Monitoring)

Traffic Flow Traffic Proportion

ctatistics of Each .. O ipc O SmartIPC [ Sensor

Remaining Parking Space

Remaining
Parking Space

OK Cancel

You need to set the hotspots in advance and then you can view here. Please refer to E-Map—> E-Map Monitoring for details.

Map Management Pending Alarm: 0 Switch to Alarm E-Map @ Auto Alarm View

Conference l

Engmeerm? E Rice ‘k‘ - Elevator
oo i | ‘ ‘ ‘ Exit Front
Door ®
Corridor Corridor
| P Reception
| Desk
Conference | Conference Domestic
Room Room Barvics Marketing
b, * OMMerCe | Department o iql
P

Corridor

Test |
Department : Perchasing
Department

|
Corridor
Corridor

Test Room

Internetional General

HR
Financial | parketing Manager

R&D Department
g Department Department Department foom

Warehouse

Heat map module: The more people/vehicles enter, the deeper the color is. Move the cursor on the monitoring point to view the current

traffic flow. You need to set the E-map and hotspots in advance. Please refer to E-map settings chapter for details.

Besides the above hotspot setting, you can set other parameters as shown below.
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Basic Module

Video Windows

Preview

Device Status

Calendar

Face Comparison

Face Comparisan
Statistics
Property Setting(Heat Map)

E-Map
B iPC B SmartIPC HE Sensor

E-Map L
Mornitaring Statistical type  Human ¥ Passenger flow type

Auto Refresh Interval 1 minute * ﬁ
Smart Snapshot

N

In the heat map module of the intelligent dashboard, you can view the statistics of human/motor-vehicle/non-motor vehicle.

E-Map Preview

E-Map
Meonitoring

Smart Snapshot

Smart Snapshot

Traffic Flow Statistics

Property Setting{Heat Map)
Traffic Flow Traffic Proportion
Statistics of Each ...
B PC E SmartIPC B Sensor

Remaining Parking Space Statistical type  Human ¥ Passenger flow type

Remaining Auto Refresh Interval 1 minute W ﬁ

Parking Space

N

23.6 Smart Snapshot Display

You need to set the snapshot attributes in the layout interface and then the relevant data can be viewed on the dashboard. The smart

snapshot type includes face, license plate, human body, motor vehicle and non-motor vehicle. Please select them as needed.
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Smart Snapshot

E-Map Preview

E-Map

Manitoring Heat Map

Smart Snapshot

Traffic Flow Statistics

Property Setting(Smart Snapshot)

Traffic Flow Traffic Proportion
Statistics of Each .. Smart snapshot display
[ Face detection [ License plate detection
Remaining Parking Space
[] Human body detection [] Motor vehicle detection [] Non-motor vehicle detection
Remaining
Parking Space Smart Snapshot Channel -

23.7 Traffic Flow Statistics Display

You need to set the statistical type, auto refreshing interval and channel in advance. Please refer to Target Counting >Task Management

for details. Then set the layout of traffic statistics and display attributes.

E-Map Preview

E-Map

Mornitoring Heat Map

Smart Snapshot

Traffic Flow Statistics

Property Setting(Traffic Flow Statistics)
Traffic Proportion

of Each ...
Statistical type ~ Human > Passenger flow type

Remaining Parking Space Auto Refresh Interval 1 minute ¥

£

Remaining
Parking Space

oK Cancel

Traffic Flow Statistics

11 12 13 14
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23.8 Remaining Parking Space Display

Select the parking lot in the property area and then you can view the remaining parking lot here.

Remaining Parking Space

Parking lo..

Parking lot_Use.. Parking lo..

Parking lot_Rem..

146



24 Troubleshooting

1. How to modify the password by yourself?

Login monitor client and then go to the User Management interface. Select the user to modify the password. Then click [Save].

Enable -

* User Name

Modify Password X
* Password Modify Password

User Name
Role
*# Original password
Schedule
* Password strength © Weak O Middle @ Strong
8-16 characters; numbers, special
Bind MAC Address 00 : 00 : 00 : 00 characters, upper case letters and lower

case letters must be included.

* Password
Remark

* Confirm Password

Create Security Questions / Answers Edit Security Question [ ]
OK Cancel

Save Cancel

2. The device information cannot be seen or the device is offline after the user logins.

l) Please checkwhether this user account is an administrator account. If this account is an operator account, please check whether it

has the authority to view the device information.

2)  Please checkwhether the media transfer server of the device has been started.

3. The alarm information cannot be received after the user logins.
1) Please checkwhether the schedule of sensor alarm, motion detection alarm and so on are set in the SPECO BLUE VMS system.

2) As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have

enabled.

4. The record cannot playback after the user logins.

1) Please checkwhether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2) Please checkwhether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3) Checkwhether there are record data in the playback channel and whether the record source and the start time and the end time of

the playback is set up correctly.

4) Please check the record schedules of the storage server are set correctly.

5. The configuration of devices cannot be modified remotely after the user logins.

1) When the device configuration is required by the monitor client and prompts “Someone is configuring. Please try later”, please
open the IE browser to login to the device remotely and then go to“Online user” interface to see if there are any other users logging in.
2) Please go to the live to see whether the device is being set up.

3) If the problem still exists, please contact Speco Technologies.
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